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Itis the responsibility of the equipment owner to return equipment and batteries
to JDSU for appropriate disposal. If the equipment or battery was imported by
areseller whose name or logo is marked on the equipment or battery, then the
owner should return the equipment or battery directly to the reseller.

Instructions for returning waste equipment and batteries to JDSU can be found
in the Environmental section of JDSU’s web site at www.jdsu.com. If you have
questions concerning disposal of your equipment or batteries, contact JDSU’s
WEEE Program Management team at WEEE.EMEA@jdsu.com.
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About this Manual

This prefix explains how to use this manual. Topics discussed include the
following:

— “Purpose and scope” on page xiv

— “Assumptions” on page xiv

— “Terminology” on page Xiv

— “PDH, SONET, SDH, NextGen, and OTN Testing Manual” on page xvi
— “Conventions” on page xvii

— “Safety and compliance information” on page xviii

— “Technical assistance” on page xuviii
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About this Manual
Purpose and scope

Purpose and scope

The purpose of this manual is to help you successfully use the PDH, SONET,
NextGen, and OTN test capabilities of the MSAM and the Transport Module.

Assumptions

This manual is intended for novice, intermediate, and experienced users who
want to use the Transport Module or Multiple Services Application Module
effectively and efficiently. We are assuming that you have basic computer
experience and are familiar with basic telecommunication concepts, termi-
nology, and safety.

Terminology

Xiv

The T-BERD 8000 is branded as the MTS-8000 in Europe, and it is inter-
changeably referred to as the T-BERD 8000, MTS 8000, MTS-8000, MTS8000
and Media Test Set 8000 throughout supporting documentation.

The T-BERD 6000A is branded as the MTS-6000A in Europe, and it is inter-
changeably referred to as the T-BERD 6000A, MTS 6000A, MTS6000A and
Media Test Set 6000 throughout supporting documentation.

The following terms have a specific meaning when they are used in this
manual:

— Assembly—Used throughout this manual to refer to a complete set of
components assembled as an instrument and used for testing. This
manual supports three assemblies: The Transport Module assembly,
consisting of an T-BERD/MTS 8000 base unit and Transport Module, the
MSAM assembly, consisting of a MSAM, Physical Interface Modules
(PIMs), and a T-BERD/ MTS 6000A base unit, and a DMC assembly,
consisting of up to two MSAMSs, up to four PIMs, a Dual Module Carrier
(DMC), and a T-BERD/MTS 8000 base unit.

— Application module—Used throughout this manual to refer to the compo-
nent that provides test functionality to the assembled instrument. This
manual supports two application modules: the Transport Module, and the
MSAM.

— Component—Used throughout this manual to refer to an individual hard-
ware component which is connected to the other components to build a
test instrument (assembly). This manual supports the following compo-
nents: the Transport Module, the MSAM, and the DMC. The base units are
documented in separate manuals.

— T-BERD/MTS 8000 and T-BERD/MTS 6000A—The family of products,
typically a combination of a base unit, a battery module, and one or more
application modules. The Dual Module Carrier (DMC) can be used on the
T-BERD / MTS 8000 platform to test using two MSAMs.

— Base unit—The unit which connects to the application module and power
adapter, providing the user interface and a variety of connectivity and work
flow tools. If optioned to do so, the base unit also allows you to measure
emitted power, received power, and optical link loss on fiber optic
networks.
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— DMC—Dual Module Carrier. The DMC is a two slot chassis which you can
connect to the T-BERD / MTS 8000 base unit to test using up to two
MSAM application modules and four Physical Interface Modules (PIMs).

— MSAM Multiple Services Application Module—Referred to generically
as “the instrument” when inserted in the T-BERD / MTS 6000A base unit or
the DMC with a PIM. The MSAM provides testing functionality for the base
unit.

— PIM—The physical interface module inserted into one of up to two ports
provided on the MSAM chassis. PIMs supply the physical connectors
(interfaces) required to connect the MSAM to the circuit under test. A
variety of cables, SFPs, and XFPs are offered as options, and can used to
connect the PIMs to the circuit.

— Transport Module—Referred to generically as “the instrument” when
connected to the T-BERD / MTS 8000 base unit. The Transport Module
provides testing functionality for the base unit.

— Battery Module—The module connected to the back of the T-BERD /
MTS 8000 base unit, which supplies power whenever it is not provided
using the power adapter.

— OC-n—Used to refer to each of the optical SONET rates supported by the
instrument (OC-3, OC-12, OC-48, and OC-192), where “n” represents the
user-selected line rate.

— STM-n—Used to refer to each of the optical SDH rates supported by the
instrument (STM-1, STM-4, STM-16, and STM-64), where “n” represents
the user-selected line rate.

— STS-1—Used to refer to the electrical equivalent of OC-1 (51.84 Mbps)
supported by the instrument.

— STM-le—Used to refer to the electrical equivalent of STM-1
(155.52 Mbps) supported by the MSAM.

— OTN—Optical Transport Network.

— OTU1—Optical Transport Unit 1. A 2.7G OTN signal designed to carry a
SONET OC-48 or SDH STM-16 client signal. OTUL is used on the user
interface to identify the applications used for 2.7G OTN testing.

— OTU2—Optical Transport Unit 2. A 10.7G, 11.05G, or 11.1G OTN signal
designed to carry SONET OC-192, SDH STM-64, or 10GigE Ethernet
WAN and LAN client signals. OTU2 is used on the user interface to identify
the applications used for 10.7G, 11.05G, or 11.1G OTN testing.

— OTU3 — Optical transport Unit 3. A 43G OTN signal designed to carry
40Gig Bulk BERT payloads and ODU3 encoded signals. OTU3 is available
on the 40/100G High Speed Transport Module.

— OTU4 — Optical transport Unit 4. A 111.8G OTN signal designed to carry
100GigE Ethernet and Bulk BERT and ODU4 encoded signals. OTU4 is
available on the 40/100G High Speed Transport Module.

— 10/100/1000 Ethernet—Used to represent 10/100/1000 Mbps Ethernet.
— 1GigE—Used to represent 1 Gigabit Ethernet.

— 10GigE—Used to represent 10 Gigabit Ethernet.

— 40GigE—Used to represent 40 Gigabit Ethernet.

— 100GigE—Used to represent 100 Gigabit Ethernet.

— FC—Used to represent Fibre Channel.

— JDSU Ethernet test set—A test set marketed by JDSU and designed to
transmit an Acterna Test Packet (ATP) payload. ATP packets carry a time
stamp used to calculate a variety of test results. The FST-2802 TestPad,
the SmartClass Ethernet tester, the HST-3000 with an Ethernet SIM, the
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T-BERD/MTS 8000 Transport Module, and the MSAM can all be config-
ured to transmit and analyze ATP payloads, and can be used in
end-to-end and loopback configurations during testing.

— SFP—Small form-factor pluggable module. Used throughout this manual
to represent pluggable optical modules.

— XFP—10 Gigabit small form-factor pluggable module. Used throughout
this manual to represent pluggable optical modules used to connect to the
family of 10 Gbps circuits (ranging from 9.95 Gbps to 11.3 Gbps).

— QSFP+ — 40Gigabit Quad Small Form-Factor Pluggable optical trans-
ceiver. A variety of optional QSFP+s are available for testing 40 Gigabit
fiber circuits.

— CFP — 100Gigabit Form-Factor Pluggable optical transceiver. A variety of
optional CFPs are available for testing 100Gigabit fiber circuits.

— Xv—Used as a suffix throughout the user interface for virtual channels
carried in a SONET or SDH container, where X serves as a placeholder for
the number of virtual channels, and “v” indicates that the concatenation is
virtual (rather than true concatenation). For example, if you are testing
virtual channels carried in a high order STS-3c, you would select an
STS-3c-Xv payload when you launched your application. You can then
specify the number of members (channels) when you create the virtual
channel group (VCG).
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This is the PDH, SONET, SDH, NextGen, and OTN testing manual for the
MSAM and the Transport Module. The manual is application-oriented and
contains information about using these instruments to test service carried on
each of the listed networks. It includes an overview of testing features, instruc-
tions for using the instruments to generate and transmit traffic over a circuit,
and detailed test result descriptions. This manual also provides contact infor-
mation for JDSU’s Technical Assistance Center (TAC).

Use this manual in conjunction with the following manuals:

— 8000 Base Unit User Manual. This manual provides an overview, specifi-
cations, and instructions for proper operation of the base unit.

— 6000A Base Unit User Manual. This manual provides an overview, specifi-
cations, and instructions for proper operation of the base unit.

— Dual Module Carrier, Transport Module, and MSAM Getting Started
Manual. This manual provides an overview of the connectors provided on
the hardware components, instructions for connecting to the circuit you are
testing, and specifications for the hardware components.

— Ethernet, IP, TCP/UDP, Triple Play, Fibre Channel, and IP Video Testing
Manual. This manual provides instructions for testing each of the services
listed, and detailed test result descriptions. When using your instrument for
NextGen and OTN testing, details concerning Ethernet settings and test
results are provided in this manual.
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— Remote Control Reference Manual. This manual provides the remote
control commands used when developing scripts to automate your testing.
This manual is provided electronically on jdsu.com.

NOTE:

ure a test.

Many applications also require you to purchase and install certain testing
options; others require specific hardware connectors to connect to circuits
for testing. For example, if your instrument does not have a connector or
PIM designed to support OC-3 testing, you can not transmit and analyze a
signal or traffic over an OC-3 circuit.

You can quickly determine whether or not your instrument supports certain
applications by exploring the technologies, rates, and test modes presented
on the Test menu and by reviewing the settings available when you config-

Conventions

This manual uses conventions and symbols, as described in the following

tables.

Table 1 Typographical conventions

Description

Example

User interface actions and buttons or
switches you have to press appear in
this typeface.

Press the OK key.

Code and output messages appear in
this typeTface.

All results okay

Text you must type exactly as shown
appears in this typeface.

Type: a:\set.exe in the dialog box.

Variables appear in this typeface.

Type the new hostname.

Book references appear in this type-
face.

Refer to Newton’s Telecom Dictionary

Table 2 Keyboard and menu conventions

Description

Example

A plus sign +indicates simultaneous
keystrokes.

Press Ctrl+s

A comma indicates consecutive key
strokes.

Press Alt+f,s

A slanted bracket indicates choosing a
submenu from menu.

On the menu bar, click
Start > Program Files.

Table 3 Symbol conventions

A This symbol represents a general hazard.
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This symbol represents a risk of electrical shock.

This symbol represents a risk of explosion.

‘ This symbol represents a Note indicating related information or tip.

This symbol, located on the equipment, battery, or packaging indicates that
the equipment or battery must not be disposed of in a land-fill site or as
municipal waste, and should be disposed of according to your national regu-
lations.

Safety and compliance information

Safety and compliance information for the instrument are provided in printed
form and ship with your instrument.

Technical assistance

XViil

Table 4 lists contact information for technical assistance. For the latest TAC
information, go to www.jdsu.com or contact your local sales office for assis-
tance. Contact information for regional sales headquarters is listed on the back
cover of this manual.

Table 4 Technical assistance centers

Region Phone Number
Americas 1-866-ACTERNA (1-866-228-3762, option #2)
(option #2) tac@jdsu.com
301-353-1550
Europe, Africa, and +49 (0) 7121 86 1345 hotline.europe@jdsu.com
Mid-East (IDSU Germany)

Asia and the Pacific +852 2892 0990
(Hong Kong)

+86 10 6655 5988
(Beijing-China)

During off-hours, you can request assistance by doing one of the following:
leave a voice mail message at the Technical Assistance number, e-mail the
North American Technical Assistance Center, tac@jdsu.com, or submit your
question using our online Technical Assistance Request form at
www.jdsu.com.
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Basic Testing

This chapter explains basic testing concepts and procedures common to each
PDH, SONET, SDH, NextGen, and OTN test. Detailed information about
concepts and procedures shared by all supported test applications are
provided in the Getting Started manual that shipped with your instrument or
upgrade.

Topics discussed in this chapter include the following:

— “Step 1: Selecting a test application” on page 2

— “Step 2: Configuring a test” on page 2

— “Step 3: Connecting the instrument to the circuit” on page 3
— “Step 4: Starting the test” on page 4

— “Step 5: Viewing test results” on page 4

— “Running multiple tests” on page 5
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Step 1: Selecting a test application

Step 1: Selecting a test application

The Test menu on the Main screen lists each of the available test applications.

If you are testing using an MSAM, the applications are listed for the PIM or
PIMs that are inserted in your MSAM chassis. If you have a dual port chassis,
by default, the first application you select will be for port 1 (P1).

To select an application
1 Select Test. The Test menu appears.

2 Select the technology (for example, SONET), signal, payload, and test
mode for your test application.
The instrument displays a message asking you to wait while it loads the
application.

3 Wait for the Main screen to appear, and then proceed to “Step 2: Config-
uring a test” on page 2.

The test application is selected.

NOTE:

When testing using an MSAM, only the applications for currently inserted
PIMs will appear on the Test menu. For example, if an SFP and XFP PIM
are inserted in the MSAM chassis, you will not see DS1 applications.

Other applications, such as the NextGen GFP applications only appear if
you purchased the associated testing options.

Step 2: Configuring a test

Before you configure a test, be certain to complete the information that you
want to include when you generate reports of your test results. For details, refer
to the Getting Started manual that shipped with your instrument.

Configuring a test involves displaying the setup screens, specifying test
settings, and optionally saving the test setup. Key settings are also available
on the Main screen, on the Quick Config tabs. Changing key settings while
running a test (for example, changing the pattern transmitted) triggers an auto-
matic restart of the test.

To display the setup screens

1 Usingthe Test menu, select a test application (see “Step 1: Selecting a test
application” on page 2).

2 Select the Setup soft key.
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Step 3: Connecting the instrument to the circuit

A setup screen with a series of tabs appears. The tabs displayed vary
based on the test application you selected. See Figure 1.

Interface l SDH l LCAS l GFP | Ethernet ‘ Traffic I Filters l Timed Testl

Frame Type
Frane 522 (@)

DA SA Type Data

Figure 1 Setup Screen (Ethernet Settings tab for GFP testing)

3 To navigate to a different setup screen, select the corresponding tab at the
top of the screen. For example, to display the Traffic setup screen, select
the Traffic tab.

4 After you finish specifying the test settings, select the Results soft key to
return to the Main screen.

For detailed instructions, refer to the Getting Started manual that shipped with
your instrument or upgrade, and to each of the testing chapters in this manual.

Step 3: Connecting the instrument to the circuit

For detailed instructions on connecting your instrument to the circuit, refer to
the Getting Started Manual.

When connecting the unit to optical circuits, bear in mind that applied power
must not exceed the power level specified on the panel for each optical
connector.
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Step 4: Starting the test

After you configure a test, connect the unit to the circuit, and, turn the laser ON,
the test starts automatically, and test results immediately accumulate.

NOTE: Temperature stabilized lasers

When testing 10 Gigabit, 40 Gigabit or 100 Gigabit optical circuits, some
lasers (particularly 1550 nm lasers) are temperature stabilized; therefore,
they need to reach a certain temperature before you can use them to trans-
mit a signal. This is expected behavior, and does not indicate that there is
something wrong with the laser or test instrument.

It typically takes up to one minute for the temperature to stabilize. If you have
turned the laser on, but no signal is present on the receiving instrument or
device, simply wait for one minute.

After you start a test, use the buttons at the bottom of the screen to perform
actions such as turning the laser on and off, starting and stopping traffic,
starting and stopping a local loopback, and inserting errors, anomalies, alarms,
or defects.

Table 5 lists some common Action buttons.

Table 5 Action buttons

Button Action

Laser On/Off Turns the laser on or off when testing optical rates.
Insert Error/Anomaly Inserts an error or anomaly into the transmitted traffic.
Insert Alarm/Defect Inserts an alarm or defect into the transmitted traffic.

Step 5: Viewing test results

Setting the result group and
category

Test results appear in the Results Windows of the Main screen.

To set the result group and category

1 Using the Test menu, select a test application see “Step 1: Selecting a test
application” on page 2), and then configure your test (see “Step 2: Config-
uring a test” on page 2).

2 Select the Results soft key to return to the Main screen.

3 Connect your module to the circuit (see “Step 3: Connecting the instrument
to the circuit” on page 3).

4 If you are testing an optical interface, select the Laser button.

5 If you selected an Ethernet, Fibre Channel, or SONET/SDH GFP test
application, select the Start Traffic button to start generating and
analyzing traffic.

Results appear in the Results Windows.
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Running multiple tests

6 Optional. Insert errors or anomalies into the traffic stream, or use the
Action buttons to perform other actions. These buttons only appear if appli-
cable to your test application.

7 Use the Group and Category buttons to specify the type of results you
want to observe. Figure 2 illustrates buttons for a standard SONET appli-
cation.

SONET N [ Section

Ab

Figure 2 Result Group and Category buttons

Results for the category you selected appear in the result window.

8 Optional. To observe results for a different group or category in another
result window, press the buttons at the top of the window to specify the
group and category.

For descriptions of each result, refer to Chapter 7 “Test Results”.

TIP:

If you want to provide a screen shot of key test results, on the Main screen,
select Tools > Capture Screenshot. A screen shot will be captured and
stored as a JPG file in the . ./acterna/user/disk/bert/images
folder. You can include the screen shot when you create reports.

For detailed information on the following topics, refer to the Getting Started
manual that shipped with your instrument or upgrade.

— Expanding and collapsing result measurements
— Changing the result layout

— Using the entire screen for results

— About histogram results

— Viewing a histogram

— About the Event log

— About result graphs

— Clearing History results

— Creating and maintaining Custom result groups

For descriptions of each result, refer to Chapter 7 “Test Results”.

Running multiple tests

You can significantly reduce your testing time by terminating traffic over
multiple circuits simultaneously.

For example, you can transmit traffic from the DS1 and DS3 PIMs to a network
element, and then loop the traffic back to your unit to analyze the signals and
verify that the network element is operating properly.

For details, refer to the Getting Started manual that shipped with your instru-
ment or upgrade.
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T-Carrier and PDH Testing

This chapter provides step-by-step instructions for testing T-Carrier and PDH
networks. Topics discussed in this chapter include the following:

— “About T-Carrier and PDH testing” on page 8
— “Fractional T1 testing” on page 11

— “Loopback testing” on page 11

— “BER testing” on page 14

— “Verifying performance” on page 16

— “Measuring round trip delay” on page 17

— “Measuring service disruption time” on page 18
— “Monitoring the circuit” on page 20

— “Analyzing PCM signals” on page 20

— “Analyzing VF circuits” on page 27

— “ISDN PRI testing” on page 32
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About T-Carrier and PDH testing

Features and capabilities

If your instrument is configured and optioned to do so, you can use it to analyze
the performance of DS1 and DS3, and E1, E3, and E4 networks by performing
BER tests, and verifying that performance conforms to the industry test stan-
dards.

When you configure the instrument for T-Carrier or PDH testing, a number of
the test parameters vary depending on the protocol (T-Carrier or PDH), rate,
and payload you select.

NOTE:

You can also test muxed T-Carrier and PDH payloads when testing SONET
and SDH networks. For a list of payloads supported, see Chapter 3 “SONET
and SDH Testing”.

When testing T-Carrier and PDH service, you can generate and analyze
muxed and bulk payloads ranging from 1.544 Mbps to 139.264 Mbps for a
variety of transport rates. The module also allows supports the following:

— BERT patterns—You can transmit and detect BERT patterns for each rate
available on the instrument.

— Error/anomaly and alarm/defect insertion—You can insert a variety of
errors, anomalies, alarms, and defects into traffic, such as Bit/TSE errors
and REBE alarms.

— Performance measurement—You can verify that performance complies
with ITU-T G.821, G.826, and M.2100, and ANSI T1.510.

— Intrusive through mode testing—You can monitor a received signal in
through mode, and then pass the signal through the unit to the transmitter.
The instrument will resolve any received line code violations before trans-
mitting the signal.

— Drop and insert testing from a SONET/SDH access point—When testing
in through mode, you can insert one channel while non-intrusively passing
the remainder of the signal through unaffected. For example, you can
monitor an OC-48 signal, and then drop a DS3 signal and insert a BER
pattern into the DS3 signal, leaving the rest of the signal as it was
received. For details, see “Drop and insert testing” on page 66 of
Chapter 3 “SONET and SDH Testing”. (N/A 40/100G Transport Module)

— Loop code insertion—You can loop up MUX devices using CSU, NIU,
HDSL (including generic device), and FEAC loop codes. You can also
optionally define up to ten user-programmable loop codes. For details, see
“Looping up MUX devices” on page 12

— DS1 loop codes can be transmitted from within a channelized DS3 appli-
cation.

— Round trip delay measurement—You can verify that a circuit complies with
round trip delay requirements as specified in a customer’s service level
agreement.

— Service disruption measurements—You can measure service disruption
time resulting from signal loss or a variety of errors, anomalies, alarms, or
defects. For details, see “Measuring service disruption time” on page 18.
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About T-Carrier and PDH testing

— DS1 jitter measurements—If your MSAM is configured and optioned to do
S0, you can measure jitter on a DS1 interface. The measurement is
provided in the Interface result group, under the Signal category. For
details, see Chapter 4 “Jitter and Wander Testing”.

— PCM signal analysis—If your instrument is configured and optioned to do
S0, you can analyze signals for the robbed-bit-in-band signaling standard
by testing against different trunk types. These tests are performed from a
DS1 (T1) access point. For details, see “Analyzing PCM signals” on
page 20.

— VF call analysis—If your instrument is configured and optioned to do so,
you can establish a VF (voice frequency) call, then transmit or receive
voice or tones without dropping the call. These tests are performed from a
DS1 (T1) access point. For details, see “Analyzing VF circuits” on page 27.

— Fractional T1 testing—If your instrument is configured and optioned to do
S0, you can commission and maintain fractional T1 (FT1) transmission
circuits. Typically this involves out-of-service testing to ensure that the
physical layer is clean and there are no problems with network equipment
or improper provisioning. For details, see “Analyzing PCM signals” on
page 20.

— ISDN PRI testing—If your instrument is configured and optioned to do so,
you can place and receive one ISDN call and decode/monitor the
D-Channel. For details, see “ISDN PRI testing” on page 32.

When you setup the instrument, you can specify whether the T-Carrier and
PDH LED panels should emulate the LEDs on the ANT platform or the TestPad
2000 platform. If the LEDs are not what you expect or are accustomed to
seeing, verify that the correct emulation mode is selected for your module.

The names of various elements on the graphical user interface change
depending on whether you select a T-Carrier or PDH test application. For
example, the button that you use to insert errors or anomalies is labeled
Insert Error if you selected a T-Carrier application; the same button is labeled
Insert Anomaly if you selected a PDH application.

Many T-Carrier and PDH standards are identical; therefore, the instrument
provides similar results for both test applications. See “T-Carrier and PDH
results” on page 177 for a description of each test result.
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T-Carrier test applications  Table 6 lists each of the T-Carrier test applications.

Table 6 T-Carrier test applications

Signal Payload Rate Test Modes

DS1 DS1 BERT Terminate
Through
Dual Monitor

DS1 Signaling Terminate
Dual Monitor

DS1 ISDN PRI Terminate
Dual Monitor

DS1 VF Terminate
Dual Monitor

DS3 DS3 BERT Terminate
Through
Dual Monitor

E1l BERT Terminate
Through
Dual Monitor

DS1 BERT Terminate
Through
Dual Monitor

PDH test applications  Table 7 lists each of the PDH test applications.

Table 7 PDH test applications

Signal Payload Rate Test Modes

El E1 BERT Terminate
Through
Dual Monitor

E3 E3 BERT Terminate
Through
Monitor

E1 BERT Terminate
Through
Monitor

E4 E4 BERT Terminate
Through
Monitor

E3 BERT Terminate
Through
Monitor

E1 BERT Terminate
Through
Monitor
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Fractional T1 testing

If your instrument is optioned and configured to do so, you can analyze FT1
circuits for contiguous and non-contiguous channels in 56 kbps or 64 kbps
formats.

To configure a FT1 payload

1 Using the Test Menu, select the DS1 terminate test application for the
payload rate you are testing (refer to Table 6 on page 10).

2 Select the Setup soft key. A series of setup tabs appears.

3 Select the Payload tab, then specify the following settings:

Setting Value
Payload Type Select Fractional Rate.
Select DSO Channels Select the displayed channels that you want

to analyze. When selected, a green check
mark appears to the left of the channel num-
ber.

— To select all channels, select Select All.
— To clear all channels, select Clear All.
At least one channel must be selected.

Idle Code Enter the idle code in an 8 bit format.

Tx Bit Rate Select N x 56 or N x 64.

The FT1 payload settings are specified. You can observe test results for each
channel in the Payload result group, under the Channel and Traffic categories.
For details, see “Channel test results” on page 183 and “Traffic test results” on
page 183.

Loopback testing

You can qualify DS1 and DS3 circuit performance by transmitting traffic from a
near-end unit, and then looping the traffic through a far end unit to test for
errors or anomalies.

To loop up afar end instrument

1 Using the Test Menu, select the terminate test application for the payload
and rate you are testing (refer to Table 6 on page 10).

2 Select Loop Up.

A message appears briefly in the message bar indicating that the loop up
of the network element on the far end was successful.

3 Select Restart.

The module on the far end is looped up, and traffic is passed from the
receiver through to the transmitter back to the near-end module.

To loop down the far end module
— Select Loop Down.

A message appears briefly in the message bar indicating that the loop
down of the instrument on the far end was successful.
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Looping up MUX devices

Defining custom loop codes

12

When testing DS1 or DS3 circuits, you can use your unit to loop up MUX
devices by transmitting loop codes. If you are testing a DS1 payload, you can
also define and store up to ten custom loop codes (see “Defining custom loop
codes” on page 12).

To transmit a loop code

1 Using the Test Menu, select the DS1 or DS3 terminate test application for
the payload rate you are testing (refer to Table 6 on page 10 for a list of
applications).

2 Select the Setup soft key. A series of setup tabs appears.

3 Select the Loop tab, and then specify the following:

DS1 Loop Type/ DS3 Tx

Payload Rate FEAC Loop Select

Settings

DS1 BERT HDSL — HDSL Model. Select the
model for the HDSL device
or Generic HLU, HDU or
HRU if model not known.

— Test Direction. Specify CO
to Customer or Cus-
tomer to CO.

— Code Type. Specify a
Short (required for
Generic) or Long loop
code.

NIU — NIU Code. Select the NIU
code for the device.
— Auto Response. Specify
Respond On or Respond
Off.

Csu — CSU Code. Select the CSU
code for the device.

— Auto Response. Specify
Respond On or Respond

Off.
User Defined See “Defining custom loop
codes” on page 12.
DS3 BERT NIU Loop N/A
DS3 Loop N/A
DS1 Codes HDSL,NIU,CSIU - See above

4 To return to the Main screen, select the Results soft key.

5 Select Loop Up.

A message appears briefly in the message bar indicating that the loop up
of the device was successful.

The MUX device is looped up, and traffic is passed from its receiver through to
its transmitter back to the near-end module.

You can define and store up to ten custom loop codes for looping up DS1 MUX
devices.
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To define a custom loop code

1 Using the Test Menu, select the DS1 terminate test application for the
payload rate you are testing (refer to Table 6 on page 10 for a list of appli-
cations).

2 Select the Setup soft key. A series of setup tabs appears.
3 Select the Loop tab, and then do the following:

a In Loop Type, specify User Defined.

A list of loop codes appears, allowing you to select a previously defined
loop code, or to define a new one. See Figure 3.

Loop Code

Loop Type [User Defined H

Loop-Code Mame Bit Pattern Type Delivery

0 Loop Up In Band

USER 2 0|Loop Up In Band
USER 3 0|Loop Up In Band
USEFR 4 0|Loop Up In Band
USER S 0|Loop Up In Band
USER & 0|Loop Up In Band
USER 7 0|Loop Up In Band
USER & 0|Loop Up In Band
USER 9 0|Loop Up In Band
USER 10 0|Loop Up In Band
Loop-Code name Type Delivery
USER 1 Loop Up 4 |n Band
4 Loop Down Cut of Band

Bit Pattern

0 Other

Figure 3 User Defined Loop Codes

b On the list, select the loop code you want to define.

¢ InLoop-Code name, use the keypad to type a unique name for the loop
code using up to twenty five characters.

d In Bit Pattern, use the keypad to type the bit pattern using up to 16
digits.

e Under Type, indicate whether you want to use the loop code to Loop
Up or Loop Down a MUX device, or select Other, and then manually
specify the loop code pattern.

f Under Delivery, indicate whether you want to send the loop code
In Band, or Out of Band.

4 To return to the Main screen, select the Results soft key.

The loop code is defined.
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BER testing

The following procedure illustrates a typical scenario for:

— Setting up the MSAM to terminate a T-Carrier or PDH signal for BER
testing.
— Inserting errors, anomalies, alarms, and defects.

= NOTE: Changing BERT patterns

If you change a BERT pattern during the course of your test, be certain to
press the Restart soft key to ensure that you regain pattern sync.

To perform a T-Carrier or PDH BER test

1 Using the Test Menu, select the terminate test application for the signal
and payload rate you are testing (refer to Table 6 on page 10 and Table 7
on page 10 for a list of applications).

2 Select the Setup soft key. A series of setup tabs appears.

3 Select the Interface tab, and then specify the applicable settings for the
interface rate and payload you selected: specify the input sensitivity, line
coding method, clock source and offset, and the line build out (LBO).

4 If the Channel tab is available (muxed PDH rates), specify:

— The channel or channels to analyze on the receiver.

— The Tx=Rx setting. If you want to transmit traffic on the same channel
you specified for the receiver, select YES. If you want to transmit traffic
on a different channel, or all channels, select NO.

— If you selected NO for the Tx=Rx setting, specify the channel you want
to transmit traffic on, or set the Tx ALL setting to YES to transmit traffic
over all available channels.

If you are running a PDH application, and want to specify timeslots for your
test, proceed to step 5, otherwise, proceed to step 7.

5 Select the Payload tab, select the arrow to the right of the Payload Type
field, and then specify one of the following:
— Bulk. Proceed to step 7.
— Fractional Rate. The Select Timeslot box appears. Proceed to step 6.

Interface l Framing l Channel Payload ‘ Pattern l Service Disruption l Performance l Time B

Payload Type [Fractional Rate ] ]

Select Timeslots

AP P (PRI PP EEPYE ST WP S
FESTEPE [T PRI PP [ PN RS —
16 l v 17 " v 18 " v 19 " v 20 " v 21 " v 22 " v 23 ]
[ves | vm | vos | vor | ves | ves | ww | vor )

Select All Deselect All

NOTE: Ceselect All will disable all imeslots except the first non-signaling timeslot.
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6 To change the timeslots you want to test, do one of the following:

To... Do...

Select individual timeslots Select the timeslot(s). The check mark appears.

Clear individual timeslots Select the timeslot(s). The check mark is
removed.

Select all the timeslots Select the Select All button.

Clear all the timeslots Select the Deselect All button.

7 Specify the framing and BERT pattern by doing one of the following:

a Manually specify the framing and pattern

— Select the Framing tab, and then specify the framing settings for the
received and transmitted signals and, if applicable, the muxed
payloads dropped from the signals:

Rates

Muxed Payloads Framing types

DS1 — Unframed
- ESF
- SF
- SLC-96

DS3 — Unframed
- M13
— C-Bit

El - PCM31C
- PCM31
- PCM30C
- PCMS30
— Unframed

E3 — Framed
— Unframed

E4 — Framed
— Unframed

NOTE:

You can also specify frame settings using the Framing quick configuration
button provided on the Main screen.

— Select the Pattern tab, and then select the Pattern Mode and specify a
BERT Pattern (for example, 2°23-1).

NOTE:

Patterns 2220-1 ITU or 2*20-1 Inv ITU require that the far end unit be an
MSAM containing v13.0 or higher software in order to achieve pattern sync.

If the far end unit is an HST-3000 or MSAM containing software below
v13.0, patterns 2220-1 ANSI or 2220-1 Inv ANSI should be selected as an
acceptable substitute.
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b Automatically detect the framing and the received BER pattern
— On the Main screen, press the Auto button:

A window appears indicating that the module detected the input signal and
then detected the received pattern.

8 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

9 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

10 Using a hard loop or loop code, loop back the far-end of the network.

11 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
T-Carrier PDH
Signal Present Signal Present
Frame Sync MFAS Sync
Pattern Sync Pattern Sync

— If your module is in ANT mode, verify that the following LEDs are not
red:

T-Carrier and PDH

LOS

LOF

LSS

12 Verify that Al Summary Results OK appears in the results window.

13 Optional. Insert five Bit / TSE errors (see “Verifying performance” on
page 16), and then verify that the five errors were received in the BERT
result category.

14 Run the test for an appropriate length of time.
The BER test is finished.

Verifying performance

16

You can use the MSAM to verifying that performance on a circuit conforms to
industry test recommendations.

To verify performance

1 Using the Test Menu, select the terminate test application for the signal
and payload you are testing (refer to Table 6 on page 10 and Table 7 on
page 10 for a list of applications).
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Select the Setup soft key. A series of setup tabs appears.
Select the Performance tab, and then do the following:

a In Path Allocation, enter the percentage of the circuit (path) you are
testing. For example, if the segment of the circuit you are testing consti-
tutes 50% of the entire circuit, enter 50 .000000.

b If you want to set a threshold (limit) after which the module will indicate
that the Verdict result is Re jected, do the following:

— In Enable UAS Limit, select Yes.

— In UAS Limit, specify the number of unavailable seconds after which
the module will display Rejected for the UAS result for the entire
duration of the test. For example, if you want the unit to display
Rejected after 10 unavailable seconds, specify 10.

¢ On the left side of the tab, select another test recommendation (G.821,
G.826, or M.2100) and then repeat step a and step b for each specifica-
tion.

Display and observe Summary results in one window, and the test results
for the associated performance recommendation in a second window (see
“Step 5: Viewing test results” on page 4).

For example, if you configured the test for the G.826 recommendation, set
a result window to display G.826 results for the applicable receiver.

— If key results do not conform to the associated recommendations, they
appear in the performance category with a Rejected value.

— If all results in a performance category conform to the associated
recommendations, the Verdict result indicates: Accepted.

For additional information on performance results, see “ITU-T recommended
performance test results” on page 202.

Measuring round trip delay

You can use the instrument to measure round trip delay by transmitting a delay
pattern, and then looping the pattern back to the module. The module calcu-
lates the amount of time it took the pattern to traverse the loop, and then
reports the duration (delay) in milliseconds (ms).

To measure round trip delay

1

Using the Test Menu, select the test application for the signal and payload
you are testing (refer to Table 6 on page 10 and Table 7 on page 10 for a
list of applications).

Select the Setup soft key. A series of setup tabs appears.

Specify the Interface and Framing settings if the defaults are not accept-
able (for details on the settings, refer to the associated steps in “BER
testing” on page 14).

Select the Pattern tab, and then select the Delay pattern.
To return to the Main screen, select the Results soft key.

Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.
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7 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

8 Loop back the far-end of the network.

9 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
T-Carrier PDH
Signal Present Signal Present
Frame Sync MFAS Sync
Pattern Sync Pattern Sync

— If your module is in ANT mode, verify that the following LEDs are not
red:

T-Carrier and PDH

LOS

LOF

LSS

10 To observe the delay result, set one of the result windows to display the
Signal category.

Round trip delay is measured.

Measuring service disruption time

18

You can use the instrument to measure the service disruption time resulting
from a switch in service to a protect line. Before measuring the disruption time,
you can:

— Indicate which events to measure (such as a Signal Loss or LOF).

Establish an acceptable length of time for the measurements by specifying
a Threshold Time. Measured times for an event that are less than or equal
to the Threshold Time pass the test, measured times that exceed the
Threshold Time fail the test.

Specify a Separation Time to indicate that the unit should count separate
events that occur within a very brief period of time as a single event. For
example, if you specify a Separation time of 300.000 ms and select AIS-L
as an event trigger, if more than one AlIS-L occurs during a 300.000 ms

period, the unit will interpret the events as a single AIS-L disruption. The
count will not increase when another AIS-L occurs until at least

300.000 ms has transpired since the previous AIS-L.

To measure service disruption time

1 Using the Test Menu, select the test application for the signal and payload
you are testing (refer to Table 6 on page 10 and Table 7 on page 10 for a
list of applications).

2 Select the Setup soft key, and then select the Service Disruption tab.
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3 Under Event Settings, do the following:
a Select Enable Service Disruption.

b Optional. To edit the displayed Separation Time, select the field, and
then type the new time in milliseconds (ms), or select Default to restore
the time to its default value (300.000 ms). This is the duration during
which each trigger of a specific type will be counted as a single disrup-
tion event.

¢ Optional. To edit the displayed Threshold Time, press the keypad icon,
and then type the new time in milliseconds (ms), or select Default to
restore the time to its default value (50.000 ms). Disruption measure-
ments that exceed this duration will be interpreted as failed.

4 Under Event Triggers, do one of the following:

— To measure disruption time for each of the triggers listed, select Set
ALL.

— To measure disruption time for a specific trigger or group of triggers,
select Clear ALL, and then select each of the triggers for the measure-
ments.

5 If you are measuring service disruption time from a DS1 or E1 interface, or
for a DS1 or E1 signal embedded in a higher rate (for example, a DS1
dropped from an OC-3 or an E1 dropped from an STM-4), select the
Framing tab, and then select Unframed.

NOTE:
You can not use a framed signal (for example, ESF) when measuring ser-

vice disruption time for a DS1 or E1 signal from any interface. Be certain to
configure an unframed signal before starting your test.

You can use a framed signal (for example, M13 or C-Bit) when measuring
service disruption time for DS3, E3, and E4 signals from any interface.

6 If additional settings need to be modified to reflect the network configura-
tion, select the appropriate tab, and then modify the settings as required.

7 To return to the Main screen, select the Results soft key.

8 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

9 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.
10 To force the switch to a protect line, use one of the following methods:

— Interrupt the signal. Physically interrupt the signal by pulling the signal
within the SONET/SDH ring.

— Insert errors. Use another unit through mode to insert errors until the
network switches to the backup lines.

— Use the network element’s software to force a protection switch.

The network switches to a protect line, the instrument detects that service
has been disrupted, and then begins to measure the disruption time in
milliseconds until the condition returns to normal.
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11 To observe the service disruption results, set one of the result windows to
display the Service Disruption Log, and set another window to display the
Service Disruption Log Stats.

Service disruption is measured for each of the triggers you selected. For
details on the associated test results, see “Service Disruption Results” on
page 200.

Monitoring the circuit

You can use the instrument to monitor T-Carrier and PDH signals and muxed
payloads within the signals.

1 Using the Test Menu, select a monitor test application for the signal and
payload you are testing (refer to Table 6 on page 10 and Table 7 on
page 10 for a list of applications).

2 If the current test configuration needs to be modified to reflect the network
configuration, select the Setup soft key, and then modify the settings as
required.

3 To return to the Main screen, select the Results soft key.

4 Connect a cable from the appropriate RX 1 connector to the network’s
TRANSMIT access connector.

If you are monitoring two signals, connect a second cable from the appro-
priate Rx 2 connector to the second network TRANSMIT access
connector.

5 Observe the test results (see “Step 5: Viewing test results” on page 4).

You are monitoring the circuit.

Analyzing PCM signals

20

If your instrument is configured and optioned to do so, you can use it to do the
following:

Monitor a call—The instrument can analyze both directions of a user-specified
DSO0 channel on a T1 line for call activity. Call activity includes supervisory
events and DTMF, MF, and DP digit recognition. Each activity event is
displayed in the test results.

Place a call—The instrument can emulate the CPE (PBX) or CO side of a
network by originating a call over a user-specified DSO channel on a duplex T1
circuit. Calls can incorporate DTMF digits, MF digits, DP digits, as well as other
signaling events.

Receive a call —The instrument can emulate the CPE (PBX) or CO side of a
network by terminating a call over a specified DSO channel on a duplex T1
circuit. Calls can incorporate DTMF digits, MF digits, DP digits, as well as other
signaling events.
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Analyze digits or events—The instrument can display the characteristics of
each received DTMF, MF, DP digit, and signaling event. Analysis results
include digit/event delay and duration, digit address type (DTMF, MF, or DP).
You must use a headset for audio analysis.

Analyze voice frequencies (VF)—After placing or receiving a standard PCM
call, you can perform VF analysis while maintaining the call. In addition to
signaling results, VF results, such as DC offset, frequency, and level measure-
ments are available. For details, see “Analyzing VF circuits” on page 27.

You can perform signaling analysis in the following modes:

Terminate — In Terminate mode both sides of a T1 path are separated; the
input signal is terminated at the receive side; and a totally independent signal
is generated for the output.

Dual Monitor — In Dual Monitor mode you can select a DSO channel from a
duplex T1 circuit and monitor all channel activity. Channel activity includes all
originating and terminating supervisory events and originating digits. In Dual

Monitor mode, you cannot insert data on a T1 line.

Trunk type signaling is used to define the On Hook and Off Hook status, and

other states of the A, B, C, and D signaling bits. All trunk types are available

regardless of the T1 Interface framing mode (for example, SLC trunk types can
be selected without SLC framing). The available trunk types are as follows:

— Standard E&M (Ear and Mouthpiece)
— Ground Start
— Loop Start

Each type of trunk signaling is described in the following sections.

Standard E&M signaling is used on trunks between switches in the public
switched telephone network (PSTN). Table 8 describes Standard E&M
signaling. An X indicates a “don’t care” condition.

Table 8 Standard E&M signaling

Direction Trunk Status Signaling Bits
On Hook A=0 B=0 (C=0 D=0)
Transmit Off Hook A=1B=1 (C=1 D=1)
On Hook A=0 B=X (C=0 D=X)
Receive Off Hook A=1 B=X (C=1 D=X)

Loop start trunk signaling emulates standard signaling between a telephone
and a switch. This is the most common type of trunk found in residential instal-
lations. Signaling for the various types of loop start trunks is as follows:

— FXS (foreign exchange station)
— FXO (foreign exchange office)
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— SLC (subscriber line carrier) Station

— SLC Office

Table 9 describes each type of loop start trunk signaling. An X indicates a
“don’t care” condition.

Table 9 Loop start trunk signaling
Direction Trunk Status Signaling Bits
FXS Signaling
On Hook A=0 B=1 (C=0 D=1)
Transmit Off Hook A=1B=1 (C=1 D=1) Loop
closed
On Hook A=0 B=1 (C=0 D=1)
Receive Off Hook A=0 B=1 (C=0 D=1)
Ringing A=X B=0 (C=X D=0)
FXO Signaling
On Hook A=0 B=1 (C=0 D=1)
Transmit Off Hook A=0 B=1 (C=0 D=1)
Ringing A=0 B=0 (C=0 D=0)
On Hook A=0 B=X (C=0 D=X) Loop Idle
Receive Off Hook A=1 B=X (C=1 D=X) Loop

closed

SLC Station Signali

ng - ESF Framing

On Hook A=0 B=0 (C=0 D=0)
Transmit Off Hook A=1 B=0 (C=1 D=0)
On Hook A=1B=1 (C=1 D=1)
Receive Off Hook A=1B=1 (C=1 D=1)
Ringing A=1 B=1 (C=1 D=0)

SLC Station Signali

ng - D4/SF/SLC-96 Framing

On Hook A=0 B=0
Transmit Off Hook A=1B=0

On Hook A=1B=1
Receive Off Hook A=1B=1

Ringing A=1B=0/1

SLC Office Signaling - ESF Framing

On Hook A=1B=1 (C=1 D=1)
Transmit Off Hook A=1B=1 (C=1 D=1)
Ringing A=1 B=1 (C=1 D=0)
On Hook A=0 B=0 (C=0 D=0)
Receive Off Hook A=1 B=0 (C=1 D=0)
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Table 9 Loop start trunk signaling (Continued)

Direction Trunk Status Signaling Bits
SLC Office Signaling - D4/SF/SLC-96 Framing

On Hook A=1B=1
Transmit Off Hook A=1B=1

Ringing A=1 B=0/1
Receive On Hook A=0 B=0

Off Hook A=1 B=0

Ground start trunk type circuits provide additional supervision to prevent
outgoing calls on circuits with incoming calls present. The signaling for the
various types of Ground Start trunks is as follows:

— FXS (Foreign Exchange Station)

— FXO (Foreign Exchange Office)

— SLC (Subscriber Line Carrier) Station
— SLC Office

Table 10 describes each type of ground start trunk signaling. An X indicates a
“don’t care” condition.

Table 10  Ground start signaling

Direction Trunk Status Signaling Bits
FXS Signaling
On Hook A=0 B=1 (C=0 D=1)
Transmit Ground A=0 B=0 (C=0 D=0) Ground on Ring
Off Hook A=1B=1 (C=1 D=1) Loop closed after
the far end, FXO sends A=0 (Ground
on Tip)
On Hook A=1 B=X (C=1 D=X) No Tip Ground
Receive Off Hook A=0 B=1 (C=0 D=1) Tip Ground
Ringing A=X B=0 (C=X D=0)
FXO Signaling
On Hook A=1 B=1 (C=1 D=1) No Ground on
Transmit Tip
Off Hook A=0 B=1 (C=0 D=1) Tip Ground
Ringing A=0 B=0 (C=0 D=0)
On Hook A=0 B=1 (C=0 D=1) Loop Idle
Receive Ground A=0 B=0 (C=0 D=0) Ground on Ring
Off Hook A=1 B=1 (C=1 D=1) Loop closed
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Connecting a headset

Specifying call settings

Table 10  Ground start signaling (Continued)

Direction Trunk Status

Signaling Bits

SLC Station Signaling - ESF Framing

On Hook A=0 B=0 (C=0 D=0)

Transmit Ground A=0 =1 (C=0 D=1)
Off Hook A=1 B=0 (C=1 D=0)
On Hook A=0 B=0 (C=0 D=0)

Receive Off Hook A=0 B=1 (C=0 D=0)
Ringing A=1 B=1 (C=1 D=0)

SLC Station Signaling D4/SF/SLC-96 Framing

On Hook A=0B=0

Transmit Ground A=0 B=1
Off Hook A=1B=0
On Hook A=0B=0

Receive Off Hook A=0 B=0/1
Ringing A=1B=0/1

SLC Office Signaling - ESF Framing

On Hook A=0 B=0 (C=0 D=0)

Transmit Off Hook A=0 B=1 (C=0 D=0)
Ringing A=1 B=1 (C=1 D=0)
On Hook A=0 B=0 (C=0 D=0)

Receive Ground A=0 =1 (C=0 D=1)
Off Hook A=1 B=0 (C=1 D=0)

SLC Office Signaling D4/SF/SLC-96 Framing

On Hook A=0 B=0
Transmit Off Hook A=0 B=0/1
Ringing A=1 B=0/1
On Hook A=0 B=0
Receive Ground A=0B=1
Off Hook A=1B=0

Before monitoring or placing calls, you should connect a USB headset to listen
to the calls. To verify that your headset has been tested and recommended by
JDSU for use with your instrument, contact your local JDSU representative.

Before monitoring or placing calls, you must specify settings such as the trunk
type, equipment type (if applicable), and call mode.
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1 Using the Test Menu, select the DS1 Signaling application (refer to Table 6
on page 10 for a list of applications and test modes).

2 If the current test configuration needs to be modified to reflect the network
configuration, select the Setup soft key, and then modify the settings as

required.

3 Select the Call tab, then specify the following settings:

Setting

Value

Trunk Type

Select one of the following trunk types:
— Standard E&M

— Loop Start

— Ground Start

For information about trunk types, see “Trunk
type signaling” on page 21.

Equipment
(Loop Start or Ground Start
only)

For loop start and ground start trunk types, if
you are monitoring calls, select the type of
equipment that will be connected to the pri-
mary receiver; otherwise, select the type of
equipment the instrument is emulating:

- FXO

- FXSs

— SLC Office

— SLC Station

For additional information, see “Loop start sig-
naling” on page 21 or “Ground start signaling”
on page 23.

Address
(Terminate Mode only)

Select one of the following address types:
- DTMF

- MF

- DP

Response Mode

Select Auto or Manual. If you select Auto,
when testing in terminate mode the instru-
ment will automatically respond to supervisory
events as applicable for the selected trunk

type.

Call Mode

Select Originate or Terminate.

The call settings are specified.

You can monitor call activity on a specified DS0O channel or scan specific chan-
nels for call activity. The instrument captures the call activity and displays the
results. The following procedure describes how to monitor a call on a DSO

channel from a T1.

To monitor a call

1 Using the Test Menu, select the DS1 Signaling application in Dual Monitor
mode (refer to Table 6 on page 10 for a list of applications and test

modes).
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Placing or receiving calls

2

If the current test configuration needs to be modified to reflect the network
configuration, select the Setup soft key, and then modify the settings as
required.

Specify the calls settings (see “Specifying call settings” on page 24).

If you want to scan specific channels for originating and terminating
signaling events and digits, select the Call Scan tab, then specify the
following settings:

Setting Value

Call Scanning Select Enable.

Select Scan Channels Select the displayed channels (timeslots) that

(Call Scanning must be you want to analyze. When selected, a green

Enabled) check mark appears to the left of the channel
number.

— To select all channels, select Select All.
— To clear all channels, select Clear All.
At least one channel must be selected.

Lock Time (sec) Select the field to display a keypad, then enter
the lock time in seconds.

Release Time (msec) Select the field to display a keypad, then enter
the release time in seconds.

The instrument will collect call activity results and display them in the
Payload result group, under the Call category for the selected receiver.
When the instrument is scanning for active channels, the speaker is
muted.

Select the Results soft key to return to the Main screen.

Select the Restart soft key, then observe the call results (see “Observing
call results” on page 27).

You are monitoring a call, and results associated with the call appear.

In Terminate mode, you can use the instrument to emulate a PBX, switch, or
telephone to place or receive calls, and perform voice frequency (VF) testing
on DSO0 channels. You can place calls in either direction on a switched network.

To place or receive a call

1

Using the Test Menu, select the DS1 Signaling application in Terminate
mode (refer to Table 6 on page 10 for a list of applications and test
modes).

If the current test configuration needs to be modified to reflect the network
configuration, select the Setup soft key, and then modify the settings as
required.

Specify the calls settings (see “Specifying call settings” on page 24), then
select the Results soft key to return to the Main screen.

Connect the instrument to the line.

Select the Restart soft key, then observe the call results (see “Observing
call results” on page 27).
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6 Select the Signaling Action tab, and then use the action keys to perform
the various signal events for the trunk type you selected. Available actions
will vary depending on whether you are placing or receiving a call.

Keys Action

Signaling Events, such Performs the associated signaling event. Actions
as: vary depending on the selected trunk type and

—  On Hook whether you are placing or receiving a call.

— Off Hook

— Push To Talk

— VF Testing

— Ring

— lIdle

Additional keys may
appear as appropriate for

your call.

VF Testing Starts VF testing. For details, see “Analyzing VF
circuits” on page 27.

DTMF Dial Displays a keypad so you can dial a call manu-

DP Dial ally.

MF Dial

You placed or received a call.

When monitoring, placing, or receiving calls, you can observe more results if
you use a single result pane.

To observe call results
1 Select View > Result Windows > Single.
2 In the result window, select the receiver you want to observe calls for.

3 Set the result group to Payload, and the category to Call.

Analyzing VF circuits

If your instrument is configured and optioned to do so, you can use it to do the
following:

— Measure Standard Tone—Analyze a DSO channel for standard VF charac-
teristics such as tone frequency, tone level, and DC offset.

— Measure Noise—Test a DSO0 channel for spectral noise analysis by filtering
the received signal using C-message, D-message, 3.4 kHz, and 1,010 Hz
notch filters.

— Transmit Standard Tones—Insert a single voice frequency tone over a
specified DSO channel. Tone characteristics include pre-defined and user-
defined frequencies and levels.

— Transmit Loopback Tones—Insert 2713 Hz loop up and loop down tones
at -10.0 dBm on the test channel.
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VF tests

Quiet tone test

Holding tone test

Three tone test

Single tone test

Frequency sweep test

Insert Three-tone Steps—Insert the repeated transmission of three tones
(404, 1004, and 2804 Hz) over a specified DSO channel at a user-specified
level and duration.

— Frequency Sweep—Transmit a user-defined range of tones (from 500 Hz
to 3500 Hz) over a specified DSO channel. You can configure a block out
range (notch); the frequency separation between tones; the level, tone
duration, and sweep direction.

— Measure Impulse Noise—Measure impulse noise on a specified DSO
channel according to a user-defined threshold. You can also apply C- or D-
message and notched filters.

— Configure Signaling Bits—You can configure and transmit AB(CD)
signaling bits with either 2-bit or 4-bit binary values, depending on the
specified framing format.

— Verify Path Continuity and Audible Faults—The audible output from the
instrument’s speaker allows you to verify path continuity and identify
audible faults, such as low levels, noise, and echo.

Using the instrument, you can perform the following types of tests: Quiet Tone,
Holding Tone, Three Tone, Single Tone, Frequency Sweep, and Impulse
Noise. You can also specify values for AB(CD) signaling bits. The following
sections provide an overview of each test type. For instructions on performing
tests, see “Running VF analysis tests” on page 29.

This test lets you measure noise on a PCM data circuit when no tones are
present and one end of the circuit has been terminated. This test simulates this
condition by inserting a code representing zero signal (OXFE) into the test
channel.

This test lets you transmit a tone, with a frequency of 1004 Hz and a transmit
level of -16 dBm, on the test channel.

This test lets you measure the frequency response of the test channel when
three tones (404, 1004, and 2804 Hz) are transmitted. These tones are trans-
mitted automatically and repetitively as a step. You can specify the transmis-
sion duration for each tone, and you can specify the transmit level. All three
tones are transmitted at the same level.

This test lets you transmit any one of five preset tone frequencies, or a user-

defined frequency from 20 to 3904 Hz on the test channel. You can also specify
any one of five preset tone levels, or specify a user-defined level from -40.0 to
3.0 dBm.

This test lets you transmit a specified range of tones on the test channel. You
can configure the upper and lower bounds of the range to be anywhere from
20 Hz to 3904 Hz. You can also set a blocked (notched) frequency range as

well as the step size, the amount of frequency separation between tones.
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Additionally, you can specify the point at which the instrument begins transmit-
ting the tones, either from higher to the lower frequency or from lower to higher.
The range of tones is transmitted repeatedly at a user-specified level and dura-
tion.

This test lets you measure impulse noise on the test channel. You can specify
the threshold for detecting instances of impulse noise (impulse noise hits).
Additionally, you can apply C- or D-message and notched filters. When you
start the test, the instrument clears any previous results and starts a new count
of impulse noise hits.

Depending on the specified line framing format, you can assign 2- or 4-bit
values to the AB(CD) signaling bits. If the framing format is set to D4/SF or
SLC-96, you can configure a 2-bit value. If the framing format is set to ESF, you
can configure a 4-bit value. This feature is only available in Terminate mode.
Also, you cannot define signaling bits if you are accessing the VF settings from
the PCM Signaling application (see “Analyzing PCM signals” on page 20).

The following procedure describes how to run VF analysis tests when the
instrument is connected to a T1 line.

To run VF analysis tests

1 Using the Test Menu, select the DS1 VF application (refer to Table 6 on
page 10 for a list of applications and test modes).

2 If the current test configuration needs to be modified to reflect the network
configuration, select the Setup soft key, and then modify the settings as
required.

3 Specify the calls settings (see “Specifying call settings” on page 24), then
select the Results soft key to return to the Main screen.

4 If you want to scan specific channels for originating and terminating
signaling events and digits, select the Call Scan tab, then specify the
settings. For details, see step 4 on page 29 of “Monitoring a call”.
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5 Select the VF tab.

— If you are running the Impulse Noise test, proceed directly to step 7 on
page 31.

— If you are running the Quiet Tone or Holding Tone test, proceed directly
to step 8 on page 31.

— For all other tests, specify the following settings:

(o
(O]
()
=
Q ) %
Setting Value S|l | &
= s
L o S
(@] (] o
£ | € o
0|+ (I
Test Type Select one of the following test types: X | X X
— Single Tone
— Holding Tone
— Frequency Sweep
— Impulse Noise
Frequency Select one of the following frequencies: X
— 404 Hz
— 1004 Hz
— 1804 Hz
— 2713 Hz
— 2804 Hz
— User Frequency
User Frequency If you indicated that you want to specify X
(Hz)? the frequency by selecting User Fre-
quency, specify the frequency in Hz.
Level Select the decibel level for the tones: X | X X
— 0dBm
— 3dBm
— -10dBm
— -13dBm
— -16dBm
— User Level
User Level Specify the level the at which the tones X | X X
(dBm)° will be transmitted. You can enter a
value from -40.0 dBm to 3.0 dBm.
404Hz Duration Enter the number of seconds for the X
1004Hz Duration duration for each tone. The minimum is
2804Hz Duration 2 seconds the maximum is 60 seconds.
The default duration is 5 seconds.

a. Frequency must be User Frequency
b. Level must be User Level
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6 If you are running the Frequency Sweep test, specify the following
settings; otherwise, proceed directly to step 8 on page 31.

Setting Value

Tone Duration (sec) Enter a value, from 2 to 10 seconds, to indi-
cate how long each tone will be transmitted.

Step Size (Hz) Enter a value, from 10 to 1000 Hz, to indicate
the amount of separation between tones.

Sweep Direction Select one of the following:
— Up, to begin the sweep from the start fre-
quency.
— Down, to begin the sweep from the stop
frequency.

Sweep Frequency Range These settings specify the frequencies at

(Hz) which the sweep starts and stops, based on
the direction specified. For Start and Stop,
specify a range from 10 to 3904 Hz.

Skip Frequency Range (Hz) These settings indicate a range of frequen-
cies that will not be transmitted as part of the
sweep. For Low and High, specify a range
from 10 to 3904 Hz. The default skip range is
2450 Hz to 2750 Hz.

7 If you are running the Impulse noise test, specify the following settings;
otherwise, proceed directly to step 8 on page 31:

Setting Value
Test Type Select Impulse Noise.
Impulse Noise Enter a value, from 60 to 93 dBm, to indicate

when the instrument will detect impulse noise.

Filter Type Apply one of the following filters:
— No Filter
— C Message
— C Notched
— D Message
— D Notched

Select Scan Channels Select the displayed channels (timeslots) that

(Call Scanning must be you want to analyze. When selected, a green

Enabled) check mark appears to the left of the channel
number.

— To select all channels, select Select
All.

— To clear all channels, select Clear All.

At least one channel must be selected.

Lock Time (sec) Select the field to display a keypad, then enter
the lock time in seconds.

Release Time (msec) Select the field to display a keypad, then enter
the release time in seconds.

8 Connect the instrument to the line.

9 Press the Results soft key.
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Observing VF results

10 To start the test, press the Restart soft key.

You can hear received tones through the instruments speaker or your
headset.

11 Select the Signaling Action tab, and then select the VF Testing key.

12 Use the action keys to perform the various signal events for the trunk type
you selected. Available actions will vary depending on whether you are
placing or receiving a call. For details, see step 6 on page 27 of “Placing or
receiving calls”.

You are running a VF test, and can observe results in the VF category (see
“Observing VF results”.

When monitoring, placing, or receiving calls, you can observe more results if
you use a single result pane.

To observe call results
1 Select View > Result Windows > Single.
2 In the result window, select the receiver you want to observe calls for.

3 Set the result group to Payload, and the category to VF.

ISDN PRI testing

32

If your instrument is configured and optioned to do so, you can use it to install
and maintain ISDN PRI services over T1 interfaces. Using the instrument, you
can place, receive, and analyze calls, test data services using BERT analysis,
test voice services using a microphone/speaker audio headset, and monitor
physical (layer 1), LAPD (layer 2), and Q.931 (layer 3) results.

Before testing, review each of the following sections:

— “Features and capabilities” on page 33

— “Specifying General settings” on page 33

— “Specifying Call settings” on page 35

— “Specifying Decode filter settings” on page 37
— “Placing calls” on page 37

— “Receiving calls” on page 38

— ‘“Inserting voice traffic into a call” on page 39
— “Performing BER analysis of a call” on page 40
— “Transmitting DTMF tones” on page 41

— “Disconnecting a call” on page 41

— “Observing ISDN PRI results” on page 41
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Using your instrument, you can also do the following:

Place and receive calls using the standard transmit-receive DS1 inter-
faces. After a call is established, you can insert voice traffic into the associ-
ated B Channel, or perform BERT analysis on the B Channel.

Emulate a network termination device such as a PBX or terminal equip-
ment device (for example, an ISDN phone) using Terminal equipment (TE)
mode.

Emulate a switch or network termination device using Network termination
(NT) mode.

Process calls for switches using the following call control protocols:
— AT&T 5ESS

— Nortel DMS 100

— National ISDN-2 (NI-2)

Passively monitor and analyze ISDN PRI service while the network is in-
service.

Isolate and locate problems by viewing D channel decode text for all
captured transmitted and received frames when you monitor or terminate
ISDN PRI service. After viewing the decode text, you can save the text to a
file on the instrument.

Perform BERT analysis of a B channel.

Before monitoring or placing ISDN PRI calls, you must specify settings such as
the emulation mode (TE or NT), call control, numbering plan, and the
D Channel number and rate.

To specify general settings

1

Using the Test Menu, select the DS1 ISDN PRI application (refer to
Table 6 on page 10 for a list of applications and test modes).

Select the Setup soft key, then select the ISDN tab. Select the General
subtab, then specify the following settings:

Setting Value

Emulation Select an emulation mode:

— TE Emulation. If you select this setting,
the instrument places a call to the network
as if the call was originated from a PBX or
a TE device.

— NT Emulation. If you select this setting,
the instrument places a call to a TE as if
the call was originated by another TE on
the network.

Call Control Select one of the following:

— N1-2 (National). For National ISDN-2
(NI-2) compliant switches.

— BESS. For AT&T 5ESS.
— DMS 100. For Nortel DMS 100.
NOTE: The majority of ISDN providers use
the N1-2 call control protocol. 5ESS and
DMS 100 are typically used by providers who
have a custom or proprietary method for
implementing ISDN.
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Setting

Value

Numbering Type

Select one of the following:
— National

— Auto

— International

— Local

— Unknown

NOTE: The numbering type refers to the for-
mat and number of digits used when a caller
dials a phone number. For example, National
indicates a 10 digit number is used; Local
indicates a 7 digit number is used.

Numbering Plan
(5ESS and DMS 100 only)

Select one of the following:
— Unknown

— ISDN

— Private

NOTE: Calls using NATIONAL call control
always use an ISDN numbering plan.

D Channel

Enter the time slot number for the D channel.
The default is 24.

D Channel Rate

Set the D Channel Rate to one of the follow-
ing:

- 56K

- 64K

NOTE: 64K is typically the rate for D chan-
nels.

HDLC Mode

Set the HDLC mode to one of the

following:

— Normal

— Inverted

NOTE: Normal is typically the correct mode.

Transit Network 1D

Specify the transit network ID for the network
that the call will be routed to.

Operator System Access

Specify one of the following for the operator

system access:

— Principal. If the default operator system
for the network is used, select Principal.

— Alternate. If an alternate operator system
has been established by subscription,
select Alternate.

— None. If no operator system is used,
select None.

The general settings for the call are specified.
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Specifying Call settings  Before monitoring or placing ISDN PRI calls, you must specify settings for the
calls such as the call type, bearer rate (for data calls), and the number to call.

1 Using the Test Menu, select the DS1 ISDN PRI application (refer to
Table 6 on page 10 for a list of applications and test modes).

2 Select the Setup soft key, then select the ISDN tab. Select the Call
subtab, then specify the following settings:

Setting

Value

Call Type

Select a call type:
— Voice

— 3.1k Audio

— Data

Bearer Rate
(Data calls only)

If you are placing a data call, select one of the
following rates:

- 64K

— 56K

— Nx64K
- HO

B Channel

Select a channel (1 - 24), or select Any to
place the call on any available channel.

NOTE: The Channel parameter is not applica-
ble for Nx64K or HO data calls. Use the Chan-
nel Map option to specify the FT1 channels
for Nx64K calls, and the HO setting to select a
range of channels for HO calls.

Channel Map

If you selected Nx56K for a data call, select
the FT1 channels. When selected, a green
check mark appears to the left of the channel
number.

HO Channel

If you selected HO as your bearer rate, specify
one of the following HO Channel ranges:

- 1-6

- 7-12
- 13-18
- 19-24

Directory Number

Enter the number the instrument is using to
identify the line for the outgoing call using up
to 30 digits. Think of this as the caller ID of the
call placed from the instrument.

Number to Call

Enter the number to call using up to 30 digits,
*, and #.
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Setting

Value

Call Answer Mode

If you want to change the current call answer
mode for the instrument, select one of the fol-
lowing modes:

— Prompt. Prompt mode sets up the instru-
ment to prompt you to accept, reject, or
ignore each incoming call as it comes in. If
you ignore a call, you can answer or reject
the call later.

— Accept. Accept mode sets up the instru-
ment to automatically accept the first
incoming call, and then reject any addi-
tional calls. You can always check the
Summary Results screen to see if a call is
active on the instrument.

— Reject. Reject mode sets up the instru-

ments to automatically reject all incoming
calls.

Presentation Indicator Status

Select one of the following:

— Enabled. When enabled, it provides the
ability to control the presentation indicator
when a directory number (DN) is provided.
This is necessary when making inter-
LATA calls through certain switches.

— Disabled.

Presentation Indicator
(Presentation Indicator Sta-
tus must be Enabled)

This indicates whether the calling line identity
is allowed to be presented.

— Presentation Allowed
— Presentation Restricted
— Number Not Available

Screening Indicator
(Presentation Indicator Sta-
tus must be Enabled)

This provides information on the source and
the quality of the provided information.

— Network Provided

— User Provided Failed Screening
— User Provided Passed Screening
— User Provided Not Screened

The call settings are specified.

The call settings you specify only apply to the next outgoing call you make
using the instrument. The settings do not impact currently active calls or

incoming calls.
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Before monitoring or placing ISDN PRI calls, you can optionally specify filter
settings for the calls such as the call type, bearer rate (for data calls), and the
number to call.

1 Using the Test Menu, select the DS1 ISDN PRI application (refer to
Table 6 on page 10 for a list of applications and test modes).

2 Select the Setup soft key, then select the ISDN tab. Select the Decode
subtab, then specify the following settings:

Setting Value
Decode Filter Select Enable.
L2 Filter Enable this filter to capture and store only

layer 2 LAPD frames to the decode message
buffer. No additional criteria is required.

Called Number Filter Enable this filter if you want to capture and
store messages for calls placed to a particular
number, then specify the called number.

Calling Number Filter Enable this filter if you want to capture and
store messages for calls placed from a partic-
ular number, then specify the calling number.

Bearer Capability Filter Enable this filter if you want to capture and
store messages for voice, 3.1k audio, or data
calls, then specify the type of call.

Channel Number Filter Enable this filter if you want to capture and
store messages for calls placed on a particu-
lar channel, then specify the channel.

The decode filter settings are specified. The instrument will filter the D channel
decode messages and then store them in the decode message buffer.

You can use the instrument to place calls by emulating a PBX or TE device, or
by emulating a switch or NT device. When you configure the instrument to
place a call, you specify the settings required to activate the physical layer (the
Interface settings), and initialize ISDN service over the D Channel (ISDN
settings).

After service is initialized, the instrument establishes a data link and is ready to
carry out ISDN call processing using the settings you specified.

NOTE:

You will not hear a dial tone when you place calls from the instrument. This
is normal for devices placing ISDN calls.

To place an ISDN PRI call

1 Using the Test Menu, select the DS1 ISDN PRI application in Terminate
mode (refer to Table 6 on page 10 for a list of applications and test
modes).
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Receiving calls

Select the Setup soft key, then select the Interface tab. Specify the appli-
cable settings for the DS1 interface rate:

— Receiver Settings: Specify the input sensitivity and, if applicable, the
line coding method for the receiver or receivers.

— Transmitter Settings: Specify the clock source and offset, and the line
build out (LBO) and line coding method for the transmitter.

Specify the following settings:

— Framing settings: ESF or D4(SF)

— Pattern settings (if you intend to BER test the call)

— ISDN settings (see “Specifying General settings” on page 33, “Speci-
fying Call settings” on page 35, and “Specifying Decode filter settings”
on page 37).

Connect the instrument to the test access point.

Select the Results soft key to return to the Main screen, then verify the
following:

— The Signal Present and Frame Sync LEDs are illuminated.
— Inthe ISDN Stats result category, verify that the LAPD State result says
Mult. Frm. Est.

Select the Call Controls tab on the Action bar, then select the
Connect Call button.

Answer the call on the receiving device.

Verify that the call status is CONNECTED by observing the Call Status result
screen. If it is not connected, the cause value (indicating the reason the
call was not connected) appears on the screen. See “Understanding the
Q.931 Cause Values” on page 244 for descriptions of each code.

After the call is connected, additional action buttons appear on your instru-
ment. For example, buttons appear that allow you to BERT, idle, and discon-
nect the call. You can also use a button to insert DTMF tones.

The call is placed.

If you set up the instrument to prompt you whenever a call comes in, Action
buttons will appear prompting you to accept, reject, or ignore each incoming
call. If you choose to ignore a call, you can accept or reject it later using the
Answer Call or Reject Call button.

To receive an ISDN PRI call
1 Using the Test Menu, select the DS1 ISDN PRI application in Terminate or

Dual Monitor mode (refer to Table 6 on page 10 for a list of applications
and test modes).

2 Select the Setup soft key, then select the Interface tab. Specify the appli-

cable settings for the DS1 interface rate:

— Receiver Settings: Specify the input sensitivity and, if applicable, the
line coding method for the receiver or receivers.

— Transmitter Settings: Specify the clock source and offset, and the line
build out (LBO) and line coding method for the transmitter.
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Specify the following settings:
— Framing settings: ESF or D4(SF)
— Pattern settings (if you intend to BER test the call)

— ISDN settings (see “Specifying General settings” on page 33, “Speci-
fying Call settings” on page 35, and “Specifying Decode filter settings”
on page 37).

Connect the instrument to the test access point.

Select the Results soft key to return to the Main screen, then verify the

following:

— The Signal Present and Frame Sync LEDs are illuminated.

— Inthe ISDN Stats result category, verify that the LAPD State result says
Mult. Frm. Est.

Place the call using the test instrument or device on the far end. A
message appears on your instrument indicating that a call is coming in.
Select the Call Controls tab on the Action bar, then do one of the following:
— To answer the call, select the Answer Call.

— To ignore the call, select Ignore Call.

— To reject the call, select Reject Call.

Verify that the call status is CONNECTED by observing the Call Status result
screen. If it is not connected, the cause value (indicating the reason the

call was not connected) appears on the screen. See “Understanding the
Q.931 Cause Values” on page 244 for descriptions of each code.

The call is received and connected.

When you place or receive a voice call using the instrument, you can use a
USB headset to insert voice traffic into the call’'s B Channel. Be certain to use
a JDSU recommended headset with the instrument.

To insert voice traffic into a call

1
2

5

If you are using a headset, connect it to the instrument.

Do one of the following:

— If you are placing a call, specify the required settings for the call (see
“Placing calls” on page 37).

— If you are receiving a call, accept the call (see “Receiving calls” on
page 38).

Verify that the call status is CONNECTED by observing the Call Status result
screen. If it is not connected, the cause value (indicating the reason the
call was not connected) appears on the screen. See “Understanding the
Q.931 Cause Values” on page 244 for descriptions of each code.

If no other call is currently using the headset, the instrument automatically
connects the call.

Speak into the headset.

Voice traffic is inserted into the call.
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When you place or receive calls using the instrument, you can perform BER
analysis of the B channel used after each call is connected. In addition to
providing T1 results, the instrument provides statistics collected on the

D Channel and results based on the BER analysis of the B Channel.

To BER test a B Channel

1 Select the Setup soft key, then select the Pattern tab.
2 Select a BERT pattern (for example, 2/23-1).

NOTE:

If a call is connected, both ends are configured for BER analysis (rather
than audio), and your interface settings are specified, you can automatically
detect the correct BERT pattern for the circuit by pressing the Auto button
on the Main screen.

3 Do one of the following:
— If you are placing a call, see “Placing calls” on page 37.
— If you are receiving a call, accept the call (see “Receiving calls” on
page 38).
4 On the Main screen, verify the following:
— The Signal Present and Frame Sync LEDs are illuminated.
— Inthe ISDN Stats result category, verify that the LAPD State result says
Mult. Frm. Est.

5 Verify that the call status is CONNECTED by observing the Call Status result
screen. If it is not connected, the cause value (indicating the reason the
call was not connected) appears on the screen. See “Understanding the
Q.931 Cause Values” on page 244 for descriptions of each code.

6 Select the Call Controls tab on the Action bar, then select BERT Call to
start transmitting the pattern.

7 Optional. Insert five Bit / TSE errors (see “Verifying performance” on
page 16), and then verify that the five errors were received in the BERT
result category.

The error or errors are inserted into the B Channel.

8 Check the Summary Results or BERT Results screen on the instruments
at each end of the circuit to verify that they received the inserted errors.

9 Optional. If you want to insert voice traffic into the B Channel, do the
following:

a Select Audio Call.
b Speak into the headset.
10 To disconnect the call, select Disconnect Call.

BER testing is complete.
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Transmitting DTMF tones  To insert DTMF tones into a connected call
1 On the Call Controls tab, select DTMF. A keypad appears.
2 Use the keypad to enter the tones.
3 Select Exit to return to the Main screen.

The tones are inserted, and can be heard on the receiving device.

Disconnecting acall  To disconnect a call, do the following
— On the Call Controls tab, select Disconnect Call.

Observing ISDN PRI results  You can observe test results for during IDSN testing in the ISDN and Call result
groups. For details, see “Channel test results” on page 183 and “Traffic test
results” on page 183.
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This chapter provides step-by-step instructions to perform SONET and SDH
tests. Topics discussed in this chapter include the following:

— “About SONET and SDH testing” on page 44

— “Specifying the Tx clock source” on page 59

— “Measuring optical power” on page 59

— “Running J-Scan” on page 60

— “BER testing” on page 63

— “Drop and insert testing” on page 66

— ‘“Inserting errors, anomalies, alarms, and defects” on page 68
— “Measuring round trip delay” on page 70

— “Measuring service disruption time” on page 71
— “Viewing a TOH group” on page 72

— “Manipulating overhead bytes” on page 73

— “Capturing POH bytes” on page 74

— “Specifying the JO or J1 identifier” on page 75
— ‘“Inserting the C2 Path signal label” on page 77
— “Manipulating K1 or K2 APS bytes” on page 79
— “Manipulating the S1 byte” on page 80

— “Adjusting pointers” on page 81

— “Verifying performance” on page 84

— “Monitoring the circuit” on page 85
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Features and capabilities

If your instrument is configured and optioned to do so, you can use it to analyze
the performance of SONET and SDH networks by performing BER tests,
manipulating and analyzing overhead bytes, adjusting pointers, and verifying
that performance conforms to the industry performance standards.

When you configure the instrument for SONET or SDH testing, a number of the
test parameters vary depending on the protocol (SONET or SDH), rate, and
payload you select.

When testing SONET and SDH service, you can generate and analyze muxed
and bulk payloads ranging from 51 Mbps to 100 Gbps for a variety of transport
rates. The instruments also support the following:

— BER testing—You can transmit and detect BERT patterns for each rate
available on the instrument.

— Error/anomaly and alarm/defect insertion—You can insert a variety of
errors, anomalies, alarms, and defects into traffic, such as frame, code,
and logic errors.

— Overhead byte manipulation and analysis—You can manipulate the value
of selected overhead bytes, such as the K1, K2, S1,and Z1 bytes.

— Performance measurement—You can verify that performance complies
with ITU-T G.826, G.828, G.829, M.2101, T1.231, and T1.514 recommen-
dations, with the exception of the 40G/100G High Speed Transport
Module.

— Round trip delay measurement—You can verify that a circuit complies with
round trip delay requirements as specified in a customer’s service level
agreement.

— Tandem connection monitoring—You can monitor and compare perfor-
mance of Path segments with the aid of the N bytes in the Path overhead.

— Intrusive through mode testing— You can monitor a received signal in
through mode, and then pass the signal through the unit to the transmitter.
The unit will resolve any received line code violations before transmitting
the signal. You can also optionally insert errors or alarms into the trans-
mitted signal (see “Inserting errors, anomalies, alarms, and defects” on
page 68).

— Drop and insert testing—When testing in through mode, you can insert
one channel while non-intrusively passing the remainder of the signal
through unaffected. For example, you can monitor an OC-48 signal, and
then drop a DS3 signal and insert a BER pattern into the DS3 signal,
leaving the rest of the signal as it was received. For details, see “Drop and
insert testing” on page 66. (N/A 40/100G Transport Module)

— Service disruption measurements—You can measure service disruption
time resulting from signal loss or a variety of errors, anomalies, alarms, or
defects. For details, see “Measuring service disruption time” on page 71.

— Pointer Stress Sequences—You can adjust pointers using the Pointer
Stress Sequences. For details, see “Adjusting pointers” on page 81.

— SDH alarm suppression.

— Multiplexed SDH signal analysis from OTN interfaces. You now generate
and analyze bulk BERT payloads in multiplexed SDH signals down to
VC-3. For details, refer to Chapter 6 “OTN Testing”.
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— Multiplexed SONET signal analysis from OTN interfaces. You can
generate and analyze bulk BERT payloads in multiplexed SONET signals
down to STS-1. For details, refer to Chapter 6 “OTN Testing”.

— NextGen testing—If your instrument is configured and optioned to do so,
you can verify and troubleshoot NextGen service on your network. For
details, refer to Chapter 5 “NextGen Testing”.

— J-Scan (automatic tributary discovery)—The J-Scan application helps you
discover the structure of a SONET or SDH circuit, and then displays a
navigable map of the circuit and its tributaries. You can then check the
status for each of the tributaries, and select them for detailed testing. For
details, refer to “Running J-Scan” on page 60.

— Improved latency resolution—When transmitting high-order SDH or
SONET signals carrying Bulk BERT payloads, latency (delay) can now be
measured with a 100 ps resolution for STS-1 and AU-3 or VC-3 signals,
and 10 ps for signals up to VC-4-64c or STS-192c. All other signals and
mappings are measured with 1 ms resolution.

— Path overhead captures—You can capture high or low path overhead
bytes for a particular tributary for analysis. When configuring the capture,
you can indicate that you want to capture it manually, or specify a trigger to
automate the capture. For details, see “Capturing POH bytes” on page 74.

— STL Layer Testing—the STL layer applies to the OC_768/STM-256 inter-
faces on the 40/100G Transport Module. With LR 4 optics (4 wave-
lengths), errors and alarms can be injected for testing. With serial (FR)
optics, the STL layer is used but a number of alarms/errors are non-deter-
ministic.

When you setup the instrument, you can specify whether the SDH and SONET
LED panels should emulate the LEDs on the JDSU ANT platform or the JDSU
TestPad 2000 platform. If the LEDs are not what you expect or are accustomed
to seeing, verify that the correct emulation mode is selected for your module.

SONET and SDH LEDs are also available when running OTN, 10Gige WAN,
and NextGen applications.

The names of various elements on the graphical user interface change
depending on whether you select a SONET or SDH test application. For
example, the button that you use to insert errors or anomalies is labeled
Insert Error if you selected a SONET application; the same button is labeled
Insert Anomaly if you selected a SDH application.

Additional elements are available when the instrument is used for NextGen
testing. For details, refer to “About the NextGen user interface” on page 116.

Many SDH and SONET standards are identical; therefore, the instrument
provides similar results for SONET and SDH test applications. See “SONET/
SDH results” on page 187 for a description of each test result.

Additional test results are available when the instrument is used for NextGen

testing. For details, refer to “Understanding the NextGen test results” on
page 119.
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Terminate and monitor test modes are supported for each of the SONET and
SDH applications:

Terminate mode—Select terminate mode to generate, transmit, and analyze
traffic. In terminate mode, the module generates traffic independent of the
received traffic, and allows you to select a tributary to analyze down to the
lowest level available depending on the framing and mapping. The specified
tributary will be used for carrying the data generated by the module. The same
mapping, tributary, and BERT pattern selections will apply to both transmitted
and received traffic.

The transmitter and receiver are set at the same rate using an internal, recov-
ered, or 1.5/2M reference transmit clock.

Monitor mode—Select monitor mode to monitor and analyze traffic. When
monitoring traffic for optical rates a splitter may be required to connect to the
circuit under test.

Through mode—Select through mode if you want your unit to emulate section
terminating equipment or a repeater. When you test in through mode, the unit
can originate specific bytes in the section overhead, and then clean up any
errors detected in the received signal for those specific bytes.

When testing in through mode, all data from sub-rates is untouched, and is
passed through the unit as it was received. For example, if you drop a DS1
from a DS3 signal, no errors, anomalies, alarms, or defects can be inserted
into the DS1 signal.

Drop and insert mode—Select drop and insert mode if you want to insert one
channel of a dropped signal while non-intrusively passing the remainder of the
signal through unaffected. The inserted channel carries a BERT pattern which
allows you to analyze the payload for the dropped signal. For example, if you
drop a DS3 from an STS-1 signal, you can select a specific DS3 channel, and
then insert a BERT pattern as the payload before transmitting the signal for
analysis. (N/A 40/100G Transport Module)

In addition to inserting a BERT payload, you can also manipulate specific over-
head bytes, including path layer errors, alarms, and path parameters (for
example, the path trace byte). For this reason, the unit will automatically recal-
culate SONET and SDH B1 and B2 overhead bytes.

Table 11 lists each of the SONET test applications, In addition to these appli-
cations, a J-Scan application is available (in Monitor mode) for each interface
line rate except OC768.

NextGen (VCAT, LCAS, and GFP) test applications are listed and explained in
Chapter 5 “NextGen Testing”.
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Table 11 SONET test applications

Signal Rate
STS-1

Payload
Bulk BERT

Test Mode

Terminate
Through
Monitor

Dual Monitor
Drop+Insert

DS3

DS3 BERT

DS1 BERT
E1 BERT

Terminate
Through
Monitor
Drop+insert

Terminate
Through
Monitor

VT-1.5

OC-3

BULK BERT
DS1 BERT

STS-3c Bulk BERT

Terminate
Through

Single Monitor

Terminate
Through
Monitor
Drop+insert

STS-1

DS3

VT-1.5

Bulk BERT

DS3 BERT

Terminate
Through
Monitor
Drop+Insert

Terminate
Through
Monitor
Drop+insert

DS1 BERT
E1l BERT

Bulk BERT
DS1 BERT

Terminate
Through
Monitor

Terminate
Through
Monitor
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Table 11 SONET test applications (Continued)

Signal Rate Payload Test Mode
0OC-12 STS-12c¢ Bulk BERT Terminate
STS-3c Bulk BERT Through
Monitor
Drop+Insert
STS-1 Bulk BERT Terminate
Through
Monitor
Drop+Insert
DS3 DS3 BERT Terminate
Through
Monitor
Drop+Insert
DS1 BERT Terminate
E1l BERT Through
Monitor
VT-1.5 Bulk BERT Terminate
DS1 BERT Through
Monitor
0OC-48 STS-48c Bulk BERT Terminate
STS-12c Bulk BERT ~ Through
STS-3c Bulk BERT Monitor
Drop+Insert
STS-1 Bulk BERT Terminate
Through
Monitor
Drop+Insert
DS3 DS3 BERT Terminate
Through
Monitor
Drop+Insert
DS1 BERT Terminate
E1l BERT Through
Monitor
VT-1.5 Bulk BERT Terminate
DS1 BERT Through
Monitor
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Table 11 SONET test applications (Continued)

Signal Rate Payload Test Mode
0C-192 STS-192c Bulk Terminate
BERT Through

STS-48c Bulk BERT Monitor
STS-12c¢ Bulk BERT Drop+Insert
STS-3c Bulk BERT

STS-1 Bulk BERT Terminate
Through
Monitor
Drop+Insert

DS3 DS3 BERT Terminate
Through
Monitor
Drop+insert

DS1 BERT Terminate
E1l BERT Through
Monitor
VT-1.5 Bulk BERT Terminate
DS1 BERT Through
Monitor
OC-768 STL BERT Terminate
Monitor
STS-768c Bulk Terminate
BERT Through
STS-192c¢ Bulk Monitor
BERT

STS-48c Bulk BERT
STS-12c Bulk BERT
STS-3c Bulk BERT

STS-1 Bulk BERT Terminate
Through
Monitor

SDH test applications If your unit is configured and optioned to do so, you can test SDH interfaces
ranging from STM-1e to STM-256.

— For STM-1e applications, see Table 12 on page 50.
— For STM-1 applications, see Table 13 on page 52.
— For STM-4 applications, see Table 14 on page 54.
— For STM-16 applications, see Table 15 on page 55.
— For STM-64 applications, see Table 16 on page 57.
— For STM-256 applications, see Table 17 on page 58

In addition to the applications listed in Table 12 on page 50 through Table 17
on page 58, a J-Scan application is available (in Monitor mode) for all interface
line rates except STM-256.
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NextGen (VCAT, LCAS, and GFP) test applications are listed and explained in
Chapter 5 “NextGen Testing”.

STM-1e test applications Table 12 lists each of the supported STM-1e terminate and monitor test appli-
cations.

Table 12 STM-1e test applications

Rate Payload Test Mode

AU-4 VC-4 Bulk BERT Terminate
Through
Monitor

Drop+Insert

E4 E4 BERT Terminate
Through
Monitor
Drop+Insert

E3 BERT Terminate
E1 BERT Through
Monitor
VC-3 Bulk BERT Terminate
Through
Monitor
DS3 DS3 BERT Terminate
E1 BERT Through
DS1 BERT Monitor
E3 E3 BERT Terminate
E1 BERT Through
Monitor
VC-12 Bulk BERT Terminate
E1 BERT Through
Monitor
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Table 12 STM-1e test applications (Continued)

Rate

Payload

Test Mode

AU-3  VC-3

Bulk BERT

Terminate
Through
Monitor
Drop+Insert

DS3

DS3 BERT

Terminate
Through
Monitor
Drop+Insert

E1 BERT
DS1 BERT

Terminate
Through
Monitor

E3

E3 BERT

Terminate
Through
Monitor
Drop+Insert

E1 BERT

Terminate
Through
Monitor

VC-12

Bulk BERT
E1 BERT

Terminate
Through
Monitor
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STM-1 test applications Table 13 lists each of the supported STM-1 terminate and monitor test applica-
tions.

Table 13 STM-1 test applications

Rate Payload Test Mode

AU-4 VC-4 Bulk BERT Terminate
Through
Monitor

Drop+Insert

E4 E4 BERT Terminate
Through
Monitor
Drop+Insert

E3 BERT Terminate
E1 BERT Through
Monitor
VC-3 Bulk BERT Terminate
Through
Monitor
DS3 DS3 BERT Terminate
E1 BERT Through
DS1 BERT Monitor
E3 E3 BERT Terminate
E1 BERT Through
Monitor
VC-12 Bulk BERT Terminate
E1 BERT Through
Monitor
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Table 13 STM-1 test applications (Continued)

Rate Payload Test Mode

AU-3 VC-3 Bulk BERT Terminate
Through
Monitor

Drop+Insert

DS3 DS3 BERT Terminate
Through
Monitor
Drop+Insert

E1 BERT Terminate
DS1 BERT Through
Monitor
E3 E3 BERT Terminate
Through
Monitor

Drop+Insert

E1 BERT Terminate
Through
Monitor
VC-12 Bulk BERT Terminate
E1 BERT Through
Monitor

PDH, SONET, SDH, NextGen, and OTN Testing Manual 53



Chapter 3 SONET and SDH Testing
About SONET and SDH testing

STM-4 test applications Table 14 lists each of the supported STM-4 terminate and monitor test applica-
tions.

Table 14 STM-4 test applications

Rate Payload Test Mode

AU-4 VC-4-4c Bulk BERT Terminate
Through
Monitor

Drop+Insert

VC-4 Bulk BERT Terminate
Through
Monitor
Drop+Insert

E4 E4 BERT Terminate
Through
Monitor
Drop+Insert

E3 BERT Terminate
E1l BERT Through
Monitor
VC-3 Bulk BERT Terminate
Through
Monitor
DS3 DS3 BERT Terminate
E1l BERT Through
DS1 BERT Monitor
E3 E3 BERT Terminate
E1l BERT Through
Monitor
VC-12 Bulk BERT Terminate
E1l BERT Through
Monitor
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STM-16 test applications Table 15 lists each of the supported STM-16 terminate and monitor test appli-
cations.

Table 15 STM-16 test applications

Rate Payload Test Mode
AU-4 VC-4-16¢ Bulk BERT Terminate
VC-4-4c Bulk BERT Through
Monitor

Drop+Insert

VC-4 Bulk BERT Terminate
Through
Monitor
Drop+Insert

E4 E4 BERT Terminate
Through
Monitor
Drop+Insert

E3 BERT Terminate
E1l BERT Through
Monitor
VC-3 Bulk BERT Terminate
Through
Monitor
DS3 DS3 BERT Terminate
E1l BERT Through
DS1 BERT Monitor
E3 E3 BERT Terminate
E1l BERT Through
Monitor
VC-12 Bulk BERT Terminate
E1l BERT Through
Monitor

PDH, SONET, SDH, NextGen, and OTN Testing Manual 55



Chapter 3 SONET and SDH Testing
About SONET and SDH testing

Table 15 STM-16 test applications (Continued)

Rate Payload Test Mode

AU-3 VC-3 Bulk BERT Terminate
Through
Monitor

Drop+Insert

DS3 DS3 BERT Terminate
Through
Monitor
Drop+Insert

E1l BERT Terminate
DS1 BERT Through
Monitor
E3 E3 BERT Terminate
Through
Monitor

Drop+Insert

E1l BERT Terminate
Through
Monitor
VC-12 Bulk BERT Terminate
E1l BERT Through
Monitor
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STM-64 test applications Table 16 lists each of the supported STM-64 terminate and monitor test appli-
cations.

Table 16 STM-64 test applications

Rate Payload Test Mode
AU-4 VC-4-64c Bulk BERT Terminate
VC-4-16¢ Bulk BERT Through
VC-4-4c Bulk BERT Monitor
Drop+insert
VC-4 Bulk BERT Terminate
Through
Monitor

Drop+Insert

E4 E4 BERT Terminate
Through
Monitor
Drop+insert

E3 BERT Terminate
E1l BERT Through
Monitor
VC-3 Bulk BERT Terminate
Through
Monitor
DS3 DS3 BERT Terminate
E1 BERT Through
DS1 BERT Monitor
E3 E3 BERT Terminate
E1 BERT Through
Monitor
VC-12 Bulk BERT Terminate
E1l BERT Through
Monitor
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Table 16 STM-64 test applications (Continued)

Rate Payload Test Mode

AU-3 VC-3 Bulk BERT Terminate
Through
Monitor

Drop+Insert

DS3 DS3 BERT

Terminate
Through
Monitor
Drop+Insert

E1 BERT Terminate
DS1 BERT Through
Monitor

E3 E3 BERT Terminate
Through
Monitor

Drop+Insert

E1 BERT Terminate
Through
Monitor

VC-12 Bulk BERT Terminate
E1 BERT Through
Monitor

STM-256 test applications Table 17 lists each of the supported STM-256 terminate, through and monitor

test applications.

Table 17 STM-256 test applications

Rate Payload Test Mode
STL BERT Terminate
Monitor
AU-4 VC-4 VC-4-256¢ Bulk BERT Terminate
VC-4-64c Bulk BERT Through
VC-4-16¢ Bulk BERT Monitor
VC-4-4c Bulk BERT
Bulk BERT Terminate
Through
Monitor
AU-3 VC-3 Bulk BERT Terminate
Through
Monitor
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Specifying the Tx clock source

You specify the Tx clock (timing) source on the Interface setup screen.

To set the Tx clock source

1 Using the Test Menu, select the terminate test application for the signal,
rate, and payload you are testing (refer to Table 11 on page 47 through
Table 16 on page 57 for a list of applications).

2 Select the Setup soft key, and then select the Interface tab. Select the
arrows to the right of the Clock Source field, and then select one of the
following:

— Internal. Select Internal to derive timing from the MSAM’s clock, and
then specify any required frequency offset in PPM.

— Recovered. Select Recovered to recover timing from the received
signal.

— External - Bits/Sets. Select External - Bits/Sets timing to derive timing
from one of the following signals, in the following order: BITS, SETS, or

2.048 MHz clock.

3 Select the Results soft key to return to the Main screen, or select another

tab to specify additional test settings.

The Tx clock source is specified.

Measuring optical power

You can use your instrument to measure the optical power of a received signal.

To measure optical power

1 Using the Test Menu, select the terminate test application for the signal,

rate, and payload you are testing (refer to Table 11 on page 47 through
Table 16 on page 57 for a list of applications).

2 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

3 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

4 Select the Laser button.

5 Loop back the far-end of the network.

PDH, SONET, SDH, NextGen, and OTN Testing Manual

59



Chapter 3 SONET and SDH Testing
Running J-Scan

6 Verify the following LEDs
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.

— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

7 Display the Interface result group, and then observe the Optical Rx Level
(dBm) test result.

Optical power is measured.

Running J-Scan

60

Displaying a map of the
signal structure

The J-Scan application helps you discover the structure of a SONET or SDH
circuit, and displays a list and a map of the containers and channels detected.
You can then use the list or map to select a particular channel for further
testing. (N/A 40/100G Transport Module)

For the purpose of clarity, the term “channel” is used throughout this section to
refer to the various channels, paths, or tributaries detected in SONET or SDH
container signals.

To display a map showing the SONET or SDH signal structure

1 Connect the instrument to the interface for the circuit you are testing (refer
to the Getting Started Manual for your instrument).

2 Using the Test Menu, select the J-Scan application for the interface the
instrument is connected to (refer to Table 11 on page 47 through Table 16
on page 57 for a list of applications).

3 Verify that a signal is present, and that you have frame synchronization.
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4 Select the J-Scan softkey. The instrument automatically displays a map
showing the high path structure of the detected containers and channels
(see Figure 4).

EiTest | View Reports Tools Help & P 1:0c-182
of : | Container  * 0
Y —|
Container Channel Signal Label Status |4 |
@ STS-3¢ 100 Reserved (0xFE) Monitoring Setup
@ sTsec 400 - - ns
P sTS3¢ 1000 - _
9@ sTsaze 1300 - = Restart
D STS24c 2500 - = — I z
? 5TS48¢c 4900 - - T -
P 5134 9700 - - T
-1 98 0,0 - - igh Path Scan
STS High Path S

LS
? SIS 9900 - - Channel
& 5753001 0,0
D s5TS8c 10000 — = Signal Label
", Fieserved (OxFE)
g STS3ec 10300 - - Monitored Alarms
D 5TS.3¢ 1200 — _ @AI5-P Present
= . @LOP-P Present
? sTs3c 11500 — = @RDI-P Present
? 51541 1ngoo - - Start Test ~| | &Low Path
? st 11m00 - = v

Figure 4 Signal Map Page
If you want to see the Path Trace (J1) for a particular SONET circuit, it is
provided in the standard SONET Path results on the Main screen.

5 If you want to display a map of the low path tributaries (SONET VT-1.5 or
SDH VC-12), select the Low Path button.

A map of the signal structure is displayed, and the first channel is monitored.

After displaying the channels, you can sort them by Container ID or Channel
ID. This may be useful before scanning the channels to check their status,
especially if there are multiple containers.

To sort the displayed containers and channels
1 In Sort by, select the criteria (Container or Channel).
2 Select Sort.

The containers and channels are sorted using the criteria you selected. After
scanning the mapped channels for their labels and status, you can also option-
ally sort the containers and channels by Signal label or Status.

After the instrument displays a map of the containers and channels, you can
do the following:

— Scan the map using the High Path Scan or Low Path Scan button to
quickly determine the signal label and status for each monitored channel.

— Select a particular channel to observe detailed test results on the Main
screen.
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Channel List —]

— Test a particular channel thoroughly using the Start Test button.

Sort Options

EiTest | View Reports Tools Help & i 1

Sort by: I Container

|| sert |

Interface LEDs

P 1 OC-192

Results

::||;|
Container Channel Signal Label Status Z
—» o/ STSac 100  Reserved (0xFE) Ok Setup
o STS-6c 40,0 Reserved (0xFE) Ok [
of STS3c 1000  Reserved (0xFE) Ok
| ?
o/ STS2ac 2500  Reserved (OXFE) Ok — | o z Signal
o/ STS48c 4900  Reserved (OXFE) Ok ——
| &—— Structure
o 8181 9700  Reserved (OXFE) Ok )
View
Qﬁ STS-1 98 0,0 Reserved (0xFE) Ok High Path Scan
= i Channel

Qf ST31 9900 Unequipped Ok e A ‘ Scan Button
@ STS9¢ 100 0,0 Unavailable Monitoring Signal Label

Uniawvailable .
o STS3c 1090,0 Reserved (0xFE) Ok Monitored Alarms Channel Details

@ AIS-P Present

5TS3 1200 R d (OXFE Ok
Qﬁ € ) @LOP-P Present
o/ STS3¢ 11500 Reserved (0xFE) ok @RDI-P Present
v/ STS-1 11800 Reserved (OxFE) Ok Start Test =|  $Low Path |
L p o ST 1190,0 Reserved (0xFE) Ok R4

Start Test

Figure 5 Scanned Monitored, Errored, and Ok Channels

62

Testing a channel

To scan the mapped channels

1

High Path Low Path Navigation

Display the signal map (see “Displaying a map of the signal structure” on
page 60). Remember to use the Low Path button if you want to observe
VT-1.5 or VC-12 tributaries.

Do one of the following:

— If you want to scan high path tributaries, select High Path Scan.

— If you want to scan low path tributaries, select Low Path Scan.

The instrument scans the channels, and then displays the Signal Label and
Status for each channel sequentially. In Figure 5, all displayed channels have
been scanned. The STS-12c channel is errored due to an Alarm condition, and
the instrument is actively monitoring the STS-9¢ channel.

NOTE:

STS-6¢, STS-9c¢, and STS-24c channels are not standard and therefore are
rarely encountered; however, the instrument can detect and monitor them.

You can test a particular channel by selecting it on the map, and then launching
the test using the Start Test button.

To test a channel

1 Select the channel on the list or map.

2 Select Start Test, and then select the test for the channel.

The instrument selects the channel, launches the test, and takes you automat-
ically to the Main screen where you can observe results for the tested channel.
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When running the J-Scan application, pressing the Restart soft key clears the
Signal Label and Status for each channel. It does not re-scan the circuit for
currently active channels. You can then actively re-scan the circuit using the
High Path Scan or Low Path Scan button.

When you run the J-Scan application, the list and map of the channels is color
coded.

— Errored channels appear in red with an X to the left of the Container ID.

— Unerrored channels appear on a white background with a blue check mark
to the left of the Container ID.

— Monitored channels appear in yellow, with a circular arrow to the left of the
Container ID.

Detailed test results for the currently selected channel are available on the
Main screen. For example, if you ran the application from a SONET interface,
the standard Section, Line, Path, and VT results are all provided for the
channel that you selected from the list or map of the circuit.

For details, see “Step 5: Viewing test results” on page 4 of Chapter 1 “Basic
Testing”, and “SONET/SDH results” on page 187 of Chapter 7 “Test Results”.

To re-scan the circuit after launching the J-Scan application
— Press Low Path Scan or High Path Scan.

The instrument re-scans the circuit to provide the Signal Label and Status for
each channel.

BER testing

Specifying a BERT pattern

The following procedure illustrates a typical scenario for:

— Setting up an instrument to terminate a SONET or SDH signal for BER
testing.

— Inserting errors, anomalies, alarms, and defects on concatenated signals.
NOTE: Changing BERT patterns

If you change a BERT pattern during the course of your test, be certain to
press the Restart soft key to ensure that you regain pattern sync.

You can configure your instrument to transmit a variety of ITU or ANSI patterns
when performing BER tests.

To specify a BER pattern

1 Using the Test Menu, select an application with a BERT payload for the
interface, administrative unit (if applicable), and virtual container you are
testing (refer to Table 11 on page 47 through Table 17 on page 58 for a list
of applications).
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Select the Setup soft key, then the Pattern tab. Select from the following
TX and RX patterns (except where noted):

- PRBS 31

— PRBS 31 Inv
— PRBS 23

— PRBS 23 Inv
— PRBS9

— PRBS9Inv
— Delay

— Live (RX only)

You can automatically detect and transmit the correct BERT pattern for the
circuit by pressing the Auto button on the Main screen after you specify you
interface settings. See “Detecting the received BER pattern” on page 65.

3

Select the Results soft key to return to the Main screen.

The pattern is specified.

Running a BER test  To run a SONET or SDH BER test

1

7

Using the Test Menu, select the terminate test application for the signal,
rate, and payload you are testing (refer to Table 11 on page 47 through
Table 17 on page 58 for a list of applications).

If you selected a E1 BERT payload, and you want to specify timeslots for
your test, proceed to step 3, otherwise, proceed to step 8.

Select the PDH tab, and then select the N x 64 Setup tab.

Select the arrow to the right of the Payload Type field, and then specify
one of the following:

— Bulk. Proceed to step 8.
— Fractional 2M. The Timeslot configuration appears. Proceed to step 5.

You can view the currently selected timeslots in the Timeslot screen. To
change the timeslots you want to test, select the Configure button.

The Configure Timeslot screen appears.

To configure the timeslot

To... Do...

Select all the timeslots Select the Select All button.

Deselect all the timeslots Select the Clear All button.

Select a timeslot Select the checkbox to the right of the timeslot
number.

Clear a timeslot Clear the checkbox to the right of the timeslot
number.

Do one of the following:
— To confirm and finish the timeslot configuration, select OK.
— To cancel configuring the timeslot, select Cancel.
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8 Specify the BERT pattern (see “Specifying a BERT pattern” on page 63).
9 Select the Results soft key to return to the Main screen.

10 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

11 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

12 If you are testing an optical signal, select the Laser button.
13 Loop back the far-end of the network.

14 Verify the following LEDs
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.

— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

15 Verify that Al Results OK appears in the results display.

16 Optional. Insert five Bit / TSE errors (see “Inserting errors, anomalies,
alarms, and defects” on page 68), and then verify that the five errors were
received in the BERT result category.

17 Run the test for an appropriate length of time.
The BER test is finished.

The instrument can also automatically detect the BER pattern on the received
signal.

To detect the received BER pattern

1 On the Main screen, press the Auto button:

PDH, SONET, SDH, NextGen, and OTN Testing Manual 65



Chapter 3 SONET and SDH Testing
Drop and insert testing

2

A window appears indicating that the module detected the input signal and
then detected the received pattern.

Select Results to return to the Main screen, or Setup to configure addi-
tional test parameters.

The pattern is detected.

Drop and insert testing

66

The following procedure (N/A 40/100G Transport Module) illustrates a typical
scenario for:

Setting up the instrument to drop a received signal for analysis, and then
BERT test the signal or a particular channel on the signal.

Manipulating overhead bytes for the transmitted signal.

Inserting errors, anomalies, alarms, and defects into the transmitted
signal.

To drop a signal and then insert a BERT payload, error, anomaly, alarm, or defect

1

Using the Test Menu, select the drop and insert test application for the
signal, rate, and payload you are testing (refer to Table 11 on page 47
through Table 16 on page 57 for a list of applications).

Select the Setup soft key, and then select the SONET or SDH tab.

If you are testing a particular channel for the dropped signal, in the panel
on the left side of the tab, select Channel, and then do the following:

a Select the keypad next to the channel field, and then type the number
corresponding to the channel you are testing. The labels that appear
for the channel fields vary depending on the signal you are dropping for
testing. For example, if you are dropping a DS3 signal from an STS-1,
you can specify an STS-N channel for testing. If you are dropping a
VC-3 from an AU-3, you can specify an STM-N channel and an AU-3
channel for testing.

b If you want to transmit the BERT pattern in the same channel that you
are analyzing on the receiver, in the corresponding Tx=Rx field, select
Yes; otherwise, select No, and then specify the channel to transmit with
the BERT pattern.

If you selected the E1 BERT payload, and you want to specify timeslots for
your test, proceed to step 4, otherwise, proceed to step 9.

Select the PDH tab, and then select the N x 64 Setup tab.

Select the arrow to the right of the Payload Type field, and then specify
one of the following:

— Bulk. Proceed to step 9.

— Fractional 2M. The Timeslot configuration appears. Proceed to step 6.
You can view the currently selected timeslots in the Timeslot screen. To
change the timeslots you want to test, select the Configure button.

The Configure Timeslot screen appears.
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To...

Do...

Select all the timeslots

Select the Select All button.

Deselect all the timeslots

Select the Clear All button.

Select a timeslot

Select the checkbox to the right of the timeslot
number.

Clear a timeslot

Clear the checkbox to the right of the timeslot
number.

8 Do one of the following:

— To confirm and finish the timeslot configuration, select OK.

— To cancel configuring the timeslot, select Cancel.

9 To specify the BERT pattern to insert into the payload, select the Pattern
tab, and then from following Tx and Rx patterns (except as indicated):

PRBS 31
PRBS 31 Inv
PRBS 23
PRBS 23 Inv
PRBS 9
PRBS 9 Inv
Delay

Live (Rx only

10 Select the Results soft key to return to the Main screen.

11 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

12 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

13 Select the Laser button.

14 Loop back the far-end of the network.
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15 Verify the following LEDs
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH PDH
Signal Present Signal Present Frame Sync
Frame Sync Frame Sync C-Bit Sync?
Path Ptr Present AU Ptr Present Pattern Sync
Concat Payloadb Concat Payload?
Pattern Sync Pattern Sync

a. If you specified C-Bit framing for a dropped PDH signal
b. If you selected a concatenated payload when you configured your test.

— If your module is in ANT mode, verify that the following LEDs are not

red:
SONET and SDH PDH
LOS LOF
LOF FTM
LSS LSS

16 Verify that All Results OK appears in the results display.

17 Select DI On to generate and transmit the signal with the BERT pattern
you specified.

18 Optional. Manipulate overhead bytes for the transmitted signal (see
“Manipulating overhead bytes” on page 73).

19 Optional. Use the buttons provided on the Main screen to insert errors,
anomalies, alarms, or defects (see “Inserting errors, anomalies, alarms,
and defects” on page 68).

20 Run the test for an appropriate length of time.

The drop and insert test is finished.

Inserting errors, anomalies, alarms, and defects

You can insert multiple types of errors or anomalies and alarms or defects
simultaneously.

mw | NOTE:

Synchronous Transport Lane (STL) specification requires 32-byte lane
spacing but some serial CFP hardware exists that does not conform to this
specification. The 40/100G Transport Module is being shipped with a CFP
Skew value at 0. If, at a later time, hardware changes require a skew value
of 32, that can be set via the Expert Optics selections accessed via the
Setup soft key and then the Interface and Connection tabs.
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Inserting alarms or defects

Chapter 3 SONET and SDH Testing
Inserting errors, anomalies, alarms, and defects

To insert errors or anomalies

1

Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

Select the Laser button.

On the Main screen, select the error or anomaly tab and then select the
error or anomaly to be inserted from the list.
Do the following:

— For STL applications, select the Lane tab and then select the lanes into
which the Error is to be inserted.

— If you selected a Frame/FAS Word error, select the keypad icon, type
the number of errors you want to insert (ranging from 1 to 32, or 1to
128 for STL), and then select OK.

— If you selected any other type of error, specify the insert type (Single,
Burst (or Multiple) or Rate).

— If you specified Burst (or Multiple), select the keypad icon, type the
number of errors or anomalies you want to insert, and then select OK.

— If you specified Rate, select one of the error or anomaly rates for the
signal you selected when you configured your test

Press the Error Insert or Anomaly Insert button.

Error or anomaly insertion starts, and the associated button turns yellow.

Test results associated with the error or anomaly appear in the Status result
category.

To stop insertion

Press the Error Insert or Anomaly Insert button again.

Error or anomaly insertion stops, and the associated button turns grey.

To insert alarms or defects

1

Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

On the Main screen, select the alarm or defect tab.’

For STL applications, select the Lane tab and then select the lanes into
which the alarm or defect is to be inserted.

Select the Laser button.

Select an alarm or defect type.
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8 Press the Alarm Insert or Defect Insert button.

The module inserts an alarm or defect, and the button turns yellow.
Test results associated with the alarm or defect appear in the Status result
category.

To stop insertion
— Press the Alarm Insert or Defect Insert button again.

Alarm or defect insertion stops, and the button turns grey.

Measuring round trip delay

You can use the instrument to measure round trip delay by transmitting a delay
pattern, and then looping the pattern back to the module. The module calcu-
lates the amount of time it took the pattern to traverse the loop, and then
reports the duration (delay) in milliseconds (ms).

To measure round trip delay

1 Using the Test Menu, select the terminate test application for the signal,
rate, and payload you are testing (refer to Table 11 on page 47 through
Table 17 on page 58 for a list of applications).

Select the Setup soft key. A series of setup tabs appears.
Specify the Interface settings if the defaults are not acceptable.
Select the Pattern tab, and then select the Delay pattern.

To return to the Main screen, select the Results soft key.

o o~ W N

Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

7 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

8 If you are testing an optical signal, select the Laser button.
9 Loop back the far-end of the network.

10 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.
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— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

11 To observe the delay result, set one of the result windows to display the

Signal category.

Round trip delay is measured.

Measuring service disruption time

You can use the instrument to measure the service disruption time resulting
from a switch in service to a protect line. Before measuring the disruption time,
you can:

Indicate which events to measure (such as a Signal Loss or LOF).

Establish an acceptable length of time for the measurements by specifying
a Threshold Time. Measured times for an event that are less than or equal
to the Threshold Time pass the test, measured times that exceed the
Threshold Time fail the test.

Specify a Separation Time to indicate that the unit should count separate
events that occur within a very brief period of time as a single event. For
example, if you specify a Separation time of 300.000 ms and select AlS-L
as an event trigger, if more than one AIS-L occurs during a 300.000 ms
period, the unit will interpret the events as a single AlS-L disruption. The
count will not increase when another AIS-L occurs until at least

300.000 ms has transpired since the previous AIS-L.

To measure service disruption time

1

Using the Test Menu, select the terminate test application for the signal,
rate, and payload you are testing (refer to Table 11 on page 47 through
Table 17 on page 58 for a list of applications).

Select the Setup soft key. A series of setup tabs appears.
Select the Service Disruption tab.

Under Event Settings, do the following:

a Select Enable Service Disruption.

b Optional. To edit the displayed Separation Time, press the keypad
icon, and then type the new time in milliseconds (ms), or select Default
to restore the time to its default value (300.0 ms). This is the duration
during which each trigger of a specific type will be counted as a single
disruption event.

¢ Optional. To edit the displayed Threshold Time, press the keypad icon,
and then type the new time in milliseconds (ms), or select Default to
restore the time to its default value (50.0 ms). Disruption measure-
ments that exceed this duration will be interpreted as failed.
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5 Under Event Triggers, do one of the following:

— To measure disruption time for each of the triggers listed, select Set
ALL.

— To measure disruption time for a specific trigger or group of triggers,
select Clear ALL, and then select each of the triggers for measure-
ments.

NOTE: The available triggers vary depending on the test application you
selected. For example, DS3 triggers do not appear if you selected an
OC-3 > STS-1 > Bulk BERT > Terminate application; however, they do
appear if you selected an OC-3 > STS-1 > DS3 > DS3 BERT > Terminate
application.

6 If additional settings need to be modified to reflect the network configura-
tion, select the appropriate tab, and then modify the settings as required.

7 To return to the Main screen, select the Results soft key.

8 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

9 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

10 To force the switch to a protect line, use one of the following methods:

— Interrupt the signal. Physically interrupt the signal by pulling the signal
from the add-drop multiplexer (ADM).

— Insert errors. Use another unit in through mode to insert errors until the
network switches to the backup lines.

The network switches to a protect line, the MSAM detects that service has
been disrupted, and then the module begins to measure the disruption
time in milliseconds until the condition returns to normal.

11 To observe the service disruption results, set one of the result windows to
display the Service Disruption Log, and set another window to display the
Service Disruption Log Stats.

Service disruption is measured for each of the triggers you selected. For
details on the associated test results, see “Service Disruption Results” on
page 200.

Viewing a TOH group

72

You can specify the TOH (Transport Overhead) group you want to view when
testing using the instrument.

To view a TOH group

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Select the Setup soft key, and then select the SONET or SDH tab.

3 Inthe panel on the left side of the tab, select Overhead.
A graphical display of the overhead bytes appears.
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4 Under Overhead Bytes, select the field to the right of the Analysis
Channel, type the TOH group number, and then select OK.

The selected TOH channel group appears in the Sonet Overhead result
display.

Manipulating overhead bytes

The following procedure describes how to manipulate the value of selected
overhead bytes, and then view the byte values in the Overhead result category.

To manipulate an overhead byte

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Select the SONET or SDH Overhead soft key.
Figure 4 shows the display for a classic SONET application.
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Figure 6 Overhead byte display - Classic SONET application

The Line/Multiplexor Section bytes appear in green; the Section/Regener-
ator Section bytes appear in grey. Path/High Path overhead bytes appear
in blue.

— Bytes labeled using a black font can be manipulated.
— Bytes labeled using a white font cannot be manipulated.

— The Default button restores any bytes you changed to their default
value.

3 To change the value of a byte, do the following:
a Select the byte you want to manipulate.

b Select the Overhead Byte Editor field, type the new byte value, and
then select OK.

The new value appears in the field and will be transmitted in the over-
head when you start your test.

4 Select the Results soft key to return to the Main screen.
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5 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

6 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

7 If you are testing an optical signal, select the Laser button.
8 Loop back the far-end of the network.

9 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload? Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.

— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

10 To view overhead byte values on the Main screen, select the SONET or
SDH result group, and then select the Overhead result category.

The overhead byte is manipulated.

Capturing POH bytes

74

You can now capture high and low path overhead bytes. When configuring the
capture, you can indicate that you want to capture it manually, or specify a
trigger to automate the capture. Path capture is currently supported on the
MSAM only.

To capture a POH byte

1 If you haven't already done so, use the Test Menu to select the BERT test
application for the interface you are testing.

— Refer to Table 11 on page 47 through Table 17 on page 58 for a list of
SONET and SDH applications.

— Refer to Table 22 on page 122 through Table 29 on page 132 for a list
of NextGen applications.
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2 Select the SONET Overhead soft key, and then select the
POH Byte Capture tab.

3 Specify values for the following settings:

Setting Value

Tributary Settings When running classic SONET or SDH tests,
specify the settings that identify the tributary
you are capturing the byte for in the associ-
ated fields.

Rx VCG Member Select the member you want to capture the
(NextGen applications only) byte for.

Trigger Select one of the following:

— Manual (only method available for 40/
100G Transport Module).

— Alarm.
— Compare Byte.
— Compare Not Byte.

Alarm Type Select the type of alarm that will trigger an
(only appears if Trigger is automatic capture:
Alarm) - AIS-L

- RDI-L

- AIS-P

— LOP-P
Compare (Binary) Specify the received byte value that you want
(only appears if Trigger is matched, or the value that should not be
Compare Byte or Compare matched to force an automatic capture. For
Not Byte). example, if you want the instrument to cap-

ture the byte if it receives 01100110, enter
01100110. You can also enter X using the
Don’t Care button to wildcard the match (or
don’t match) value.

Select Byte In the blue panel, select the byte to capture.

4 Select the Start button to the right of the Capture Settings, then observe
the capture log at the bottom right of the screen.

The POH byte is captured.

Specifying the JO or J1 identifier

You can specify the JO (Section or RSOH trace) or J1 (Path HP trace) identifier
using a variety of formats.

To specify the JO or J1 trace identifier

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Select the Setup soft key, and then select the SONET or SDH tab.
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76

3 Inthe panel on the left side of the tab, select one of the following:
— Section or RS, if you want to edit the JO trace identifier.
— Path or HP, if you want to edit the J1 trace identifier.
Settings appear for the traces.
Incoming Section Trace (J0)
Trace Format i
Trace ldentifier i
Expected Section Trace (J0)
Trace Format [ITU—T G.707 ¢| [ Default
Trace ldentifier JDSU 8000
Enable TIN-57 |No 3]
Outgoing Section Trace (J0)
Trace Format [ITU—T G.707 ¢| [ Default
Trace ldentifier JDSU 8000
4 To change a trace, do the following:
a Select a trace format (for example, Single Byte).
b If you selected the Single Byte format, select the keypad icon to the
right of the Trace Identifier field, type the byte value, and then select
OK.
¢ If you selected any format other than Single Byte, select the keypad
icon to the right of the Trace Identifier field, type the identifier, and then
select OK.
The new identifier will be transmitted in the overhead when you start your
test.
NOTE:
You can reset the trace and expected trace format or identifier at any time
using the Default buttons.
5 Optional. If you want the unit to display a TIM-P alarm if the expected and
incoming trace values do not match, select Yes; otherwise, select No.
6 Repeat step 2 on page 75 for the Outgoing Path Trace format and identi-
fier.
7 Select the Results soft key to return to the Main screen.
8 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.
9 Connect a cable from the appropriate TX connector to the network’s

RECEIVE access connector.

10 If you are testing an optical signal, select the Laser button.

11 Loop up the far-end of the network.
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12 Verify the following LEDs
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.

— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

13 To view the JO or J1 trace values, select the SONET or SDH result group,
and then select the Section/RSOH and Path/HP result categories.

The trace byte or identifier is inserted into the overhead.

Inserting the C2 Path signal label

You can insert the C2 Path signal label using a variety of formats.

To insert the C2 Path signal label

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Select the Setup soft key, and then select the SONET or SDH tab.

3 Inthe panel on the left side of the tab, select Signal Label.
Settings appear for the label.

Signal Lahel (CZ)

Expected Signal Label [TestSignal {2,181 hiapping ¢l l Default l
Tx Signal Label [TestSignal {2,181 happing ¢l l Default l
Enable PLM-P o 2|
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4 Select the Signal Label and Expected Signal Label.
The new label will be transmitted in the overhead when you start your test.

5 Optional. If you want the unit to display an HP-PLM alarm if the labels in
received payloads do not match the expected label, select Yes; otherwise,
select No.

You can reset the label and expected label at any time using the Default
buttons.

6 Select the Results soft key to return to the Main screen.

7 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

8 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

9 If you are testing an optical signal, select the Laser button.
10 Loop back the far-end of the network.

11 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.

— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS
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12 To view the C2 label, select and display the SONET or SDH result group,

and then select the Overhead and Path/MSOH result categories.

The C2 Path signal label is inserted into the overhead.

Manipulating K1 or K2 APS bytes

You can manipulate the K1 or K2 APS bytes for ring or linear network topolo-
gies.

To manipulate K1 or K2 bytes

1

Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

Select the Setup soft key, and then select the SONET or SDH tab.

In the panel on the left side of the tab, select APS (K1/K2).
Settings appear for the bytes.

APS Metwork Topology [Linear ¢| [ Default
K1
Fequest Code Channel Murnber
1{0000) No Request NR +[(0000) 0 g
Kz:
Bricige Channel 5P Architecture Status
[(0000) 0 :[(0) 1+1 Architecture :[(000) Reserved s

In APS Network Topology, specify Ring or Linear as the topology.

If you selected a linear topology, skip this step, and proceed to step 6 on
page 79. If you selected a Ring topology, do the following:

a For the K1 byte, specify a Bridge Request Code (for example, 0001
RR-R) and a Destination Node ID (for example, 0001 1),

b Forthe K2 byte, specify a Source Node ID (for example, 0001 1), Path
Code (for example, 0 Short), and Status code (for example, 001 Br).

If you selected a linear topology, do the following:

a For the K1 byte, specify a Request Code (for example, 0001 DnR) and
a Channel Number (for example, 0001 1).

b Forthe K2 byte, specify a Bridge Channel (for example, 0010 2), MSP
Architecture (for example, 0 1+1), and Status (for example,
001 Unknown).

Select the Results soft key to return to the Main screen.

Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.

Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

10 If you are testing an optical signal, select the Laser button.

11 Loop back the far-end of the network.
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12 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.

— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

13 To view the K1 or K2 byte transitions, select the K1/K2 Linear or K1/K2
Ring result category.

The K1 and K2 bytes are manipulated. You can view them in the K1/K2 Log
provided in the SONET or SDH result group.

Manipulating the S1 byte

80

You can modify the S1 byte (used to indicate the synchronization status of the
network) before transmitting traffic when testing SONET or SDH interfaces.
To manipulate the S1 byte

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Select the Setup soft key, and then select the SONET or SDH tab.

3 Inthe panel on the left side of the tab, select Sync Status.
Settings appear for the bytes.

Sync Status (S1) ((1100) SOMET Clock Trace | ¢] | Default |

4 Select a sync status byte (for example, (1100 SONET Clock Trace).
5 Select the Results soft key to return to the Main screen.

6 Connect a cable from the appropriate RX connector to the network’s
TRANSMIT access connector.
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7 Connect a cable from the appropriate TX connector to the network’s
RECEIVE access connector.

8 If you are testing an optical signal, select the Laser button.
9 Loop back the far-end of the network.

10 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.

— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

11 To view the transmitted Sync Status (S1) byte, select the Line result cate-
gory.

The S1 byte is manipulated. You can observe it in the Line/MSOH result cate-
gory provided in the SONET or SDH result group

Adjusting pointers

Adjusting pointers manually

You can adjust pointers manually or by using the Pointer Stress Sequences,
and then optionally measure induced jitter on a dropped T-Carrier or PDH
signal.

The following procedure describes how to manually adjust pointers.

To adjust pointers manually

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Configure your test settings (refer to the applicable test procedure in this
chapter), and then start the test.
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Adjusting pointers using
pointer stress sequences

3 On the Main screen, on the Pointer toolbar, select one of the following:

— Increment: Increases the pointer value by one.
— Decrement: Decreases the pointer value by one.

— +2 NDF: Sets the new data flag, and increases the pointer value by
two.

— -2 NDF: Sets the new data flag, and decreases the pointer value by
two.

4 Select the Path/VT Pointer Adjust (for SONET), or AU/TU Pointer

Adjust (for SDH) action button to adjust the appropriate pointer.
5 To observe the pointer value, number of adjustments, and pointer incre-
ments and decrements, do one of the following:

— If you are testing a SONET circuit, select the Path or VT result catego-
ries provided in the SONET result group.

— If you are testing a SDH circuit, select the HP or LP results categories
provided in the SDH result group.

The pointer is manually adjusted.

You can adjust the pointers using the Pointer Stress Sequences to induce jitter
in PDH signals demuxed from SONET and SDH signals. The Pointer Stress
Sequence test combined with a PDH jitter test allow you to determine if a
network element produces excessive jitter when stressful pointer operations
occur. This test uses the pointer sequences specified in G.783 recommenda-
tions. For details, refer to the ITU-T Recommendation G.783.

The following procedure describes how to adjust pointers using a pointer
stress sequence.
To adjust pointers with a pointer sequence

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Configure your test settings (refer to the applicable test procedure in this
chapter), and then start the test.

3 Select the Setup soft key, and then select the SONET or SDH tab.

4 In the panel on the left side of the tab, do one of the following:
— If you are testing a SONET circuit, select Path Pointer or VT Pointer.
— If you are testing a SDH circuit, select AU Pointer or TU Pointer.
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Settings appear for the pointer test sequences. Figure 7 illustrates the
settings that appear when you select one of the H sequences for SONET
tests.

(3,783 Zection h, + with cancel: Periodic - continuol 3

Fepeating Continuous Patterns

Initialization Cool Down leasurement

[ =E0s E30s l l l' . e

Continuous Pattern

TS

|‘—’| .. e 0

Zection H: T5 (seconds) 0.034000

Figure 7 Pointer Stress Sequence Settings

5 In G.783 Section, select the pointer sequence you want to apply to the
test. For details on each test pattern, refer to the ITU-T Recommendation
G.783.

6 Specify the time variables in seconds for the test sequence you selected
by doing the following:

a Select the keypad icon to the right of the T field.
b Type the value in seconds, and then select OK. The value you speci-
fied appears in the corresponding field.
For details on the adjustable values, refer to the ITU-T Recommendation
G.783.
7 Select the Results soft key to return to the Main screen.

8 On the Main screen, do one of the following:

— Ifyou are testing a SONET circuit, in the Path or VT Pointer field, select
Sequence.

— If you are testing a SDH circuit, in the AU or TU Pointer fields, select
Sequence.
9 Do one of the following:

— If you are testing a SONET circuit, select the Path Pointer Adjust or
VT Pointer Adjust action button to adjust the pointer.

— If you are testing a SDH circuit, select the AU Pointer Adjust or TU
Pointer Adjust action button to adjust the pointer.

The pointer is adjusted by the test sequence.
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Verifying performance

You can verify that performance complies with the ITU-T and ANSI recommen-
dations for error and anomaly performance.

To verify performance

1 Using the Test Menu, select the test application for the signal, rate, and
payload you are testing (refer to Table 11 on page 47 through Table 17 on
page 58 for a list of applications).

2 Select the Setup soft key, and then select the Performance tab.

k2101 M3 Setups

Path Allocation 55 100.000

Enable UAS Limit
h.2101 HP Zetups

Path Allocation 55 100.000

Enable UAS Limit

3 Select a recommendation (specification).
4 Specify the Path allocation percentage by doing the following:
a Select the Path Allocation% field.

b Type the percentage or threshold, and then select OK. The percentage
or threshold appears in the corresponding field.

5 If you want to enable the UAS limit, select Yes.

6 To view the performance measurements, press the Results soft key to
return to the Main screen.

7 Verify the following LEDs:
— If your module is in TestPad mode, verify that the following LEDs are

green:
SONET SDH
Signal Present Signal Present
Frame Sync Frame Sync
Path Ptr Present AU Ptr Present
Concat Payload?® Concat Payload?®
Pattern Sync Pattern Sync

a. If you selected a concatenated payload when you config-
ured your test.
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— If your module is in ANT mode, verify that the following LEDs are not
red:

SONET and SDH

LOS

LOF

LSS

Ptr Justifications

8 To observe performance results, select the SONET or SDH result group,
and then select the result category for the specification you specified.

Performance measurements are verified.

Monitoring the circuit

Use the monitor applications whenever you want to analyze the received signal
and pass the signal unchanged through to the unit's transmitter.

To monitor a circuit

1 Using the Test Menu, select the monitor test application for the signal,
rate, and payload you are testing (refer to Table 11 on page 47 through
Table 17 on page 58 for a list of applications).

2 Connect the module to the circuit.
3 Observe the test results.

The circuit is monitored.
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Jitter and Wander Testing

This chapter provides step-by-step instructions for measuring jitter and wander
on T-Carrier, PDH, SONET, SDH, or OTN networks using the instrument.
Topics discussed in this chapter include the following:

— “About jitter and wander testing” on page 88

— “Before testing” on page 93

— “Transmitting jitter” on page 93

— “Manually measuring jitter” on page 95

— “Automatic Measurement Sequences” on page 96
— “Transmitting wander” on page 103

— “Measuring and analyzing wander” on page 104
— "“1PPS Analysis” on page 109
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About this Manual

This prefix explains how to use this manual. Topics discussed include the
following:

— “Purpose and scope” on page xviii
— “Assumptions” on page xviii
— “Terminology” on page xviii

— “Ethernet, IP, TCP/UDP, Fibre Channel, and IP Video Testing Manual” on
page xx

— “Conventions” on page xxi
— “Safety and compliance information” on page xxii
— “Technical assistance” on page xxii
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Purpose and scope

Purpose and scope

The purpose of this manual is to help you successfully use the Ethernet, IP, TCP/
UDP, Fibre Channel, and IP Video test capabilities of the MSAM, Transport Module
and the 40G/100G High Speed Transport Module.

This manual includes task-based instructions that describe how to configure,
use, and troubleshoot the general functions of your instrument.

Assumptions

This manual is intended for novice, intermediate, and experienced users who
want to use the 40G/100G High Speed Transport Module, Transport Module or
Multiple Services Application Module effectively and efficiently. We are
assuming that you have basic computer experience and are familiar with basic
telecommunication concepts, terminology, and safety.

Terminology

XViil

The T-BERD 8000 is branded as the MTS-8000 in Europe, and it is inter-
changeably referred to as the T-BERD 8000, MTS 8000, MTS-8000, MTS8000
and Media Test Set 8000 throughout supporting documentation.

The T-BERD 6000A is branded as the MTS-6000A in Europe, and it is inter-
changeably referred to as the T-BERD 6000A, MTS 6000A, MTS6000A and
Media Test Set 6000 throughout supporting documentation.

The following terms have a specific meaning when they are used in this
manual:

— Assembly—Used throughout this manual to refer to a complete set of
components assembled as an instrument and used for testing. This
manual supports three assemblies: The Transport Module assembly,
consisting of an T-BERD/MTS 8000 base unit and Transport Module, the
MSAM assembly, consisting of a MSAM, Physical Interface Modules
(PIMs), and a T-BERD/MTS 6000A base unit, and a DMC assembly,
consisting of up to two MSAMs, up to four PIMs, a Dual Module Carrier
(DMC), and a T-BERD/MTS 8000 base unit.

— Application module—Used throughout this manual to refer to the compo-
nent that provides test functionality to the assembled instrument. This
manual supports two application modules: the Transport Module, and the
MSAM.

— Component—Used throughout this manual to refer to an individual hard-
ware component which is connected to the other components to build a
test instrument (assembly). This manual supports the following compo-
nents: the Transport Module, the MSAM, and the DMC. The base units are
documented in separate manuals.

— T-BERD/MTS 8000—The family of products, typically a combination of a
base unit, a battery module, and one or more application modules. The
Dual Module Carrier (DMC) can be used on the T-BERD / MTS 8000 plat-
form to test using two MSAMSs.
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— Base unit—The unit which connects to the application module and power
adapter, providing the user interface and a variety of connectivity and work
flow tools. If optioned to do so, the base unit also allows you to measure
emitted power, received power, and optical link loss on fiber optic
networks.

— DMC—Dual Module Carrier. The DMC is a two slot chassis which you can
connect to the T-BERD / MTS 8000 base unit to test using up to two
MSAM application modules and four Physical Interface Modules (PIMs).

— MSAM Multiple Services Application Module—Referred to generically
as “the instrument” when inserted in the T-BERD / MTS 6000A base unit or
the DMC with a PIM. The MSAM provides testing functionality for the base
unit.

— PIM—The physical interface module inserted into one of up to two ports
provided on the MSAM chassis. PIMs supply the physical connectors
(interfaces) required to connect the MSAM to the circuit under test. A
variety of cables, SFPs, and XFPs are offered as options, and can used to
connect the PIMs to the circuit.

— Transport Module—Referred to generically as “the instrument” when
connected to the T-BERD / MTS 8000 base unit. The Transport Module
provides testing functionality for the base unit.

— Battery Module—The module connected to the back of the T-BERD /
MTS 8000 base unit, which supplies power whenever it is not provided
using the power adapter.

— 0OC-n—Used to refer to each of the optical SONET rates supported by the
instrument (OC-3, OC-12, OC-48, and OC-192), where “n” represents the
user-selected line rate.

— STM-n—Used to refer to each of the optical SDH rates supported by the
instrument (STM-1, STM-4, STM-16, and STM-64), where “n” represents
the user-selected line rate.

— STS-1—Used to refer to the electrical equivalent of OC-1 (51.84 Mbps)
supported by the instrument.

— STM-1le—Used to refer to the electrical equivalent of STM-1
(155.52 Mbps) supported by the MSAM.

— OTN—Optical Transport Network.

— OTU1—Optical Transport Unit 1. A 2.7G OTN signal designed to carry a
SONET OC-48 or SDH STM-16 client signal. OTU1 is used on the user
interface to identify the applications used for 2.7G OTN testing.

— OTU2—Optical Transport Unit 2. A 10.7G, 11.05G, or 11.1G OTN signal
designed to carry SONET OC-192, SDH STM-64, or 10GigE Ethernet
WAN and LAN client signals. OTUZ2 is used on the user interface to identify
the applications used for 10.7G, 11.05G, or 11.1G OTN testing.

— OTU3 — Optical Transport Unit 3. A 43G OTN signal designed to carry
40GigE BERT signals. OTU3 is available on the 40G/100G High Speed
Transport Module.

— OTU4 — Optical Transport Unit 4. A 111.8G OTN signal designed to carry
100GigE Ethernet BERT and ODU4 encoded signals. OTU4 is available
on the 40G/100G High Speed Transport Module.

— 1GigE—Used to represent 1 Gigabit Ethernet.

— 10GigE—Used to represent 10 Gigabit Ethernet.

— 40GigE — Used to represent 40 Gigabit Ethernet.

— 100GigE — Used to represent 100 Gigabit Ethernet.
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— FC—Used to represent Fibre Channel.

— JDSU Ethernet test set—A test set marketed by JDSU and designed to
transmit an Acterna Test Packet (ATP) payload. ATP packets carry a time
stamp used to calculate a variety of test results. The FST-2802 TestPad,
the SmartClass Ethernet tester, the HST with an Ethernet SIM, the
T-BERD/MTS 8000 Transport Module, and the MSAM can all be config-
ured to transmit and analyze ATP payloads, and can be used in
end-to-end and loopback configurations during testing.

— SFP—Small Form-factor Pluggable module. Used throughout this manual
to represent pluggable optical modules.

— XFP—10 Gigabit small form-factor pluggable module. Used throughout
this manual to represent pluggable optical modules used to connect to the
family of 10 Gbps circuits (ranging from 9.95 Gbps to 11.3 Gbps).

— QSFP+ — Quad Small Form-Factor Pluggable optical transceiver. A
variety of optional QSFP+s are available for testing 40 Gigabit fiber
circuits.

— CFP — C Form-Factor Pluggable optical transceiver. A variety of optional
CFPs are available for testing 100Gigabit fiber circuits.

— Xv—Used as a suffix throughout the user interface for virtual channels
carried in a SONET or SDH container, where X serves as a placeholder for
the number of virtual channels, and “v” indicates that the concatenation is
virtual (rather than true concatenation). For example, if you are testing
virtual channels carried in a high order STS-3c, you would select an
STS-3c-Xv payload when you launched your application. You can then
specify the number of members (channels) when you create the virtual
channel group (VCG).

Ethernet, IP, TCP/UDP, Fibre Channel, and IP Video Testing Manual
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This is the Ethernet, IP, TCP/UDP, Fibre Channel, and IP Video testing manual
for the MSAM and the Transport Module. The manual is application-oriented
and contains information about using these instruments to test service carried
on each of the listed networks. It includes an overview of testing features,
instructions for using the instruments to generate and transmit traffic over a
circuit, and detailed test result descriptions. This manual also provides contact
information for JDSU’s Technical Assistance Center (TAC).

Use this manual in conjunction with the following manuals:

— 8000 Base Unit User Manual. This manual provides an overview, specifi-
cations, and instructions for proper operation of the base unit (The 40G/
100G High Speed Transport Module requires the 8000E Base Unit).

— 6000A Base Unit User Manual. This manual provides an overview, specifi-
cations, and instructions for proper operation of the base unit.

— Dual Module Carrier, Transport Module, and MSAM Getting Started
Manual. This manual provides an overview of the connectors provided on
the hardware components, instructions for connecting to the circuit you are
testing, and specifications for the hardware components.

— PDH, SONET, SDH, NextGen, and OTN Testing Manual. This manual
provides instructions for testing each of the services listed, and detailed
test result descriptions. When using your instrument for NextGen and OTN
testing, details concerning SONET and SDH settings and test results are
provided in this manual.
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— Remote Control Reference Manual. This manual provides the remote
control commands used when developing scripts to automate your testing.
This manual is provided electronically on the USB stick.

L/ NOTE:

Many applications also require you to purchase and install certain testing
options; others require specific hardware connectors to connect to circuits
for testing. For example, if your instrument does not have a connector or
PIM designed to support 1GigE Optical testing, you can not transmit and
analyze a signal or traffic over a 1GigE circuit.

You can quickly determine whether or not your instrument supports certain
applications by exploring the technologies, rates, and test modes presented
on the Test menu and by reviewing the settings available when you config-
ure a test.

Conventions

This manual uses conventions and symbols, as described in the following
tables.

Table 1 Typographical conventions

Description Example

User interface actions and buttons or Press the OK key.
switches you have to press appear in
this typeface.

Code and output messages appear in All results okay

this typeface.

Text you must type exactly as shown Type: a:\set.exe in the dialog box.
appears in this typeface.

Variables appear in this typeface. Type the new hostname.

Book references appear in this type- Refer to Newton’s Telecom Dictionary
face.

Table 2 Keyboard and menu conventions

Description Example

A plus sign +indicates simultaneous Press Ctrl+s
keystrokes.

A comma indicates consecutive key Press Alt+f,s
strokes.

A slanted bracket indicates choosing a On the menu bar, click
submenu from menu. Start > Program Files.
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Table 3 Symbol conventions

This symbol represents a general hazard.

This symbol represents a risk of explosion.

& This symbol represents a risk of electrical shock.
4

‘ This symbol represents a Note indicating related information or tip.

This symbol, located on the equipment, battery, or packaging
indicates that the equipment or battery must not be disposed of
in a land-fill site or as municipal waste, and should be disposed
of according to your national regulations.

Safety and compliance information

Safety and compliance information for the instrument are provided in printed
form and ship with your instrument.

Technical assistance

XXii

Table 4 lists contact information for technical assistance. For the latest TAC
information, go to www.jdsu.com or contact your local sales office for assis-
tance. Contact information for regional sales headquarters is listed on the back
cover of this manual.

Table 4 Technical assistance centers

Region Phone Number

Americas 1-855-ASK-JDSU (option #3) (1-855-275-5378, option #3)
301-353-1550 tac@jdsu.com

hotline.europe@jdsu.com

Europe, Africa, +49 (0) 7121 86 1345

and Mid-East (JDSU Germany)
Asia and the +852 2892 0990
Pacific (Hong Kong)

+86 10 6655 5988
(Beijing-China)

During off-hours, you can request assistance by doing one of the following:
leave a voice mail message at the Technical Assistance number, e-mail the
North American Technical Assistance Center, tac@jdsu.com, or submit your
question using our online Technical Assistance Request form at
www.jdsu.com.
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Basic Testing

This chapter explains basic testing concepts and procedures common to each
Ethernet, IP, TCP/UDP, Fibre Channel, or IP Video test. Detailed information
about concepts and procedures shared by all supported test applications are
provided in the Getting Started manual that shipped with your instrument or
upgrade,

Topics discussed in this chapter include the following:

— “Step 1: Selecting a test application” on page 2

— “Step 2: Configuring a test” on page 2

— “Step 3: Connecting the instrument to the circuit” on page 3
— “Step 4: Starting the test” on page 3

— “Step 5: Viewing test results” on page 4

— “Running multiple tests” on page 5
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Step 1: Selecting a test application

Step 1: Selecting a test application

The Test menu on the Main screen lists each of the available test applications.

If you are testing using an MSAM, the applications are listed for the PIM or
PIMs that are inserted in your Transport Module chassis. If you have a dual
port chassis, by default, the first application you select will be for port 1 (P1).

To select an application
1 Select Test. The Test menu appears.

2 Select the technology (for example, Ethernet), signal, payload, and test
mode for your test application.

The instrument displays a message asking you to wait while it loads the
application.

3 Wait for the Main screen to appear, and then proceed to “Step 2: Config-
uring a test” on page 2.

The test application is selected.

NOTE:

When testing using an MSAM, only the applications for currently inserted
PIMs will appear on the Test menu. For example, if an SFP and XFP PIM
are inserted in the Transport Module chassis, you will not see DS1 applica-
tions.

Other applications, such as the Mac-in-Mac or NextGen GFP applications
only appear if you purchased the associated testing options.

Step 2: Configuring a test

Before you configure a test, be certain to complete the information that you
want to include when you generate reports of your test results. For details,
refer to the Getting Started manual that shipped with your instrument.

Configuring a test involves displaying the setup screens, specifying test
settings, and optionally saving the test setup. Key settings are also available
on the Main screen, on the Quick Config tabs. Changing key settings while
running a test (for example, changing the pattern transmitted) triggers an auto-
matic restart of the test.

To display the setup screens

1 Using the Test menu, select a test application (see “Step 1: Selecting a
test application” on page 2).

2 Select the Setup soft key.
A setup screen with a series of tabs appears. The tabs displayed vary
based on the test application you selected.

3 To navigate to a different setup screen, select the corresponding tab at the
top of the screen. For example, to display the Traffic setup screen, select
the Traffic tab.
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Step 3: Connecting the instrument to the circuit

Step 3: Connecting the instrument to the circuit

For detailed instructions on connecting your instrument to the circuit, refer to
the Getting Started Manual.

When connecting the unit to optical circuits, bear in mind that applied power
must not exceed the power level specified on the panel for each optical
connector.

Step 4: Starting the test

After you configure a test, connect the unit to the circuit, and, if appropriate,
turn the laser ON.

— If you are running an Ethernet, OTN, Fibre Channel, or NextGen applica-
tion (launched from the SONET or SDH test menu options), you must turn
the laser ON (if you are testing an optical circuit), and then actively Start
Traffic (using the action button).

— If you are running an Ethernet or Fibre Channel application, and you would
like your unit to transmit traffic automatically, you can enable the automatic
traffic generation feature. For details, see “Enabling automatic traffic trans-
mission” on page 32 in Chapter 4 “Ethernet and IP Testing”.

NOTE: Temperature stabilized lasers

When testing 10 Gigabit, 40 Gigabit or 100Gigabit optical circuits, some
lasers (particularly 1550 nm lasers) are temperature stabilized; therefore,
they need to reach a certain temperature before you can use them to trans-
mit a signal. This is expected behavior, and does not indicate that there is
something wrong with the laser or test instrument.

It typically takes up to one minute for the temperature to stabilize. If you have
turned the laser on, but no signal is present on the receiving instrument or
device, simply wait for one minute.

After you start a test, use the buttons at the bottom of the screen to perform
actions such as turning the laser on and off, starting and stopping traffic,
starting and stopping a local loopback, and inserting errors, anomalies, alarms,
or defects. Table 5 lists some common Action buttons.

Table 5 Action buttons

Button Action

Laser On/Off! Turns the laser on or off when testing optical rates.

Insert Error/Anomaly Inserts an error or anomaly into the transmitted traffic.

Insert Alarm/Defect Inserts an alarm or defect into the transmitted traffic.

Start Traffic/Stop Traf- Starts or stops transmission of Ethernet, IP, Fibre

fic Channel, OTN, TCP/UDP, or GFP traffic over the cir-
cuit.

1. You can optionally configure optical standard Ethernet and Fibre Channel applications to
automatically transmit traffic after you turn the laser ON.
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Step 5: Viewing test results

Setting the result group and
category

Additional test result
information

Test results appear in the Results Windows of the Main screen.

To set the result group and category

1 Using the Test menu, select a test application see “Step 1: Selecting a test
application” on page 2), and then configure your test (see “Step 2: Config-
uring a test” on page 2).

2 Select the Results soft key to return to the Main screen.

3 Connect your module to the circuit (see “Step 3: Connecting the instru-
ment to the circuit” on page 3).

4 If you are testing an optical interface, select the Laser button.

5 If you selected an Ethernet, Fibre Channel, or SONET/SDH GFP test
application, select the Start Traffic button to start generating and
analyzing traffic.

Results appear in the Results Windows.

6 Optional. Insert errors or anomalies into the traffic stream, or use the
Action buttons to perform other actions. These buttons only appear if appli-
cable to your test application.

7 Use the Group and Category buttons to specify the type of results you
want to observe. Figure 1 illustrates buttons for a standard Ethernet appli-
cation.

HEthernet = [ L? Link Stats =

Figure 1 Result Group and Category buttons

Results for the category you selected appear in the result window.

8 Optional. To observe results for a different group or category in another
result window, press the buttons at the top of the window to specify the
group and category.

For descriptions of each result, refer to Chapter 13 “Test Results”.

TIP:

If you want to provide a screen shot of key test results, on the Main screen,
select Tools > Capture Screenshot. A screen shot will be captured and
stored as a JPG file in the Zacterna/user/disk/bert/images folder.
You can include the screen shot when you create reports.

For detailed information on the following topics, refer to the Getting Started
manual that shipped with your instrument or upgrade.

— Expanding and collapsing result measurements
— Changing the result layout

— Using the entire screen for results

— About histogram results

— Viewing a histogram
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About the Event log

About result graphs

Clearing History results

Creating and maintaining Custom result groups

For descriptions of each result, refer to Chapter 13 “Test Results”.

Running multiple tests

You can significantly reduce your testing time by terminating traffic over
multiple circuits simultaneously.

For example, if your instrument is configured and optioned to do so, you can
transmit traffic from the SFP and XFP PIMs to a network element, and then
loop the traffic back to your unit to analyze the signals and verify that the
network element is operating properly.

In addition, you can display two test result windows side-by-side using the Dual
Test View button.

For details, refer to the Getting Started manual that shipped with your instru-
ment or upgrade.
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3.072G Optical Testing

This chapter provides information on testing 3.072G Optical services using the
MSAM. Topics discussed in this chapter include the following:

“About 3.072G Optical testing” on page 8
“BER Testing 3.072G Optical Layer 1” on page 8
“Monitoring 3.072G Optical Layer 1” on page 9
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About 3.072G Optical testing

The 3.072G Optical test is used to validate that the underlying dark fiber/
DWDM network is configured correctly to support 3.072G protocol without
errors.

If your instrument is equipped with the option, it supports both 3.072G Optical
Terminate and Monitor modes.

BER Testing 3.072G Optical Layer 1

To BER test 3.072G Optical Layerl

1 Using the Test Menu, select the 3.072G Optical Layer 1 BERT Terminate
application.

2 To specify the BER pattern, do the following:

a Select the Setup soft key, and then the Pattern tab.

b Select a pattern.

Pattern

Description

2723-1 ANSI

Selects the 222 -1 pseudorandom pattern, which gener-
ates a maximum of 22 sequential Os and 23 sequential
1s. Usually used to simulate live data for DS3 and
SONET circuits.

2723-1 Inv ANSI

Selects the inverted 223 -1 pseudorandom pattern, which

generates a maximum of 22 sequential 1s and 23
sequential 0s. Usually used to simulate live data for DS3
and SONET circuits.

Delay

223.1 PRBS with multi-Bit Error Insertion for Latency
Measurement. This is an unframed Layer 1 Pattern. This
pattern delivers energy across the entire frequency
spectrum delivering a good basic Bit Error Test for the
optical transmission line. The periodic insertion of multi-
ple bit errors permit a high-accuracy measurement of
timing in the 100s of nanoseconds range.

To measure round trip delay, use the Delay pattern.

mmy NOTE:

There must be a loop at the far end (hard cable/fiber loop or far end test set
in Mon application with Rx = Tx selected) to measure round trip delay.

C

d

e

Specify whether to link the Rx pattern to the Tx pattern.

If you did not link the Rx pattern to the Tx pattern, specify the Rx

pattern.

Press Results to return to the Main screen.

3 Connect the module to the circuit.

4 Select the Laser button.

5 Verify that the green Signal LED is illuminated.
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6 |If desired, specify the error insertion parameters at the bottom of the page
and press the Error Insert button to insert into the signal.
7 Observe the test results in the following categories:

— Interface Signal - Stats such as Signal-Losses and Loss Seconds; Rx,
Optical-Overload and Level; Frequency and Clock Specs

— 3.072G Optical BERT- Error Stats such as Pattern Sync Losses and
Pattern Sync Loss Seconds (all), Bit Error Rate, Errors and Seconds
(typical BERT patterns), or Round Trip Delay (Delay pattern).

3.072G Optical Layer 1 BERT is complete

Monitoring 3.072G Optical Layer 1

To monitor 3.072G Optical Layerl

1 Using the Test Menu, select the 3.072G Optical Layer 1 BERT Monitor/
Thru application.

2 To specify the BER pattern, do the following:
a Select the Setup soft key, and then the Pattern tab.

b Specify the Rx Pattern.
To monitor round trip delay, use the Delay pattern.
my  NOTE:

The Rx Pattern selection specifies which pattern to analyze, it does not
change the transmit data from the terminating unit.

¢ Press Results to return to the Main screen.

Connect the module to the circuit.

If you are testing an optical interface, select the Laser button.
Verify that the green Signal LED is illuminated.

Press the Restart soft key.

N oo 0o B~ W

Observe the test results in the following categories:

— Interface Signal - Stats such as Signal-Losses and Loss Seconds; RX,
Optical-Overload and Level; Frequency and Clock Specs

— 3.072G Optical BERT- Error Stats such as Pattern Sync Losses and
Pattern Sync Loss Seconds (all), Bit Error Rate, Errors and Seconds
(typical BERT patterns), or Round Trip Delay (Delay pattern).

You are monitoring 3.072G Optical layer 1.
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CPRI/OBSAI Testing

This chapter provides information on testing CPRI services using the MSAM.
Topics discussed in this chapter include the following:

— “About CPRI/OBSAI testing” on page 12

— “Layer 1 BER Testing” on page 12

— ‘“Layer 2 CPRI testing” on page 15

— ‘“Inserting errors” on page 17

— “Monitoring CPRI or OBSAI layer 1” on page 17
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About CPRI/OBSAI testing

Common Public Radio Interface (CPRI) protocol is used on 3G/4G wireless
network deployments to implement a more cost effective distributive wireless
base station architecture. CPRI is the communication protocol used to
synchronize, control, and transport data between the radio controller and
remote radio heads. The CPRI test is used to validate that the underlying dark
fiber/DWDM network is configured correctly for these new rates and meet
CPRI service requirements.

Open Base Station Architecture Initiative Reference Point 3 (OBSAI RP3)
refers to the interface between the baseband and RF components within a
cellular base station. The OBSAI test is used to verify the CWDM links between
the Central Office and the base station.

CPRI Layer 2 testing enables field technicians to verify that fiber installation is
correctly performed and CPRI Link is functional before the Radio Equipment
Controller at the central office is installed and connected to the overall system.

NOTE:
CPRI /OBSAI testing is only applicable to 8000 UIMv2 or higher.

Layer 1 BER Testing

12

If your instrument is optioned to do so, you can BERT over CPRI or OBSAI.

To BER test CPRI or OBSAI

1 Using the Test Menu, select the CPRI or OBSAI Layer 1 BERT Terminate
application.

Protocol Frequency Layer 1 BERT Applications

CPRI 614.4M P1 Terminate
P2 Terminate

1228.8M P1 Terminate
P2 Terminate

2457.6M P1 Terminate
P2 Terminate

3072.0M P1 Terminate
P2 Terminate

4915.2M P1 Terminate
P2 Terminate

6144.0M P1 Terminate
P2 Terminate

9830.4M P1 Terminate
P2 Terminate

OBSAI 3072.0M P1 Terminate
P2 Terminate

6144.0M P1 Terminate
P2 Terminate

Ethernet, IP, TCP/UDP, Fibre Chan., VoIP, and Video Testing Manual



mw NOTE:

Chapter 3 CPRI/OBSAI Testing
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You must use a XFP if testing CPRI at 9.8G, or a SPF+ for 4.9G and 6.1G.

2 To specify the BER pattern, do the following:

a Select the Setup soft key, and then the Pattern tab.

b Select a pattern.

Pattern

Description

2723-1 ANSI

Selects the 222 -1 pseudorandom pattern, which gener-

ates a maximum of 22 sequential Os and 23 sequential
1s. Usually used to simulate live data for DS3 and
SONET circuits.

2723-1 Inv ANSI

Selects the inverted 223 -1 pseudorandom pattern, which
generates a maximum of 22 sequential 1s and 23
sequential 0s. Usually used to simulate live data for DS3
and SONET circuits.

Delay

223.1 PRBS with multi-Bit Error Insertion for Latency
Measurement. This is an unframed Layer 1 Pattern. This
pattern delivers energy across the entire frequency
spectrum delivering a good basic Bit Error Test for the
optical transmission line. The periodic insertion of multi-
ple bit errors permit a high-accuracy measurement of
timing in the 100s of nanoseconds range.

Test Patterns

Includes:

— D6.6 D25.6

— 2723-1 ANSI

— 27"23-1 Inv ANSI

— Delay

— 2731-1 (only available for 9.8G test)

— 2723-1 Inv (only available for 9.8G test)

These patterns are formatted using the 8B/10B symbol framing format.
This allows these patterns to be passed by network elements that
require basic synchronization messages as built into 8B/10B framing.
These patterns are therefore intended to confirm the ability of the Phys-
ical Coding Sub-layer (PCS) of equipment that implements 8B/10B to
properly synchronize to another element under specific conditions.
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Figure 2 through Figure 4 show the details of the specific 8B/10B
Encoded test patterns for CPRI and OBSAI used to verify the correct
operation of the RF/Baseband interface. The Pseudo-Random Bit
Sequence (PRBS) will be inserted as shown in Figure 4 on page 14.

1 x CPRI hyperframe

D6.6 | D266(] D66 | D256 [) D66 | «« o [P256(] Do

163840b

1 x CPRI hyperframe

e [ D266 D [D256() w:nas.aq_ D66
A

163840b

K28.5 (RD = +1} = 1100000101
K28.5 (RD =-1) = 0011111010
D25.6 = 1001100110
D6.6 =0110010110
D26.6 = 0101100110

Figure 2 Test pattern (D6.6 D25.6) frame for CPRI

1 x OBSAI RP3
message group

D66 | D266(] D66 | D256 [) D66 |-+ «[ D256 D66

4000b
1 x OBSAI RP3

F
message g%
-1

D66 | D266 | D66 [ D256 D66 |- .| D256l D66

4000b

K28.5 (RD = +1) = 1100000101
K28.5 (RD =-1) = 0011111010
D25.6 = 1001100110
D66 =0110010110
D26.6 = 0101100110

Figure 3 Test pattern (D6.6 D25.6) frames for OBSAI
Sync h
Byte

163840b
Sync
h 1 x CPRI hyperframe

1x CPRI hyperframe

Des [o2s8] | PRBS

oes [D266|  PRBS

163840b

K28.5 (RD = +1) = 1100000101
K28.5 (RD = -1) = 0011111010
D256 (RD = 0) = 1001100110
D6.6 (RD =0} =0110010110
D26.6 (RD = 0) = 0101100110

Figure 4 Test pattern (PRBS) frames for CPRI

To measure round trip delay, use the Delay pattern. NOTE: There must
be a loop at the far end (hard cable/fiber loop or far end test set in Mon
application with Rx = Tx selected) to measure round trip delay.

¢ Specify whether to link the Rx pattern to the Tx pattern.
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d Select the Tx Pattern. If you did not link the Rx pattern to the Tx
pattern, also specify the Rx pattern.

e Select the Payload Analysis checkbox if you'd like to see pattern
sync, bit errors, etc. reported in the Results.

f Press Results to return to the Main screen.
3 Connect the module to the circuit. Select either SFP1 or SFP2.
4 If you are testing an optical interface, select the Laser button.

5 If the Tx Frequency needs to be offset, select the Actions tab at the
bottom of the page and then select the Offset Tx Freq button. This will
activate the available offset frequency options. Select the desired offset.

6 To insert errors into the transmission, select the Error tab at the bottom of
the page and then select from the available Error Types, Insertion Types
and insertion Rates. Press the Insert Error button to initiate error inser-
tion.

7 Press the Start BERT Pattern action button to start inserting the BERT
pattern.

This button appears when using the typical BERT patterns; it does not
apply if you are using the Delay pattern.

8 Verify that the green Signal LED is illuminated.
CPRI/OBSAI layer 1 BERT is complete.

Layer 2 CPRI testing

If your instrument is optioned to do so, you can set Overhead Bytes, configure
a payload and perform BER testing (with optional alarm insertion) of your CPRI
circuit.

NOTE:
CPRI Layer 2 testing is not applicable to MSAMvV1.

To configure Layer 2 CPRI testing
1 Using the Test Menu, select a CPRI Layer 2 BERT Terminate application.

Protocol Frequency Applications

CPRI 2457.6M Layer 2 BERT Terminate
3072.0M Layer 2 BERTTerminate
4915.2M Layer 2 BERTTerminate
6144.0M Layer 2 BERTTerminate

2 Select the Setup soft key, and then the CPRI tab.
a Define the Port Type and Start-Up Sequence.

b If the Start-Up Sequence is Bypass, specify the Protocol version.
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Inserting alarms

¢ Specify the Control and Management parameters, if necessary.
— HDLC rate (or No HDLC).
— Whether the Ethernet Channel is enabled.

— If the Ethernet Channel is enabled, enter the Ethernet Subchannel
Number.

Select the Pattern tab.
a Select a Pattern Mode.
b Select the desired pattern from the list of available patterns.

If service disruption detection is desired, select the Service Disruption
tab and click the Enable checkbox. Define the parameters to be detected
from the available selections.

If a timed or delayed start test is required, select the Timed Test tab and
specify the desired start times and duration.

Select the Results soft key to return to the Main screen.

Select the Laser Tab at the bottom of the screen and click the Laser On
button.

Select the CPRI result group and then choose a category to view:
— Error Stats

— Counts

— L1 Inband Protocol

You are testing CPRI layer 2.

You can insert alarms into a configured Layer 2 CPRI signal.

To insert alarms

1
2
3

Verify the laser is active (Laser button is yellow).
Select an alarm type (R-LOS, R-LOF, RAI, SDI).

Press the Alarm Insert button.
The module inserts an alarm and the button turns yellow.

Test results associated with the alarm or defect appear in the Status result
category.
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Inserting errors

Action buttons on the Main screen allow you to insert errors into the CPRI
signal. If you turn on a particular error insertion rate, the error insertion
continues even after you restart a test or change the test configuration.

To insert errors

1 If you are inserting errors, select one of the following error types:
— Code
- K30.7
— BIT/TSE

2 Do the following:
— Specify the Insertion Style (Single, or Rate).
— If you specified Rate, select a rate.

3 Press the Error Insert button.

Error or pause frame insertion starts. If you are inserting errors at a particular
rate, the associated button turns yellow. To stop insertion, press the corre-
sponding button again. Error insertion stops, and the associated button turns

grey.

Monitoring CPRI or OBSAI layer 1

If your instrument is optioned to do so, you can monitor CPRI or layer 1 OBSAI
links.

To monitor CPRI or layerl OBSAI

1 Using the Test Menu, select a CPRI or OBSAI Layer 1 BERT Monitor/Thru
application.

Protocol Frequenc BERT Mon/Thru
g y Applications
CPRI Layer 1 614.4M P1 Mon/Thru
P2 Mon/Thru
1228.8M P1 Mon/Thru
P2 Mon/Thru
2457.6M P1 Mon/Thru
P2 Mon/Thru
3072.0M P1 Mon/Thru
P2 Mon/Thru
4915.2M P1 Mon/Thru
P2 Mon/Thru
6144.0M P1 Mon/Thru
P2 Mon/Thru
9830.4M P1 Mon/Thru
P2 Mon/Thru
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8
9

Protocol Frequenc BERT Mon/Thru
q y Applications
CPRI Layer2 2457.6M Mon/Thru
3072.0M Mon/Thru
4915.2M Mon/Thru
6144.0M Mon/Thru
OBSAI 3072.0M P1 Mon/Thru
P2 Mon/Thru
6144.0M P1 Mon/Thru
P2 Mon/Thru

To specify the BER pattern, do the following:

a Select the Setup soft key, and then the Pattern tab.

— For Layer 1 CPRI/OBSAI -Select the Payload Analysis checkbox if
you'd like the test set to analyze the received BERT pattern (the
payload) for errors. This will cause pattern sync, bit errors etc. to be
reported in the results.

— For Layer 2 CPRI - Select the Pattern tab.
Select the Pattern Mode desired.
Select the desired pattern from the list of available patterns.

For Layer 2 CPRI -If service disruption detection is desired, select the
Service Disruption tab and click the Enable checkbox. Define the param-
eters to be detected from the available selections.

If a timed or delayed monitoring is required, select the Timed Test tab and
specify the desired start times and duration.

Press Results to return to the Main screen.

Connect the module to the circuit. If necessary, select either SFP1 or
SFP2.

Select the Laser button.
Verify that the green Signal LED is illuminated.

Press the Restart soft key.

You are monitoring CPRI or OBSAI layer 1.
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Ethernet and IP Testing

This chapter provides information on testing Ethernet and IP services using the
MSAM. Topics discussed in this chapter include the following:

— “About Ethernet and IP testing” on page 20

— “Cable Diagnostics” on page 30

— “Adjusting the frequency of transmitted optical signals” on page 31
— “Enabling automatic traffic transmission” on page 32

— “Discovering another JDSU test instrument using J-Connect” on page 33
— “Discovering network devices” on page 37

— “Protocol Analysis” on page 39

— “Layer 1 BER testing” on page 40

— “Layer 2 testing” on page 42

— “Layer 3 testing” on page 75

— “Capturing packets for analysis” on page 91

— “Loopback testing” on page 103

— ‘“Inserting errors or pause frames” on page 103

— ‘“Inserting alarms or defects” on page 104

— “Measuring round trip delay or packet jitter” on page 105

— “Measuring one way delay” on page 105

— “Measuring service disruption time” on page 114

— “OAM service and link layer testing” on page 115

— “MAC-in-MAC testing” on page 122

— “Synchronous Ethernet testing” on page 129

— “Transmitting and analyzing PTP/1588 traffic’ on page 130
— “Discovering traffic using J-Profiler” on page 134
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About Ethernet and IP testing

If your instrument is configured and optioned to do so, you can use it to provi-
sion Ethernet and IP service, verify end-to-end connectivity, and analyze link
performance by simulating different traffic conditions. Figure 5 illustrates the
Main screen when running an Ethernet application.

Result Result  Result Test
Port Group Category
Menu Bar _’ T view Reports Topls Help ¥ P1-1GigE Layer 2 Traffic Term
11Gi Levd) (el 4
Message Bar __»Porﬂ 1GigE Layer 2 Traffic Jerm eyl (dBm) 24.4:5 0 Running 1m:28s Setup
[J
Ethernet ‘ Payload } LBM/LBR } RFC 2549 I
Quick Config—p{ on 2 || Traffic ¢ |[user Defined | 3| /128 Restart
i

LED Panel — > i

Auto Negotiation

Test Mode ' Frvﬁiza v

Port 1 :ISummary :[Status

4

¢| [Pnrt 2|5 l Ethernet

[LZ Link Counts

Received Frames 4,787,908
Transmitted Frames 13
Rx Acterna Frames 4,787,894
Tx Acterna Frames 0
Pause Frames 0
Rx VLAN Frames 0
Rx _Q—in—O Frames LIS o oosaq
Unicast Frames 4,787,908 Test

Multicast Frames 0
Broadcast Frames 0
Rx Frame Bytes 612,851,985 —
Tx Frame Bvies 16437

e

Expert
RFC 2544
Test o

ALL SUMMARY
RESULTS
OK

Toolkit

& |

Errors OAR

Interface Actions Capture

Actions Panel —ﬂ@
Connector &

Soft keys

Figure 5 MSAM Main screen (Ethernet Terminate Application)

Features and capabilities

Features and capabilities include the following when testing Ethernet or IP

service:

10/100/1000, 1 Gigabit Ethernet, 10 Gigabit LAN, 10 Gigabit WAN,
40Gigabit Ethernet and 100Gigabit Ethernet testing—Testing on each of
these circuits is supported.

JDSU Discovery—You can automatically detect other JDSU test equip-
ment on the network, and determine their services and capabilities. For
details, see “Discovering another JDSU test instrument using J-Connect”
on page 33.

Cable diagnostics—You can use the MSAM to examine the state of the
cables used to transmit 10/100/1000 electrical signals before you begin
testing. For details, see “Cable Diagnostics” on page 30.

Ping test during Setup—After entering the destination address (during
application Setup or in the Quick Config bar in the Main Menu), the validity
of the address entered can be checked in layer 3+ applications. The ping
will be sent using the currently defined frame encapsulation and will be
able to respond despite mismatched frames. Ping buttons will appear next
to the Destination IP in the Quick Config bar on the main screen and on
the IP/Source Destination Address page during Setup.

Automatic traffic transmission—You can optionally set up optical Ethernet,
IP, TCP/UDP, and Fibre Channel Traffic, Multiple Streams, and Triple Play
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applications to generate and transmit traffic automatically whenever you
turn the laser on.

— Dual port testing—You can run a dual port test in terminate or through
mode from a 10/100/1000 or 1GigE interface, and observe test results for
each port simultaneously on the Main screen. Dual port testing requires
two SFP or XFP PIMs.

— BER testing—You can verify circuit performance by sending BERT
patterns over switched (layer 2) and unswitched (layer 1) networks. You
can also configure ATP payloads carrying a BERT pattern.

— Multiple source MAC addresses—When transmitting a single stream of
Layer 2 traffic, you can simulate traffic from multiple sources by assigning
a range of MAC addresses to be carried in the frames transmitted in the
stream.

— Layer 2 transparency testing—You can transmit and analyze layer 2 traffic
with CDP, VTP, STP, and R/STP headers to verify that a circuit can support
a variety of control protocols irrespective of the transport method. For
details, see “Using J-Proof to verify layer 2 transparency” on page 70.

— Automated VLAN testing—An automated VLAN test is available that tests
a range of VLANSs by transmitting and looping back frames for each VLAN
in the range for a user-specified test period, and then comparing the
number of frames transmitted to the number received. For details, see
“Automated VLAN tests” on page 309.

— Layer 3 testing—You can perform end to end tests to verify throughput.
You can also:

— Transmit packets and determine if any are lost when looped back to
your module.

— Filter traffic using layer 3 criteria.

— Measure round trip delay. The 40G/100G High Speed Transport
Module utilizes ATP version 3 for highly accurate delay measurements
(200 nsecs).

— Send ping requests and respond to ping requests from another
Ethernet device to verify connectivity.

— Record and observe the route of traffic through the network using the
Traceroute application.

— Insert IP checksum errors into the traffic stream.
— Insert Acterna payload errors into the traffic stream.

— J-Profiler traffic explorer—You can use the J-Profiler application to auto-
matically discover and monitor up to 128 streams of traffic that satisfy your
profile criteria on 10/100/1000 electrical, 100M optical, and 1GigE optical
circuits. For details, see “Discovering traffic using J-Profiler” on page 134.

— PPPoE support—If your instrument is configured and optioned to do so,
you can configure your unit to emulate a PPPoE client or server, login to a
PPP peer to establish a PPPoE session, and then transmit IPv4 packets
over an Ethernet circuit for analysis. For details, see “Specifying the data
mode and link initialization settings” on page 75 and “Configuring MPLS
traffic” on page 77.

— IPv6 support—If you purchased the IPv6 Traffic option, you can transmit
and analyze IPv6 traffic using the terminate and monitor/thru applications.
When configuring your test, you can specify the required addresses manu-
ally, or you can use stateless or stateful auto-configuration to assign
addresses for you.

— Packet capture and analysis—If your instrument is configured and
optioned to do so, you can use it to capture transmitted and received data,
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save it on the instrument or to a USB key, and then either send the data to
another technician for analysis, or analyze it yourself using the Wireshark®
protocol analyzer (provided on the instrument). For details, see “Capturing
packets for analysis” on page 91. In addition, if capturing VolP packets,
the data can by analyzed with the PVA-1000 utility from JDSU.

NOTE: PVA-1000 is used for VolP analysis only.

MPLS and VPLS testing—If you purchase the MPLS/VPLS test option,
you can configure your unit to generate, transmit, and analyze MPLS and
VPLS encapsulated frames when testing and qualifying core and metro
networks. For details, see “Configuring MPLS over Ethernet tests” on
page 28 and “Configuring Ethernet VPLS tests” on page 27.

Q-in-Q testing—You can configure, transmit, and analyze traffic carrying
SVLAN and CVLAN tags per IEEE 802.1ad to verify that your network can
support and prioritize traffic for multiple customers without conflicts. You
can also specify a user-defined TPID for the service provider when trans-
mitting and filtering Q-in-Q encapsulated traffic. For details, see “Config-
uring Q-in-Q traffic” on page 50.

MiM testing—If you purchase the MiM testing option, you can transmit and
analyze MAC-in-MAC Ethernet traffic over a PBB (Provider Backbone
Bridged) network to verify end-to-end connectivity, and analyze link perfor-
mance. For details, see “MAC-in-MAC testing” on page 122.

Stacked VLAN—If your instrument is configured and optioned to do so,
you can configure, transmit, and analyze L2 traffic carrying SVLAN and
CVLAN tags per IEEE 802.1ad to verify that your network can support and
prioritize traffic for multiple customers without conflicts. You can also
specify a user-defined TPID for the service provider when transmitting and
filtering stacked VLAN encapsulated traffic. For details, see “Configuring
stacked VLAN traffic” on page 50.

Trigger support. The instrument supports packet capture based on a trig-
gering event. For details, see “Capturing packets based on a trigger” on
page 96.

Filters enhanced to include byte pattern filter. The instrument supports
filtering on a 16-byte pattern. For details, see “Filtering traffic using byte
pattern criteria” on page 58

Link and service layer OAM testing—OAM messages are supported,
enabling you to identify trunk problems so you can initiate a switch to a
protection path. When testing Ethernet First Mile OAM communications,
you can loopback an adjacent node or Ethernet demarcation device
(EDD), and then exchange messages with the node or device to verify that
auto-discovery and error notification are functioning properly. For details,
see “OAM service and link layer testing” on page 115.

Packet jitter testing—You can verify the integrity of triple play services
such as Video and VolP by qualifying the packet jitter characteristics of
Ethernet circuits. For details, see “Measuring round trip delay or packet
jitter” on page 105.

OTN testing—If you purchased a MSAM configured for OTN testing, you
can generate and transmit 10 Gigabit LAN Ethernet payloads at OTU-2
line rates (11.05G and 11.1G) or 1 Gigabit Ethernet payloads utilizing
ODUO multiplexing carried in an OTU-2 or OTU-1 wrapper over an OTN
circuit. If you purchased a 40G/100G High Speed Transport Module
configured for OTN testing, you can generate and transmit Bulk BERT
payloads at OTU-3 line rates (43.02G) or OTU4 line rates (111.8G) and
100 Gigabit Ethernet payloads utilizing ODU4 multiplexing carried in an
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OTU-4 wrapper over an OTN circuit. For details, see the PDH, SONET,
SDH, NextGen, and OTN Testing Manual that shipped with your instru-
ment or upgrade.

NextGen GFP testing—If your instrument is configured and optioned to do
S0, you can use it to transmit and analyze generic framing procedure
(GFP) traffic carrying Ethernet frames over a legacy SONET or SDH
circuit, and then run layer 2 and layer 3 Ethernet tests to verify that
network performance conforms to all applicable ITU-T and IEEE stan-
dards. For details, see the PDH, SONET, SDH, NextGen, and OTN
Testing Manual that shipped with your instrument or upgrade.

Test Access Management (TAM)—If your instrument is configured and
optioned to do so, you can now use it to remotely log into and provision
network elements such as switches and routers from a Mobility Switching
Center (MSC). You can also use your instrument to emulate a router on
the network end of the Ethernet Transport Service (ETS), run an

RFC 2554 script to put a Network Interface Device (NID) in loopback
mode, transmit traffic, then analyze looped back traffic to determine link
characteristics such as throughput and latency. For details, see “Testing
using TAM automation” on page 324 of Chapter 12 “Automated Testing”.

One way delay measurements—If your instrument is configured and
optioned to do so, you can measure delay in one direction on a circuit. For
details, see “Measuring one way delay” on page 105.

When you configure your module for testing, graphical displays of Ethernet
frames and IP packets are provided on the setup tabs for the application you
selected. You can specify frame or packet characteristics for transmitted and
filtered traffic by selecting the corresponding field on the graphic, and then
entering the value for transmitted or filtered traffic. Colored fields can be edited;
fields in grey can not be modified.

Figure 6 illustrates the frame settings for a layer 2 traffic test, with the Data field
selected.

Interface | Ethernet ‘ J-Proof ‘ DA ‘ Traffic ‘ Capture ‘ Filters ‘ Timed Test ‘

Encapsulation [VLAN H ] Test hode [Trafﬁc H
Frame Type [DIX H ]
Frame Zize (Bytes) [256 H ]

DA SA VLAN | Data

Tx Payload [Acterna H ] Acterna Payload Fill Pattern H

AR
Acterna Fill Pattern

Figure 6 Frame Settings

For details on each of the settings, see “Specifying Ethernet frame settings” on
page 45 and “Specifying Ethernet filter settings” on page 51.
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Packet settings

Ethernet and IP test
applications

Figure 7 illustrates the IP packet settings for a layer 3 traffic test.

Length Type [Packet Length ¢| Calc. Frame Size (bytes) 146

Packet Length (bytes) [128 ¢|

Configure Qutgoing Packets:

Protocal

Zource IP Address

Dest. IP Address

Data

Tx Payload Fill Byte +| Fill Byte 00

Figure 7 IP Packet Settings

For details on each of the settings, see “Specifying transmitted IPv4 packet
settings” on page 80 and“Specifying IPv4 filter settings” on page 82

This release supports the layer 2 and layer 3 applications listed in Table 6.

— MiM applications are listed in Table 7 on page 25.

— Layer 4 TCP/UDP applications are listed in Table 15 on page 148 of
Chapter 6 “TCP/UDP Testing”.

— Multiple Streams applications are listed in Table 16 on page 166 of
Chapter 7 “Triple Play and Multiple Streams Testing”

— Triple Play applications are listed in Table 18 on page 179 of
Chapter 7 “Triple Play and Multiple Streams Testing”.

— Loopback applications are listed in Table 19 on page 194 of
Chapter 8 “Loopback Testing”.
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Table 6 Ethernet and IP applications

. . . 40Gig &
L 100M 1 GigE 10 GigE 10 GigE >
Application Test Mode 10/100/1000 Optical Optical LAN WAN 100_G|g
Optical

Layer 1 PCS Terminate N/A N/A N/A N/A N/A S

Layer 1 BERT Terminate N/A N/A v Y v N/A
Monitor/Through

Layer 2 Patterns Terminate N/A N/A S Y N/A N/A

Layer 2 Traffic Terminate v \ v \/ \ v
Monitor y y
Monitor/Through v N S v

Layer 3 Ping! Terminate v \ S Y \ S

Layer 3 Traceroute! Terminate v \ S Y \ S

Layer 3 Traffict Terminate V \ y J \ V
Monitor y y
Monitor/Thru J y J J

1. IPv4 and IPv6 applications are available. IPv4 and IPv6 applications are also available when running layer 3 and layer 4 multiple streams
terminate applications.

MiM test applications  If your instrument is optioned to do so, this release supports the MiM
(MAC-in-MAC) applications listed in Table 7.

Table 7MiM applications

Interface Application Test Mode

10/100/1000 MiM Traffic Terminate
Monitor

100M Optical MiM Traffic Terminate
Monitor

1GigE Optical MiM Traffic Terminate
Monitor

10GigE LAN MiM Traffic Terminate
Monitor/Through

MPLS-TP test applications  If your instrument is optioned to do so, this release supports the MPLS-TP
applications listed in Table 8.

Table 8 MPLS-TP applications

Interface Application Test Mode
10/100/1000 Layer 2 MPLS-TP Traffic Terminate
100M Optical Layer 2 MPLS-TP Traffic Terminate
1GigE Optical Layer 2 MPLS-TP Traffic Terminate
10GigE LAN Layer 2 MPLS-TP Traffic Terminate
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PTP/1588 test applications

Configuring applications in
Dual Through mode

If your instrument is optioned to do so, this release supports the PTP/1588
applications listed in Table 9.

Table 9 PTP/1588 applications

Interface Application Test Mode

10/100/1000 Layer 2 PTP/1588 Terminate
Layer 4 PTP/1588

100M Optical Layer 2 PTP/1588 Terminate
Layer 4 PTP/1588

1GigE Optical Layer 2 PTP/1588 Terminate
Layer 4 PTP/1588

When configuring applications in Dual Through modes, you must specify test
and traffic settings for each port.

If you are currently running tests using both ports, you must remove one test
before launching a Dual Through mode application.

To configure an application using two ports

1 Launch an application in Dual Through mode.

2 Use the Port Selection soft key to select a port.

3 Configure the test running on the port. The settings you specify will apply
only to the currently selected port.

4 Use the Port Selection soft key to select the second port, then configure
the second test.

When running applications in Dual Through mode, the user interface behaves
as follows:

Quick Config settings—The Quick Config tab located under the Message
Bar, provides key settings required to configure the currently selected Port.
Changing a setting that prompts an automatic restart on one port also restarts
the test or script running on the other port.

LEDs—LEDs are provided for Port 1 and Port 2 (see Figure 5 on page 20).
Action Panel—The Action buttons affect the currently selected port.

Restart Soft key—The Restart soft key affects both ports; therefore, script
results will be reset (and inaccurate) if you press Restart while running a script
on one port. If you are running a script, wait for the script to complete before
pressing Restart.

DUAL PORT TEST RESULTS:

Although you can only perform actions on the currently selected port, you
can easily observe test results for both ports without toggling back and forth.
To do so, set the result port in one pane to Port 1, and the result port in a
second pane to Port 2.
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— When you use the instrument to test 10 Gigabit WAN interfaces, you can
specify settings that characterize the SONET or SDH network in addition
to the settings used to characterize the Ethernet data. Essentially, the
setup tabs are a combination of those used to specify SONET or SDH
settings, and those used for the Ethernet applications discussed in this
chapter. When configuring the module to test a WAN interface, refer to the
PDH, SONET, SDH, NextGen, and OTN Testing Manual that shipped with
your instrument or upgrade for details on each of the SONET/SDH setup
tabs.

NOTE:
When configuring the module for WAN testing, default SONET/SDH
overhead values are per IEEE 802.3ae.

The instrument allows you to configure and transmit layer 2 VPLS traffic (see
Figure 8) by specifying tunnel and virtual circuit label settings.

Figure 8 VPLS network

Figure 9illustrates generic tunnel and virtual circuit (VC) labels, which together
comprise a VPLS header. Shaded fields are user-configurable.

Tunnel ID | Priority | Stack (5) | Time to Live (TTL)
(20 bitz) | (3 bits) (1 bit) (8 bits)

W ID Priorty | Stack (5] | Time te Live (TTL)
(20 bitg) | (3 bits) | (1 biy (8 bits)

Figure 9 Generic tunnel and VC labels

When configuring traffic for VPLS testing, be certain to specify labels that have
already been instantiated by routers on the network. For details on specifying
VPLS settings for transmitted traffic, see “Specifying Ethernet frame settings”
on page 45. For details on filtering received VPLS traffic, see “Specifying
Ethernet filter settings” on page 51.

In a VPLS network, customer sites are connected to the service provider
network (see Figure 8 on page 27) via PE routers. Each PE router in the
network is connected together using tunnels, and can be connected to any
other PE router residing on the network.
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Virtual channels

VPLS test applications

Configuring MPLS over
Ethernet tests

Each tunnel is comprised of multiple channels which are used to carry different
types of service between the PE routers.

Key VPLS applications include:

End-to-end testing of VPLS networks—For this application, you configure
your unit to transmit layer 2 traffic without a VPLS header to a second unit on
the far end of the circuit. The ingress provider edge (PE) router then adds the
VPLS header and sends the encapsulated traffic through the network. The
egress PE router removes the tunnel label. If the VPLS header also carries a
VC label, the router forwards the traffic to the appropriate interface. Finally, the
far end unit analyzes the received layer 2 traffic.

PE router emulation—For this application, you configure a unit on the near-
end to emulate an ingress PE router transmitting VPLS encapsulated traffic to
a second unit on the far end. Transmitted traffic is then routed through the
VPLS network using the tunnel label you specified. The egress PE router
removes the tunnel label. If the VPLS header also carries a VC label, the router
forwards the traffic to the appropriate interface.

Traffic analysis: monitor mode— For this application, you configure a near-
end unit to transmit layer 2 Ethernet traffic to an ingress PE router. The PE
router then adds the VPLS header, and sends it through the network. Using a
second unit, you connect to the circuit from a port provided by a router, and
then monitor and analyze the VPLS encapsulated traffic.

Traffic analysis: through mode— For this application, you configure a near-
end unit to transmit layer 2 Ethernet traffic to an ingress PE router. The PE
router then adds the VPLS header, and sends it through the network. Using a
second unit, you connect to the circuit at a point between the two routers,
monitor and analyze the received VPLS encapsulated traffic, and then pass the
traffic through the unit to transmit it to the next router on the network.

The instrument allows you to transmit layer 3 IP traffic over a MPLS network
by specifying MPLS label settings. Figure 10 illustrates a generic MPLS
header. Shaded fields are user-configurable.

Label ID | Priority | Stack (S} | Time to Live (TTL)
(20 bits) | (3 bits) [ (1 bit) (8 bits)

Figure 10 Generic MPLS header

When configuring traffic for MPLS testing, be certain to specify labels that have
already been instantiated by routers on the network. For details on specifying
MPLS settings for transmitted traffic, see “Specifying Ethernet frame settings”
on page 45. For details on filtering received MPLS traffic, see “Specifying
Ethernet filter settings” on page 51.

Key MPLS test applications include:
End-to-end testing of MPLS networks—For this application, you configure

your unit to transmit layer 3 traffic without MPLS labels to a second unit on the
far end of the circuit. The ingress provider edge (PE) router then adds the
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MPLS header and sends the encapsulated packet through the network. The
egress PE router removes the MPLS header, and then forwards the data to a
second unit on the far end. The far end unit then analyzes the layer 3 traffic.

PE router to CE router emulation—For this application, you configure a unit
on the near-end to emulate an ingress PE router transmitting MPLS encapsu-
lated traffic to a second unit on the far end. The far end unit is configured to
emulate a customer edge (CE) router. If the network uses routers which do not
use ARP, you may also need to specify the MAC address of the PE router that
your near-end unit is connected to. Transmitted traffic is then routed through
the MPLS network using the MPLS header settings you specified. The egress
PE router removes the MPLS header, and then forwards the layer 3 IP traffic
to the far end unit (which is emulating a CE router) for layer 3 analysis.

PE router to PE router emulation—For this application, you configure a unit
on the near-end to emulate an ingress PE router transmitting MPLS encapsu-
lated traffic to a second unit on the far end. The far end unit is configured to
emulate an egress PE router. If the network uses routers which do not use
ARP, you may also need to specify the MAC address of the PE router that your
near-end unit is connected to. Transmitted traffic is then routed through the
MPLS network using the MPLS header settings you specified. The far end unit
emulating the egress PE router removes the MPLS header, and analyzes the
layer 3 IP traffic.

Core router testing—For this application, you configure a unit on the near-
end to emulate an ingress PE router, which then transmits MPLS encapsulated
traffic to a core router on the MPLS network. Using the label you specified for
the traffic originated by the near-end unit, the core router forwards the traffic to
a second far end unit, which is configured to emulate another router in the core
of the network. The far end unit then analyzes received traffic (based on the
MPLS filter criteria you specified) to determine the characteristics of the inter-
mediary core router.

Packet analysis: monitor mode— For this application, you configure a near-
end unit to transmit layer 3 IP traffic to a ingress PE router. The PE router then
adds the MPLS header, and sends it through the network. Using a second unit,
you connect to the circuit from a port provided by a core router, and then
monitor and analyze the MPLS encapsulated traffic.

Packet analysis: through mode— For this application, configure a near-end
unit to transmit layer 3 traffic to a ingress PE router. The PE router then adds
the MPLS header, and sends it through the network. Using a second unit, you
connect to the circuit between two routers, monitor and analyze the received
MPLS encapsulated traffic, and then pass the traffic through the unit to transmit
it to the next router on the network.
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Configuring IPv4 and IPv6

Table 10

tests

IPv4 and IPv6 applications

If you purchased the IPv6 option, applications are provided that allow you to
transmit and analyze either IPv4 or IPv6 traffic. Table 10 lists the key differ-
ences between the applications:

Feature

IPv4

IPv6

Source IP Configuration

— InIPoE mode, uses DHCP or manual
configuration.

— In PPPoE mode, uses the client-server
PPPOE login process. For details, see
“Configuring MPLS traffic” on page 77.

Uses one of the following:

— Stateful Auto-configuration (also known
as DHCPV6)

— Stateless
Auto-configuration

— Manual configuration

Source IP Address

A single IP address is assigned to the inter-
face transmitting IP traffic.

Two IP addresses are assigned:

— Link-local address. this source address is
assigned locally, and must always go
through duplicate address detection
(DAD).

— Global address. This second source
address is not used locally; it is used to
transmit traffic beyond the router.

Automatic
MAC Address Resolution

Uses ARP

Uses Neighbor Solicitation

Traffic
prioritization

Uses one of the following:
— Layer 2 VLAN or Q-in-Q encapsulation.

— Layer 3 MPLS encapsulation which uses
labels and tunnel priorities.

Uses the following:
— VLAN or Q-in-Q encapsulation.

— Flow labels. The instrument allows you to
configure traffic with flow labels simply to
determine whether routers on the circuit
support the labels.

— MPLS encapsulation is not supported.

IP Header Checksums

Checksum error insertion supported.

Does not use checksums.

Error Messages

ICMPv4 messages appear.

ICMPV6 messages appear.

Cable Diagnostics

Running cable diagnostics

30

Before testing 10/100/1000 electrical Ethernet, IP (IPoE), or TCP/UDP circuits,
you can use the instrument to examine the state of the cables used to transmit
electrical signals. Typically this involves out-of-service testing to determine the
link status, the pair status of each MDI or MDI-X pair, the pair assignments for
1000M links, the polarity for each MDI pair, and the pair skew. You can also
use the instrument to verify whether or not Power over Ethernet (PoE) service
is available on the link (per IEEE 802.3af). Finally, if the link is inactive, you can
use the instrument to determine the nature of the fault.

Cable diagnostics should not be run in PPPoE Data Mode when running
layer 3 test applications.

Running cable diagnostics involves connecting to the link, launching the Cable
Diagnostics tool, and then observing the measurements provided on the Cable
Diagnostics screen.

Ethernet, IP, TCP/UDP, Fibre Chan., VoIP, and Video Testing Manual



Viewing cable measurements

Chapter 4 Ethernet and IP Testing
Adjusting the frequency of transmitted optical signals

To run cable diagnostics

1 If you haven't already done so, turn ON the Transport Module, and launch
a 10/100/1000 electrical Ethernet application, and verify that Auto-negotia-
tion is turned ON.

2 Select the Toolkit soft key, and then select the Cable Diagnostics tool.
The Cable Diagnostics screen appears.

3 Connect the Transport Module to the link.

4 Verify that traffic is not being transmitted. The Start Traffic action button
should be grey.

5 To start the diagnostics, select Analyze Cable.
6 Observe the cable results and measurements.

Cable diagnostics are complete.

Cable measurements appear automatically on the Cable Diagnostics screen
(see Figure 11).

ATest | View Reports Tools Help %! » P2: 1010011 G

Cable Diagnostics ‘ Results

MDI 0
MDI 1
MDI 2
MDI 3

<)

Fault Type Distance (m)  Skew (ns) Polarity Pair
open 3
open 3
open 4

open g

Analyzing

Figure 11 Cable Diagnostics screen

For detailed descriptions of each of the measurements, see “Cable Diagnostic
results” on page 342.

Adjusting the frequency of transmitted optical signals

If your unit is configured and optioned to do so, you can adjust the frequency
of transmitted optical signals in 1 PPM increments. Before adjusting the
frequency, consider the following:

— If you are transmitting traffic to another unit placed in LLB mode, if you
increase the frequency you may overrun the LLB unit. As a result, the
transmitting unit will report lost frames and out of sequence frames in the
traffic received from the LLB unit.

— Increasing the frequency may also overrun certain network devices on the
circuit you are testing.
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To adjust the frequency

1

If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

Connect the module to the circuit.
Select the Laser button.

Select the Laser action bar, and then do one of the following:

— To increase the frequency by 1 PPM, press Freq Offset +1.

— To decrease the frequency by 1 PPM, press Freq Offset -1.

You increase or decrease the frequency up to 100 PPM.

On the transmitting unit, observe the values for the following results in the
Interface result group, Signal category:

— Tx Freq Max Deviation (ppm)

— Tx Frequency Deviation (ppm)

On the receiving unit, verify that the values for the following results match
the transmitted frequency values.

— Rx Freq Max Deviation (ppm)

— Rx Frequency Deviation (ppm)

The frequency was adjusted.

Enabling automatic traffic transmission

32

Prerequisites for traffic
transmission

Issues to consider

You can optionally set up Ethernet LAN, IP, TCP/UDP, and Fibre Channel test
applications to generate and transmit traffic automatically whenever you turn
the laser on (for optical applications).

If you enable automatic traffic generated, traffic is transmitted after the
following occurs:

You turn the laser ON (using the Laser ON action button).
A signal is acquired.

Synchronization is acquired.

A link is established.

If you are running a layer 3 (IP) application and ARP is enabled, ARP must
be successful. If ARP is not enabled, the destination IP address must be
available.

If you are running a Fibre Channel application, the login process must be
complete.

As always, you can turn traffic off at any time using the Stop Traffic action
button.

Consider the following issues and behavior before enabling automatic traffic
generation:
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— This is not a global setting. This setting does not affect all Ethernet LAN,
IP, TCP/UDP, and Fibre Channel applications; you must enable automatic
traffic generation for each individual application. After you enable the
setting for a particular application, it will remain enabled until you disable it.

— Changing setups while tests are running. Your unit is designed to
handle traffic transmission appropriately when you change key setups
while a test is running. In some instances, if you change key setups while
running a test, traffic stops temporarily (as a result of the changed setup),
and then starts again. In other instances, changing a setup stops traffic
entirely until you actively start it again.

This is still the case when automatic traffic generation is enabled. If you
change a setup that causes the unit to stop transmitting traffic entirely, you
must actively start it again by pressing the Start Traffic action button.

— Loopback testing. Ensure that your unit is not placed in loopback mode
by verifying that the LLB action button is grey. If you intend to issue a
command to loop up another unit, make certain automatic traffic genera-
tion is not enabled on the far end unit. If it is not disabled, the far end unit
will not respond to the loop up command.

Issues specific to certain applications are explained in the associated proce-
dures provided in this chapter.

Enabling the feature  To enable automatic traffic generation

1 Using the Test menu, launch the test application for the optical interface
you are about to test.

2 Select the Setup soft key, and then do the following:
a Select the Interface tab.
b Select the Physical Layer sub-tab.
Cc Set Auto-start traffic when laser turned on to Yes.

Traffic will be transmitted after you turn the laser on and the criteria listed in
“Prerequisites for traffic transmission” on page 32 is satisfied.

Discovering another JDSU test instrument using J-Connect

When testing using an MSAM, you can automatically detect other JDSU test
instruments on the same subnet and determine their capabilities.You can then
optionally configure key parameters for your test automatically based on a
discovered instrument’s settings.

my (NOTE:

The J-Connect feature is not available when using a 40G/100G High Speed
Transport Module.

When your instrument discovers the other instruments on the subnet, it is
simply providing a snapshot of the information available for the instruments at
that current time. If someone changes an instrument’s IP address, or discon-
nects an instrument from the circuit, this will not be reflected in the snapshot.
To ensure that you have accurate data, you should refresh the display period-
ically. The instruments must be on the same VLAN ID and ether types.
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Discoverable instruments

Prerequisites

Discovering an instrument

34

The J-Connect feature is not available when testing using the Transport
Module, or when running MAC-in-MAC, multiple stream, IPv6, IP Video, or
Triple Play applications.

Discoverable test instruments include:

— The T-BERD/MTS 8000 Transport Module
— The T-BERD/MTS 6000A MSAM
— HST SIMs

To be discoverable, JDSU test instruments must:

— Run a software version that supports the J-Connect feature.
— Be configured to be discoverable.

— Have a unique source IP address. JDSU test instruments of the same type
(for example, MSAMSs) ship from the factory with the same default source
IP address. If you want to discover the instrument on the subnet, be
certain to specify a different source IP address.

On the transmitter side, destination addresses and port numbers can be
discovered. On the receiver side, source addresses and port numbers can be
discovered. If you want to use a discovered instrument’'s MAC and IP
addresses or port numbers to configure the settings on your instrument, verify
the following:

In the Ethernet menu, verify that the Destination Type is Unicast.
In the Ethernet Filter, verify that the Source Type is Unicast.

In the IP Filter, verify that the filter is enabled, and that the Source IP
setting is checked.

— Inthe TCP/UDP Filter, verify that the filter is enabled, and that the service
type for the source port is User Defined.

— Verify that you are not transmitting traffic.

— If you want to use the discovered MAC address as the destination
address, turn ARP off if you are running a layer 3 or layer 4 application.

To discover another JDSU test instrument

1 Before testing, ensure that instruments on the subnet are discoverable by
doing the following for each:

a Launch a single-stream IPv4 terminate application (see “Step 1:
Selecting a test application” on page 2).

b On the Main screen, above the result panes, select the J-Connect tab,
and then verify that the Make this unit discoverable setting is
selected.

¢ Verify that a different source IP address is assigned to each instrument.
To observe the IP settings used for remote connections and the
J-Connect feature, if you are running a layer 2 application, go to the
Network Visibility sub-tab (on the Interface set up tab). If you are
running a layer 3 or layer 4 application, the source IP address appears
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on the IP setup tab. This is also the IP address that a remote instru-
ment must use to connect to the instrument when running the Asym-
metric RFC 2544 test.

2 Connect your instrument to the circuit, and then do the following:

a Launch a single-stream layer 2, layer 3 (IPv4), layer 3 PING, or
layer 4 terminate application.

b Verify that the Sync Acquired and Link Active LEDs are illuminated,
indicating that an active link is established.

3 Verify that you are not running a timed test on any port.

4 If you haven't already done so, select the J-Connect tab on the Main
screen, then select Discover Units.

A message appears asking you to wait while the instrument discovers
devices.

If the instrument discovered other test instruments, their unit identifiers appear
on the Discovered Devices screen.

If the instrument does not discover any other test instruments, a message
appears stating that no devices were discovered, and instructing you to press
Refresh to start the process again.

NOTE:

The J-Connect feature is also available when specifying destination MAC or
IP addresses, or port numbers for transmitted traffic, or source MAC or IP
addresses, or port numbers for filtered traffic.

The Refresh key appears whenever the Discovered Devices screen is
displayed. Use the button to rediscover devices on the subnet (for example, if
you suspect a discovered device is no longer connected to the circuit).

By default, discovered instruments are listed by their unit identifiers. You can
optionally sort them by serial number, application name, MAC, or IP address.

To sort discovered instruments
1 Discover the instruments.

2 On the Discovered Devices screen, select the Display By ... drop down
list.

3 Select the sort key.

The instruments are sorted using the new key.

The application names that appear on the screen are abbreviated due to space
constraints. Refer to Table 11 for the application name as it is typically used.

Table 11 Discovered application names

Discovered Name

Application Name

TermEth100ML2Loopback

100M Optical Eth Layer 2 Loopback Term

TermEth100ML2Traffic

100M Optical Eth Layer 2 Traffic Term
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Table 11 Discovered application names (Continued)

Discovered Name

Application Name

TermEth100ML3Loopback

100M Optical Eth Layer 3 Loopback

TermEth100ML3Ping

100M Optical Eth Layer 3 Ping Term

TermEth100ML3Traffic

100M Optical Eth Layer 3 Traffic Term

TermEth100ML4Loopback

100M Optical Eth Layer 4 Loopback

TermEth100MLA4Traffic 100M Optical Eth Layer 4 Traffic Term
TermEth10GL2Loopback 10GigE LAN Layer 2 Loopback
TermEth10GL2Traffic 10GigE LAN Layer 2 Traffic Term
TermEth10GL3Loopback 10GigE LAN Layer 3 Loopback
TermEth10GL3Ping 10GigE LAN Layer 3 Ping Term
TermEth10GL3Traffic 10GigE LAN Layer 3 Traffic Term
TermEth10GL4Loopback 10GigE LAN Layer 4 Loopback
TermEth10GLA4Traffic 10GigE LAN Layer 4 Traffic Term
TermEth10ML2Loopback 10/100/1000 Eth Layer 2 Loopback
TermEth10ML2Traffic 10/100/1000 Eth Layer 2 Traffic Term
TermEth10ML3Loopback 10/100/1000 Eth Layer 3 Loopback
TermEth10ML3Ping 10/100/1000 Eth Layer 3 Ping Term
TermEth10ML3Traffic 10/100/1000 Eth Layer 3 Traffic Term
TermEth10ML4Loopback 10/100/1000 Eth Layer 4 Loopback
TermEth10MLA4Traffic 10/100/1000 Eth Layer 4 Traffic Term
TermEth1GL2Loopback 1GigE Layer 2 Loopback
TermEth1GL2Patterns 1GigE Layer 2 Patterns Term
TermEth1GL2Traffic 1GigE Layer 2 Traffic Term
TermEth1GL3Loopback 1GigE Layer 3 Loopback
TermEth1GL3Ping 1GigE Layer 3 Ping Term
TermEth1GL3Traffic 1GigE Layer 3 Traffic Term
TermEth1GL4Loopback 1GigE Layer 4 Loopback
TermEth1GLA4Traffic 1GigE Layer 4 Traffic Term

TermOc192Sts192cEthL2Loopback

10GigE WAN OC-192c Layer 2 Loopback

TermOc192Sts192cEthL2Traffic

10GigE WAN OC-192c Layer 2 Traffic Term

TermOc192Sts192cEthL3Loopback

10GigE WAN OC-192c Layer 3 Loopback

TermOc192Sts192cEthL3Ping

10Gige WAN OC-192c Layer 3 Ping Term

TermOc192Sts192cEthL3Traffic

10GigE WAN OC-192c Layer 3 Traffic Term

TermStm64Aud64cVc464cEthL2Loopback

10Gige WAN STM-64 Layer 2 Loopback

TermStm64Au464cVc464cEthL2Traffic

10GigE WAN STM-64 Layer 2 Traffic Term

TermStm64Aud64cVc464cEthL3Loopback

10Gige WAN STM-64 Layer 3 Loopback

TermStm64Au464cVc464cEthL3Ping

10Gig WAN STM-64 Layer 3 Ping Term

TermStm64Au464cVc464cEthL3Traffic

10Gig WAN STM-64 Layer 3 Traffic Term
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Observing details for an  After discovering the instruments, you can observe details for a particular
instrument instrument, and indicate whether or not you want to use the discovered instru-
ment’s MAC and IP address, and port number (if applicable) when you
configure your instrument.

To observe details for a discovered instrument

1 Select the instrument on the Discovered Devices screen.
The Device Details screen appears to the right.

2 If you want to automatically apply the discovered instrument's MAC or IP
address, or port number to your instrument’s configuration, do the
following:

a To use the discovered instrument's MAC or IP address, or port number
as the destination MAC or IP address, or port number for your trans-
mitted traffic, highlight the check box under Tx, and then select
Configure Checked Item(s).

b To filter received traffic using the discovered instrument’s source MAC
or IP address, or port number, highlight the check box under Rx, and
then select Configure Checked Item(s).

3 Press Close to return to the previous screen.
Details were displayed, and your instrument is configured based on the
settings you selected.

' NOTE:

If no MAC address was discovered, go to the Ethernet setup tab, change
the destination type to Unicast, and then re-discover the instruments.

Discovering network devices

The Network Discovery test is used to identify nodes and devices on the local
network It is typically done to gain knowledge of accessible devices prior to
analysis and debug. It provides information about what kinds of devices are
available for access, and information about how the network is configured.

To discover network devices

1 If you haven't already done so, use the Test Menu to select the Traffic test
application for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

2 Select the Toolkit soft key, and then select the Network Discovery tool.

3 Select the Settings button, and then specify the following settings.

Setting Description

Mode Specify whether the discovery is active or passive.If
testing layer 2, this cannot be changed, it is always
passive

MAC Source Type Specify the MAC address to use - the factory default

or a user defined address.

User Defined MAC If the MAC source is user defined address, specify
the user defined MAC address
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Setting

Description

Source IP Type

Specify the source of the IP address (Static or
DHCP). If testing layer 2, this item is not available.

Source IP

If the IP Type is Static, specify the local IP address.

Default Gateway

If the IP Type is Static, specify the local gateway.

Subnet Mask

If the IP Type is Static, specify the local subnet
mask.

DNS Type

Indicates where to get the DNS address. If IP Type
is Static, use Static; if DHCP, use Auto.

Primary DNS

If the DNS Type is Static, specify the IP address of
the primary DNS server

Secondary DNS

If the DNS Type is Static, specify the IP address of
the secondary DNS server

4 Start the discovery.

The test reports the discovered devices. This could include all or only a

few of the following:

— Infrastructure:

— IP Networks - Listing of subnets discovered and count of devices
discovered per subnet.

— Domains - Listing of domains discovered (NetBIOS) and count of
devices discovered per domain.

— VLANS - Listing of VLAN IDs discovered, priorities of the discovered
VLANS, and count of devices per VLAN.

— Core

— Routers - Listing of the IPs discovered and a list of the MACs discov-

ered.
— Distribution

— Switches - Listing of switches discovered and the services provided by

the switch.
— Access

— Hosts - Name of the devices as known to the DNS, the IP address of

the device, MAC address of the device, and the name of the device as
known to NetBIOS.

— Servers - Name of the devices as known to the DNS, the IP address of

the device, MAC address of the device, the name of the device as
known to NetBIOS, and the services offered by the device.

(6]

Optional. To save the test results, select Report and then specify a file

name for the report and the file format.

You have discovered network devices.
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Protocol Analysis

The Protocol Analysis utility automates the capture/decode process by
passively detecting a packet for a selected protocol and then providing the user
relevant information decoded from the packet.

This utility detects and decodes port data in LAN networks configured using the
Cisco Discovery Protocol (CDP) or the Link Layer Discovery Protocol (LLDP).
Protocol Analysis can be used to recover the switch and port data supplied
during configuration to determine port availability on a network.

To analyze protocol

1 If you haven't already done so, use the Test Menu to select a Traffic
Monitor test application for the interface you are testing. Refer to Table 6
on page 25 for a list of layer 2 and layer 3 applications.

NOTE:

The Protocol Analysis utility is provided in all Layer 2 and Layer 3 Ethernet
traffic monitoring applications from 10/100/1000 to 10GigE interfaces
(10GigE WAN excluded).

2 Select the Toolkit soft key, and then select the Protocol Analysis.
3 Select the Protocol to Analyze - CDP or LLDP.

4 To initiate the protocol analysis click the Start Analysis button.
The utility displays the configured parameters of the ports analyzed:

— CDFP:
— Device Identifier - Name specified for the device containing the port.
— Port Identifier - Name specified for the port.

— VLAN ID - Name specified for the VLAN into which the port has been
configured.

— Source MAC address - MAC address of the device IP subnet address.

— IP subnet address - IP subnet address into which the device containing
the port has been configured.

— LLDP:
— Chassis identifier - Name specified for the chassis containing the port.
— Port identifier - Name specified for the port.
— Time to Live - Duration of the LLDP advertisement value.

— Source MAC (with optional VLAN identifier) - MAC address of the
device IP subnet address and (optional) specified name for the VLAN
into which the port has been configured.

— Management IP address - The IP address for the management port of
the device.

— MAU Type - Medium Attachment Unit Type - The physical component
type used to transmit/receive on the port identified.

5 Optional. To save the test results, select Export Text File and then accept
the given filename or click Rename button and specify a file name for the
report, to be saved in the Reports subdirectory, and select OK twice.

You have completed protocol analysis.
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Layer 1 BER testing

BER testing layer 1

40

When testing 1 Gigabit, 10 Gigabit LAN, 10 Gigabit WAN, or 100 Gigabit
Ethernet service, you can generate and receive layer 1 test patterns, and
monitor and analyze received signals.

NOTE: Changing BERT patterns

If you change a BERT pattern during the course of your test, be certain to
press the Restart soft key to ensure that you regain pattern sync.

Use the layer 1 BERT terminate application to generate and receive layer 1 test
patterns.

NOTE:

For 10 Gigabit Ethernet patterns, refer to IEEE 802.3ae-2002, Sections
49.2.8, 49.2.12, and 52.9.1 for detailed descriptions of each pattern. For

1 Gigabit Ethernet MF, LF, and HF patterns, refer to the IEEE 802.3, 2000
Edition, Annex 26A. For 1 Gigabit Ethernet RDPAT, JTPAT, and SNPAT pat-
terns, refer to the NCITS TR-25-1999 specifications.

To BER test layer 1

1 If you haven't already done so, use the Test Menu to select the Layer 1
BERT terminate application for the circuit you are testing. For PCS BERT
testing go to step 4.

2 Select the Setup soft key.
3 Select the Pattern tab, and then do the following:
a Specify the TX Pattern.

b If you wish to do so, check the box for Use same pattern for Tx and
Rx and then specify a Tx pattern. If using the Delay pattern, the box
should be checked (Tx=Rx).

If the check box for Use same pattern for Tx and Rx is not checked,
select an Rx Pattern and a Tx Pattern.

4 Connect the test instruments to the circuit.

5 On both instruments, if you are testing an optical interface, select the
Laser button.

6 On both instruments, verify that the green Signal Present and Sync
Acquired LEDs are illuminated. If using the Delay pattern, only the Signal
Present LED appears (Sync Acquired is not used). For PCS BERT testing
go to step 8.

7 On both instruments, do the following:

a If you are testing a 1GigE optical circuit, select the Actions tab, and
then press the Start BERT Pattern button. This is not necessary if you
are using the Delay pattern or testing a 10GigE LAN or WAN circuit.

b Verify that the green L1 Pattern Sync LED illuminates. If you are testing
a 1GigE optical circuit, and the LED is not illuminated, stop transmitting
the pattern from the other instrument, and then transmit it again. The
LED will illuminate.
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8 At a minimum, observe the test results in the following categories:
— Summary
— Error Stats

Layer 1 BER testing is complete.

When running the L1 BERT application, your LEDs may indicate that you have
L1 Pattern Sync without word sync. The word sync status is indicated on your
unit using a red Sync Acquired LED (if word sync was obtained, then lost), or
an extinguished LED (if word sync was never obtained since starting your test).
This is usually due to a temporary loss of signal or word sync when receiving
an L1 pattern that does not contain Ethernet compliant link characters (for
example, IDLE). To resolve this, stop transmitting the L1 pattern momentarily
to allow the receiver to regain sync, and then begin transmitting the pattern
again. The exception is when using the Delay using any pattern other than
Delay.

If this occurs, be certain to determine why the signal or word sync was lost
temporarily.

Use the layer 1 BERT monitor application to analyze the received signal, and
then pass the signal bit-for-bit through the unit’s transmitter (if you select
Connect Rx to Tx).

NOTE:
If you are monitoring traffic on an optical circuit, be certain to turn the laser

on using the Laser button on the Main screen.
To monitor layer 1 BERT

1 Using the Test Menu, select the Layer 1 BERT monitor/through test appli-
cation for the interface you are testing.For PCS BERT testing go to step 4.

2 To specify the BER pattern for the traffic you are monitoring, select the
Setup soft key, select the Pattern tab, and then select the Rx Pattern.

Press Results to return to the Main screen.
Connect the module to the circuit.

If you are testing an optical interface, select the Laser button.

o 01~ W

Verify that the green Signal Present LED is illuminated. For PCS BERT
testing go to step 8.

7 Select Connect Rx to Tx to pass the received pattern through to the
transmitter.

8 At a minimum, observe the test results in the following categories:
— Summary
— Error Stats

Monitoring layer 1 BERT is complete.
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Link connectivity testing

Using the Link Connectivity Test, you can locate which port on the hub, switch,
or router is being used. This is useful when one technician is troubleshooting
and the test access port is in a different physical location than the switch.

CAUTION: LOSS OF DATA

This is an intrusive test. It temporarily brings the link down. Do not run this
test when generating traffic.

To test link connectivity (not applicable with 40G/100G High Speed Transport
Module)

1 Connect the instrument to the circuit.

2 Verify that you are not generating traffic.

3 Select the Toolkit soft key, and then select the Link Connectivity Test
tool.

The Link Connectivity Test starts.

4 Go to the location of the hub, switch, or router and observe the link activity
LEDs. The port that is connected to the instrument will blink three seconds
on and three seconds off.

The link connection is located.

Layer 2 testing

Specifying interface settings

42

Using the instrument, you can transmit, monitor, and analyze layer 2 Ethernet
traffic. Step-by-step instructions are provided in this section for the following:

— “Specifying interface settings” on page 42

— “Specifying Ethernet frame settings” on page 45

— “Specifying Ethernet filter settings” on page 51

— “Specifying traffic load settings” on page 60

— “Transmitting and analyzing layer 2 traffic” on page 64

— “Transmitting and analyzing layer 2 patterns” on page 65
— “Monitoring layer 2 traffic” on page 66

— “Transmitting and analyzing layer 2 MPLS-TP, T-MPLS or MPLS traffic” on
page 66

— “Using J-Proof to verify layer 2 transparency” on page 70
NOTE:

If during the course of testing you change the frame length (or settings that
impact the calculated frame length) while the unit is already transmitting traf-
fic, the unit resets your test results, but some residual frames of the old
length may be counted because they are already in the traffic stream.

Before you transmit traffic, you can specify interface settings which:

— Indicate which SFP jack you are using (if you are monitoring traffic on a
1 GIigE circuit, and your unit is equipped with SFP jacks).
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Specify the transmitted wavelength (if you are monitoring traffic on an
10 Gigabit Ethernet circuit, and your unit is equipped with 850 nm,
1310 nm, and 1550 nm connectors).

Turn flow control off to ignore pause frames sent to the instrument by its
Ethernet link partner, or on if you want your unit to respond to received
pause frames.

Specify the pause quanta for transmitted pause frames. If you are speci-
fying interface settings for an IP Video application, pause frames can not
be transmitted; therefore, this setting does not appear on the Physical
Layer sub-tab.

Specify the speed and duplex settings for 10/100/1000 Ethernet traffic.

Turn auto-negotiation for 10/100/1000 or 1 Gigabit Ethernet optical circuits
on to tell the instrument to negotiate its capabilities with another Ethernet
device before transmitting idle traffic. If you need to validate the auto-
negotiation capabilities of the device you are negotiating with, you can
change each of the module’s default capabilities.

NOTE:

For 10/100/1000 Ethernet, if you turn auto-negotiation ON, and the Duplex
setting is FULL, flow control is also ON by default. The module also adver-
tises that it is capable of transmitting and receiving pause frames. If you turn
auto-negotiation OFF, flow control is user-configurable.

If you turn auto-negotiation OFF, you must use a cross-over cable to connect
to the circuit.

To specify interface settings

1

If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

Select the Setup soft key, and then select the Interface tab.

Select the Signal sub-tab, and then do one of the following:

— If you selected a 1GigE application and your unit is equipped with SFP
jacks, select the Connector sub-tab, and then select the connector
(jack) that you are using for the SFP.

— If you have an older chassis, or if you selected a 10Gigabit Ethernet
application, select the Signal sub-tab, and then specify the wavelength.

If your module only supports one wavelength (850 nm, 1310 nm or
1550 nm), the wavelength settings on the Main screen and Interface tab
are disabled.
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4 Select the Physical Layer sub-tab, and then specify the following settings:

Interface Settings

10/100/1000 -

Auto Negotiation. If you want to negotiate
capabilities with another switch, select On; oth-
erwise, select Off. Auto Negotiation is always On
when your unit is configured to test a

1000 BaseT interface.

Pause Length (Quanta). Select the field to
enter the quanta to be carried by transmitted
pause frames. To determine the pause duration,
the receiving device performs the following cal-
culation:

10 Mbps electrical: Quanta x 51.2 ms

100 Mbps electrical: Quanta x 5.12 ms

1000 Mbps electrical: Quanta x 512 ns
10BaseTX FDX/HDX.

100BaseTX FDX/HDX

1000BaseTX FDX/HDX

Select Yes if you want to advertise that the mod-
ule is capable of full-duplex or half-duplex trans-
mission for each rate; otherwise, select No.
These settings only appear if auto negotiation is
On.

Flow Control. If auto negotiation is OFF, select
On if you want the module to adjust the transmit-
ted bandwidth when it receives pause frames, or
Off to ignore pause frames.

Duplex. If auto negotiation is off, specify Half or
Full duplex transmission.

Speed (Mbps). If auto negotiation is off, specify
10 (10 Mbps) or 100 (100 Mbps) as the rate for
the link. This setting only appears if auto negoti-
ation is Off.

1 Gigabit -

Auto Negotiation. If you want to negotiate
capabilities with another switch, select On; oth-
erwise, select Off. Auto Negotiation is only avail-
able in Monitor mode.

FDX Capable/HDX Capable. By default, the
module advertises it is capable of full and half-
duplex transmission (Yes). If you need to adver-
tise that it is not capable, select No. This setting
only appears if auto negotiation is On.

Pause Capable. By default, the module adver-
tises it is capable of transmitting and interpreting
received pause frames (Both). If you need to
change the default capabilities, select Neither,
Tx Only, or Rx Only. This setting only appears if
auto negotiation is On.

Flow Control. Select On if you want the module
to adjust the transmitted bandwidth when it
receives pause frames, or Off to ignore pause
frames. This setting only appears if auto negotia-
tion is Off.

Pause Length (Quanta). Select the field to
enter the quanta to be carried by transmitted
pause frames. To determine the pause duration,
the receiving device performs the following cal-
culation:

1GigE optical: Quanta x 512 ns
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Interface Settings

10 Gigabit LAN — Flow Control. Select On if you want the module

10 Gigabit WAN to adjust the transmitted bandwidth when it
receives pause frames, or Off to ignore pause
frames.

— Pause Length (Quanta). Select the field to
enter the quanta to be carried by transmitted
pause frames. To determine the pause duration,
the receiving device performs the following cal-
culation:
10GigE LAN optical: Quanta x 51.2 ns

5 Optional. If you want to transmit an ID to identify all loop up/loop down
frames originating from the module, select the Unit Identifier field, and then
type the ID. The default ID is IDSU 6000.

6 If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The interface settings are specified.

Before you transmit traffic, you can specify the frame characteristics of the
traffic, such as the frame type (DIX, 802.3), control frame type (CDP, VTP, STP,
or RSTP), encapsulation (VLAN, Q-in-Q, VPLS, or MPLS), and payload
(Acterna test frames or BER patterns).

Consider the following before specifying the settings:

— CDP, VTP, STP, or RSTP headers. When configuring traffic with these
headers, you can optionally specify EtherType settings; LLC, SNAP
settings for 802.3 traffic are assigned automatically.

— Simulating traffic from a number of sources. If you would like to transmit
traffic carrying a variety of source MAC addresses to simulate traffic from a
number of sources, you can specify a beginning MAC address (or use the
factory-assigned MAC address), and then indicate that the unit should
automatically increment the address carried in each frame for a specific
number of frames.

— ARP mode. If you are transmitting layer 3 traffic, you can enable ARP
mode to determine the layer 2 destination MAC address of the destination
or gateway router automatically, or you can disable ARP mode and then
manually specify the destination MAC address. You can also indicate that
the instrument should only ARP to devices on the same VLAN specified
for transmitted traffic.

You can also assign a user-defined source MAC address to your instru-
ment to determine whether network problems originate with a particular
address for an Ethernet device.

— ATP payloads carrying BERT patterns. Even when running software
version 8.x, version 1 Transport Modules will not support ATP payloads
carrying BERT patterns. Version 2 and Version 3 Transport Modules do
support the payloads.

40G/100G High Speed Transport Modules do not support ATP payload
carrying BERT patterns. They only support ATP->Fill Byte.

— Changing BERT patterns or payload type. In order for a BERT analysis to
be reliable, the test configuration must not change for the entire duration of
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the test. Changing any part of the configuration, including the pattern or
source of the frames being analyzed (including changes in loopback) may
result in momentary BERT bit errors and a pattern sync loss detected by
the receiver after the traffic resumes.

If you do experience bit errors and sync losses after changing the test
configuration (including initiating loop up) and starting traffic, press the
Restart soft key to clear the initial burst of errors. If you no longer make
configuration changes, you can stop and start traffic without experiencing
extraneous bit errors or sync losses. If you continue to see BERT bit errors
after performing a test restart, this indicates a problem with the circuit
under test.

ATP Fill Pattern can be used if you do not wish to analyze BERT data.

Byte sequence. The MSAM and Transport Module transmit the bytes in
user defined patterns from left to right; the FST-2802 transmits the bytes in
user defined patterns right to left. For example, a user defined hexadec-
imal pattern of 12345678 populates the frame as: 12345678.Using the
same hexadecimal pattern, the FST-2802 would populate the frame as
78563412. Consider this when testing using the FST-2802.

Specifying the settings To specify Ethernet frame settings

1

If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

Select the Setup soft key, and then select the Ethernet tab.

In Encapsulation, select one of the following:

— None. If you do not want to encapsulate transmitted frames, select
None.

— VLAN. If you want to transmit VLAN tagged frames, select VLAN, and
then refer to “Configuring VLAN tagged traffic” on page 50.

— Q-in-Q. If you want to transmit VLAN stacked (Q-in-Q) frames, select
Q-in-Q, and then refer to “Configuring Q-in-Q traffic” on page 50.

— Stacked VLAN. If you want to transmit stacked VLAN frames, select
Stacked VLAN, and then refer to “Configuring stacked VLAN traffic” on
page 50.

— VPLS. If you are testing on a VPLS network, and you want to transmit
traffic with a VPLS header, select VPLS, and then refer to “Configuring
VPLS traffic” on page 51.

When you select VPLS encapsulation, the Frame Type label changes to
SP Frame Type, and the L2 Transparency setting disappears.

NOTE: If you selected a Terminate application, and you want to filter
received traffic using VPLS criteria, you must select VPLS encapsulation
for transmitted traffic.
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NOTE:

If the LBM/LBR testing mode is required in RFC 2544 testing, it must be
configured prior to initializing the RFC 2544 application.

NOTE:

LBM/LBR testing mode is not valid for any automatic scripting application
other than RFC 2544.

5
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In Test Mode, specify the category of testing being done:

— Traffic. Standard mode that transmits unicast frames that satisfy the
receiving unit’s filter criteria.

— J-Proof. For verifying layer 2 transparency requiring loopback of all
test frames including control frames and frames carrying a broadcast or
multicast address.

— LBM Traffic. For Loopback Message/Loopback Reply (LBM/LBR)
frame analysis where the far-end unit (any equipment that responds to
LBM messages) loops back any packet containing the LBM message.

In Frame Type, specify the type of frame you are transmitting (DIX, or
802.3).

If you are verifying layer 2 transparency, do the following:
a Turn L2 Transparency On.

b In Control Frame Type, select the frame type.

NOTE:
These settings are not applicable when testing 10 Gige WAN circuits.

7

If you selected a layer 2 application, in Frame Size (Bytes), select one of
the seven IEEE recommended frame lengths, Random, EMIX or enter a
specific Jumbo, Undersized, or User Defined frame length. (If the payload
is something other than Acterna with BERT payload, Undersized is avail-
able.)

If you selected Random or EMIX, use the Configure button to specify
user-defined random frame sizes, including Jumbo, or select Reset to
transmit frames of randomly generated sizes based on the seven RFC
2544 frame length recommendations. EMIX also adds the EMIX Cycle
Length field that controls how many frame entries are sent, in order, before
cycling back to the first frame entry and repeating. To define the number of
frame entries, enter a number between 1 and 8.

Configure Random

Frame Size (Bytes)

|72 z]
[128 z]
|256 z]
|512 z]
[1024 =
[1280 ]
[1528 ]

Figure 12 Configure Random Frame Size
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Jumbo frames are not supported for 802.3 traffic per the 802.3 specifica-
tion.

8 If you are configuring layer 2 traffic, use the graphical display of a frame to
specify the following:

Frame Label Setting Value

DA Destination Type Select the type corresponding to the
Destination Address that will be
inserted in the transmit frames:

— Unicast.
If you select Unicast, the least sig-
nificant bit of the leftmost byte in
the MAC address is forced to 0.

— Multicast.
If you select Multicast, the least
significant bit of the leftmost byte
in the MAC address is forced to 1.

— Broadcast
If you select Broadcast, the MAC
address is automatically
FFFFFFFFFFFF.

Destination MAC If you specified Unicast or Multicast as
the destination type, enter the destina-
tion address using a 6 byte hexadeci-
mal format.

Loop Type Select one of the following:

— Unicast. The unit will issue a uni-
cast message and loop-up the
device with the Destination MAC
address that you specified.

— Broadcast. The unit will issue a
broadcast hello message, and will
then send a unicast loop-up to the
first device on the circuit that
responds to the hello.

SA Source Type Select Factory Default or
User Defined.

User MAC If you specified User Defined, enter
the unicast source MAC address
using a 6 byte hexadecimal format.

Auto Increment If you would like the unit to automati-
MAC cally increment the MAC address car-
ried in each frame by one, select Yes.
# MACs in If you indicated that you would like the
Sequence unit to increment the MAC addresses,

specify the number of MACs in the
sequence. The addresses will be
assigned in succession, and will
repeat after the number specified for
the sequence is complete.
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9 Select DATA, and then specify the Tx Payload:

NOTE: You must select an Acterna payload to measure round trip delay,
count lost packets, and measure jitter.

Layer 2 testing

a Acterna. To transmit frames that contain a sequence number and time
stamp so that lost frames, round trip delay, and jitter can be calculated,
select Acterna.

To configure the Acterna payload, set the following:

— Acterna Payload Ver. - Acterna Test Protocol (ATP) Version 2 and
Version 3 handle time resolution differently, so ATPv3 provides higher
resolution than ATPv2 for more precise RTD and packet jitter results.

Consult Table 12 and select the version that is compatible with your
equipment. Incompatible settings will produce inaccurate RTD and

packet jitter results.

Table 12 ATP version compatibility

ATP Transport 40G/100G
. MSAMv1 MSAMv2 P Transport ONT
version Module
Module
version 2 v N N N
version 3 N N

— Acterna Fill Byte - this may be filled with any hexadecimal byte of your

choice.

Delay Setup - if you are measuring round trip delay on a 10 Gigabit,
40 Gigabit or 100 Gigabit circuit, in RTD Setup, indicate whether you
want to measure delay with a high degree of precision, or a low degree
of precision. In most instances, you should select High Precision -
Low Delay.

For the 40/100G Transport Module:

High precision ATPv3 can support distances up to 37,000km (18,500km
each direction round-trip). For longer distances, use Low precision
ATPvV3.

High precision ATPv2 can support distances up to 7,700km (3,850km
each direction round-trip). For longer distances, use Low precision
ATPV2.

For the MSAM/Transport Module:

High precision ATPv2 can support distances up to 5,800km one-way
(2,900km each direction round-trip). For longer distances, use Low
precision ATPv2.

BERT. To transmit frames with payloads filled with the BERT pattern
you specify, select BERT, and then select a pattern.

Depending on the equipment being used, various pseudo-random and
Fixed patterns are available. The pseudo-random patterns continue
from one frame into the next. The fixed patterns restart each frame,
such that the frame will always start with the beginning of the pattern.

If User Defined is an option and selected as the BERT Pattern, in the
User Pattern field, specify the 32 bit fixed pattern that will be repeated
in the payload.

Optic Latency Factor This setting provides a means to compensate
for significant intrinsic delays, especially when using certain types of
pluggable optics affecting Frame Delay (latency) measurement results.
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Configuring VLAN tagged traffic

Configuring Q-in-Q traffic

Configuring stacked VLAN traffic

In particular, if using the 40G/100G Transport Module, 100G LR4 CFP
optics equipped with gearbox functionality have been shown to intro-
duce delays in the range of 70 to 170 nanoseconds. Should this intrinsic
delay be deemed significant, the Optic Latency factor allows compensa-
tion by specifying a value between 0 and 100 microseconds, with nano-
second granularity. This factor will be subtracted from latency
calculations.

To specify the Optic Latency Factor, do the following:
— Run an RTD test with a very short fiber self-loop.

— Enter the returned RTD value in the Optic Latency Factor field on the
Setup page.

10 If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The frame settings for transmitted traffic are specified.

To configure VLAN tagged traffic

1 After selecting VLAN as your encapsulation, on the graphic of the frame,
select VLAN

2 Enter the VLAN ID transmitted in the VLAN ID field in a decimal format
ranging from 0 to 4095.

3 In User Priority, select the priority (0 to 7) from the drop-down menu.

4 Do one of the following:

— If you are configuring traffic for a layer 2 application, return to “Speci-
fying Ethernet frame settings”.

— If you are configuring traffic for a layer 3 application, return to “Speci-
fying transmitted IPv4 packet settings”.

VLAN settings are specified.

To configure Q-in-Q traffic

1 After selecting Q-in-Q as your encapsulation, on the graphic of the frame,
select SVLAN, and then specify the SVLAN ID, SVLAN User Priority, DEI
Bit, and SVLAN TPID for the service provider. You can now specify a User
Defined TPID if you choose to.

2 Select CVLAN, and then specify the VLAN ID and User Priority for the
customer’s traffic.

3 Return to “Specifying Ethernet frame settings” for details on specifying the
remaining settings.

Q-in-Q settings are specified.

To configure stacked VLAN traffic

1 After selecting Stacked VLAN as your encapsulation, on the graphic of
the frame, select VLAN Stack, and then specify the stack depth (number of
VLANS).

2 For each VLAN, specify the SVLAN ID, SVLAN User Priority, DEI Bit, and
SVLAN TPID for the service provider. You can now specify a User Defined
TPID if you choose to.
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Specifying Ethernet filter
settings
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3 Select CVLAN, and then specify the VLAN ID and User Priority for the
customer’s traffic.

4 Return to “Specifying Ethernet frame settings” for details on specifying the
remaining settings.

Stacked VLAN settings are specified.

To configure VPLS traffic

1 After selecting VPLS as your encapsulation, under Configure outgoing
frames, select Tunnel Label, and then specify the Tunnel ID (the label the
network will use to route the traffic), the Tunnel Priority, and the Tunnel
TTL value.

NOTE: VPLS settings are only available when configuring layer 2 test
applications.

2 To specify a virtual circuit (VC) label for the transmitted traffic, select VC
Label, and then specify the VC ID (the label the network will use to route
the traffic on the channel to the appropriate interface), the VC Priority, and
the VC TTL value.

3 To specify the customer destination address, source address, type, and
payload, select Data, and then specify each of the settings.

4 Based on your settings, the unit automatically calculates and displays the
service provider’'s overall frame size in the Calc. SP Frame Size field.
Return to step 8 on page 48 of “Specifying Ethernet frame settings” for
details on specifying the remaining settings.

VPLS settings are specified.

To configure LBM Traffic

1 After selecting LBM Traffic as the Test Mode (see step 4 in “Specifying the
settings” on page 46), on the frame graphic, select LBM.

2 Specify the Maintenance Domain Level to which the transmitting unit
belongs. If desired, also select the Enable Sender TLV checkbox to
include the unit identifier (defined on the Network Visibility tab of the Inter-
face setup page) in the header data.

LBM settings are specified.

Before transmitting traffic, you can specify settings that indicate the expected
received payload and determine which frames or packets will pass through the
filter and be counted in the test result categories for filtered traffic. For example,
you can set up the filter to observe results for all traffic sent to a specific desti-
nation address. The filter settings may also impact other results.

NOTE:

During layer 2 BER testing, incoming frames must pass the filter to be ana-
lyzed for a BERT pattern. Local loopback is also only performed on frames
that pass the filter. Use the filter to analyze BERT frames when non-test
frames are present, such as spanning tree frames.
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If you are transmitting Q-in-Q, VPLS, or MPLS encapsulated traffic, refer to:

“Filtering traffic using Q-in-Q criteria” on page 54

“Filtering traffic using VPLS criteria” on page 56

— “Filtering traffic using MPLS criteria” on page 57

To specify Ethernet filter settings

1

If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

Select the Setup soft key, and then select the Filters tab. By default, a
summary of all applicable filter settings appear (Ethernet, IP, and TCP/

UDP).

In the panel on the left side of the tab, select Basic, then set the Filter

Mode to Detailed.

To specify layer 2 filter settings, in the panel on the left side of the tab,
select Ethernet, then specify the following:

a If you want to filter traffic based on the type of encapsulation used,

specify the following:

Setting

Value

Encapsulation

Select one of the following:

None. The instrument will analyze only unen-
capsulated traffic.

VLAN. The instrument will analyze only
VLAN encapsulated traffic for the parameters
you specify.

Q-in-Q. The instrument will analyze only
Q-in-Q encapsulated traffic for the parame-
ters you specify. See “Filtering traffic using
Q-in-Q criteria” on page 54.

Stacked VLAN (layer 2 applications only).
The instrument will analyze only stacked
VLAN encapsulated traffic for the parameters
you specify. See “Filtering traffic using
stacked VLAN criteria” on page 55.

VPLS (layer 2 applications only). The instru-
ment will analyze only VPLS encapsulated
traffic for the parameters you specify. See
“Filtering traffic using VPLS criteria” on

page 56.

MPLS (layer 3 applications only). The instru-
ment will analyze only VPLS encapsulated
traffic for the parameters you specify. See
“Filtering traffic using MPLS criteria” on

page 57.

Don’t Care. The instrument will analyze traf-
fic satisfying all other filter criteria regardless
of encapsulation.

VLAN

If you specified VLAN as the encapsulation type,
on the graphic display of the frame, select VLAN,
and then specify the VLAN ID carried in the fil-
tered traffic.
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Setting

Value

User Priority

If you specified VLAN as the encapsulation type,
and you want to filter for traffic with a specific
user priority, specify the priority, or select

Don’t Care.

b In Frame Type, specify one of the following:

Frame Type Description

DIX To analyze DIX frames only, select DIX.

EtherType If you specified DIX as the frame type, specify the
Ethertype by selecting the Type field on the graphic
of the frame. If you do not specify the EtherType,
the module will filter the traffic for DIX frames with
the currently specified EtherType value.

802.3 To analyze 802.3 frames only, select 802.3.

Data Length (bytes)

If you specified 802.3 as the frame type, specify the
data length by selecting the Length field on the
graphic of the frame. If you do not specify the
length, the module will filter the traffic for 802.3
frames with the currently specified length.

Don'’t Care

If you want to analyze both DIX and 802.3 VLAN or
Q-in-Q encapsulated traffic, select Don’t Care.
You must specify a frame type if you are filtering
unencapsulated traffic.

¢ If you want the unit to filter for traffic carrying a particular destination
address, on the graphic of the frame, select DA, and then specify the

following:

Setting

Value

Destination Type

If you want to analyze traffic with a specific type of
destination address, select one of the following:

— Unicast
— Multicast
— Broadcast

Otherwise, select Don't Care to analyze traffic
with any type of destination address.

Destination MAC

If you are filtering traffic for a specific Unicast or
Multicast destination address, specify the address
carried in the traffic that you want to analyze.

d If you want to filter traffic for a particular source address, on the graphic
of the frame, select SA, and then specify the following:

Setting

Value

Source Type

If you want to analyze traffic with a Unicast
source address, select Unicast; otherwise,
select Don’t Care to analyze traffic with any type
of destination address.

Ethernet, IP, TCP/UDP, Fibre Chan., VoIP, and Video Testing Manual

53



Chapter 4 Ethernet and IP Testing
Layer 2 testing

Setting Value

Default MAC If you are filtering traffic for a specific Unicast
source address, specify the address carried in
the traffic that you want to analyze.

5 To specify additional filter settings, see:
— “Filtering traffic using Q-in-Q criteria” on page 54
— “Filtering traffic using stacked VLAN criteria” on page 55
— “Filtering traffic using VPLS criteria” on page 56
— “Filtering traffic using MPLS criteria” on page 57
— “Filtering traffic using byte pattern criteria” on page 58
— ‘“Filtering traffic using payload criteria” on page 59

6 If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The Ethernet filter settings are specified.

Filtering traffic using Q-in-Q criteria If your instrument is configured to transmit Q-in-Q encapsulated traffic, you can
filter received traffic using Q-in-Q criteria.
To filter traffic using Q-in-Q criteria

1 If you haven't already done so, use the Test Menu to select the layer 2 or
layer 3 test application for the interface you are testing. Refer to Table 6
on page 25 through Table 7 on page 25 for lists of applications.

2 Select the Setup soft key, and then select the Ethernet tab. Verify that
Q-in-Q is specified as the encapsulation.

3 Select the Filters tab. In the panel on the left side of the tab, select
Ethernet, then specify the following:

a On the graphic of the frame, select SVLAN, and then specify the

following:
Setting Value
SVLAN ID Specify the SVLAN ID carried in the filtered traffic.

SVLAN User Priority If you want to filter traffic for a specific user prior-
ity, specify the priority; otherwise, select
Don’t Care.

SVLAN DEI Bit If you want to filter traffic for a specific DEI Bit,
specify the bit value; otherwise, select
Don’t Care.

SVLAN TPID (hex) Specify the TPID carried in the filtered traffic. If
you are transmitting traffic with a user defined
TPID, your instrument will automatically use the
TPID that you specified in the User SVLAN TPID
(hex) field.
NOTE: If you want to filter on a user-defined
TPID, you must also enter that TPID on the RX
Payload/TPID setup page.
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b On the graphic of the frame, select CVLAN, and then specify the
following:

Setting Value

Specify VLAN ID If you specified Q-in-Q as the encapsulation type,
and you want to filter traffic for a specific CVLAN,
select Yes; otherwise, select Don’t Care.

VLAN ID If you specified Q-in-Q as the encapsulation type,
and you specified indicated that you want to filter
traffic for a particular CVLAN, specify the VLAN
ID carried in the filtered traffic.

User Priority If you specified Q-in-Q as the encapsulation type,
and you specified indicated that you want to filter
traffic for a particular CVLAN, specify the User
Priority carried in the filtered traffic.

If you want to analyze/detect frames carrying User Defined SVLAN TPID
as Q-in-Q traffic, you have to specify the expected User Defined TPID
value(s) on the Filters->Rx->TPID page. The TPID values on this page are
used to recognize Q-in-Q traffic with User Defined TPID. If you want to
analyze/detect Q-in-Q traffic carrying the same TPID that you specified for
transmitted traffic, check the box for Use Tx User SVLAN TPID.

If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The Q-in-Q filter settings are specified.

If your instrument is configured to transmit stacked VLAN encapsulated traffic,
you can filter received traffic using stacked VLAN criteria.

To filter traffic using stacked VLAN criteria

1

If you haven't already done so, use the Test Menu to select the layer 2 test
application for the interface you are testing. Refer to Table 6 on page 25
for lists of applications.

Select the Setup soft key, and then select the Ethernet tab. Verify that
Stacked VLAN is specified as the encapsulation.

Select the Filters tab. In the panel on the left side of the tab, select
Ethernet, then specify the following:

a On the graphic of the frame, select SVLAN, and then specify the
following:

Setting Value

SVLAN ID Specify the SVLAN ID carried in the filtered traffic.

SVLAN User Priority If you want to filter traffic for a specific user priority,
specify the priority; otherwise, select Don’t Care.

SVLAN DEI Bit If you want to filter traffic for a specific DEI Bit,
specify the bit value; otherwise, select
Don’t Care.
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4

Setting Value

SVLAN TPID (hex) Specify the TPID carried in the filtered traffic. If
you are transmitting traffic with a user defined
TPID, your instrument will automatically use the
TPID that you specified in the User SVLAN TPID
(hex) field.

b On the graphic of the frame, select CVLAN, and then specify the
following:

Setting Value

Specify VLAN ID If you specified stacked VLAN as the encapsula-
tion type, and you want to filter traffic for a specific
CVLAN, select Yes; otherwise, select Don’t Care.

VLAN ID If you specified stacked VLAN as the encapsula-
tion type, and you specified indicated that you
want to filter traffic for a particular CVLAN, specify
the VLAN ID carried in the filtered traffic.

User Priority If you specified stacked VLAN as the encapsula-
tion type, and you specified indicated that you
want to filter traffic for a particular CVLAN, specify
the User Priority carried in the filtered traffic.

If you want to analyze/detect frames carrying User Defined SVLAN TPID
as Stacked VLAN traffic, you have to specify the expected User Defined
TPID value(s) on the Filters->Rx->TPID page. The TPID values on this
page are used to recognize Stacked VLAN traffic with User Defined TPID.
If you want to analyze/detect Stacked VLAN traffic carrying the same TPID
that you specified for transmitted traffic, check the box for Use Tx User
SVLAN TPID.

If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The stacked VLAN filter settings are specified.

If your unit is configured to transmit VPLS encapsulated traffic, you can filter
received traffic using VPLS criteria.

To filter traffic using VPLS header criteria

1

If you haven't already done so, use the Test Menu to select the layer 2 test
application for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for lists of layer 2 applications.

Select the Setup soft key, and then select the Ethernet tab. Verify that
VPLS is specified as the encapsulation.

Select the Filters tab. In the panel on the left side of the tab, select
Ethernet, then specify the following:
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a On the graphic of the frame, select Tunnel Label, and then specify the

following:

Setting

Value

Tunnel Label

If you want to filter received traffic based on the
tunnel label, set the Tunnel Label filter to Yes;
otherwise, select Don’t Care.

Tunnel Label

If you indicated that you want to filter traffic for a
specific tunnel, enter the label.

Tunnel Priority

If you want to filter received traffic based on the
tunnel priority, set the Tunnel ID Filter to Yes;
otherwise, select Don’t Care.

Tunnel Priority

If you indicated that you want to filter traffic for a
specific tunnel, select the priority number.

b If you want to filter received traffic using virtual circuit criteria, select VC
Label, and then specify the following:

Setting

Value

VC Label

If you want to filter received traffic based on the
tunnel ID, set the VC Label to Yes; otherwise,
select Don’t Care.

VC Label

If you indicated that you want to filter traffic for a
specific label, enter the label.

VC Priority

If you want to filter received traffic based on the
virtual channel priority, set the priority filter to
Yes; otherwise, select Don’t Care.

VC Priority

If you indicated that you want to filter traffic for a
specific virtual channel priority, select the priority
number.

4 Return to “Specifying Ethernet filter settings” to verify or specify additional

filter settings.

VPLS filter criteria is specified.

Filtering traffic using MPLS criteria  To filter traffic using MPLS header criteria

1 If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for lists of layer 3 applications.

2 Select the Setup soft key, and then select the Ethernet tab. Verify that the
encapsulation is set to MPLS.

3 Select the Filters tab. In the panel on the left side of the tab, select
Ethernet, then specify the following:

a Above the graphic of the frame, set the MPLS Type Filter to Enable.

b In EtherType, select MPLS Unicast or MPLS Multicast.
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¢ On the graphic of the frame, select MPLS Label 1, and then specify the

following:

Setting

Value

MPLS1 Label

If you want to filter received traffic based on the
label, set the filter to Yes; otherwise, select
Don’t Care.

MPLS1 Label

If you indicated that you want to filter traffic for a
specific label, enter the label.

MPLS1 Priority

If you want to filter received traffic based on the
priority, set the filter to Yes; otherwise, select
Don’t Care.

MPLS1 Priority

If you indicated that you want to filter traffic for a
specific priority, select the priority number.

4 If you want to specify additional criteria for MPLS2, on the graphic of the
frame, select MPLS Label 2, then repeat step 3.

5 Return to “Specifying Ethernet filter settings” to verify or specify additional

filter settings.

MPLS filter criteria is specified.

Filtering traffic using byte pattern If you want to do so, you can specify criteria to filter based on the byte pattern.

criteria

To filter traffic using byte pattern criteria

1 Ifyou haven't already done so, use the Test Menu to select the layer 2 test
application for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for lists of layer 2 applications.

2 Select the Capture tab, and then set Capture to Enable and set Use

Filters as to Filter.

3 Select the Filters tab, and then specify the following:

a Inthe panel on the left side of the tab, select Summary, and then select
Clear All Filters to clear any previous filter settings.

b In the panel on the left side of the tab, select Byte Pattern, and then
set Use Byte Pattern as to Filter.

Figure 13 explains the different filter and trigger modes.(You can find
this table by clicking the ? next to Use Byte Pattern as).

|Basichetai|ed Filter Set|1 & Byte Pattern |C0mment

Filter bode

Filter hode

Extended Filter. Both filters have to
pass with (AND) coupling.

Trigger kode

Trigger Mode

Extended Trigger. Mo filters set (they
are all Don't Care). Trigger on
unfiltered packets. The filter counts
are same as link counts.

Filter kode

Trigger Mode

Triggering occurs on filtered
nackets, Only filtered packets will be

captured.

Figure 13 Filter and trigger modes
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Setting

Value

Match Method

Select how to match the pattern: Fixed offset
(match the pattern at the specified Pattern Off-
set) or Sliding Window (match the pattern any-
where in the header).

Byte Pattern

In the graphic of the Byte Pattern, click on the
individual bit and set the hex pattern and the
mask. The mask specifies whether to match both
bits (FF) one bit (OF or F0), or don’t care (00).

You can filter traffic using payload criteria, or you can turn payload analysis off

entirely.

To specify payload filter settings

1 Inthe panel on the left side of the tab, select Rx Payload, then specify the

following:

Setting

Value

Payload Analysis

Specify one of the following:

— Off. If you want the module to monitor and ana-
lyze live Ethernet traffic by suppressing lost
frames (LF) or BERT errors in their associated
result counts and as triggers for LEDs during pay-
load analysis, select Off.

— On. If you want to analyze traffic carrying a par-
ticular BERT pattern, select On.

Use Tx BERT set-
tings

Specify one of the following:

— If you want the module to monitor and analyze
traffic carrying a different BERT pattern than the
one specified for transmitted traffic, un-check the
box.

— If you want to analyze traffic carrying the same

BERT pattern carried in transmitted traffic, check
the box.

Rx Payload
(Payload Analysis
On, and Use Tx
BERT settings un-
checked)

Specify Acterna or BERT.

Rx BERT Pattern
Payload Analysis On,
and Use Tx BERT
settings un-checked)

If you unchecked Use Tx BERT settings, specify the
BERT pattern carried in the filtered traffic.

Payload filter criteria is specified.
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Specifying traffic load
settings

Transmitting a constant load

Before transmitting traffic, you can specify the type of traffic load the unit will

transmit (Constant, Bursty, Ramp, or Flood). The settings vary depending on
the type of load. When configuring a load, you can specify the bandwidth of the
transmitted traffic in 0.001% increments.

NOTE:

If you configure the instrument to transmit a constant, bursty, or ramped
load of 100%, the module is designed to transmit slightly less than 100%
traffic (99.996% for 10 Gigabit Ethernet, 99.90% for 1 Gigabit Ethernet, and
99.90% for 10/100/1000 Ethernet) as a safeguard against overrunning net-
work elements that can not support 100%. If you are certain the elements
can support true 100% traffic, configure your unit to transmit a flood load
(see “Transmitting a flooded load” on page 63).

With a constant load, the module transmits frames continuously with a fixed
bandwidth utilization. You can specify the load as a percent or a bit rate. See
Figure 14.

Bandwidth I
(configurable

either as %

or in kbps or

Mbps)

Time ——»

Figure 14 Constant traffic

When you setup a constant traffic load, if you are running a standard Ethernet
application, you can specify the bandwidth as a percentage of the line rate
(%BW) or at a specific bit rate. The bit rate can be specified in total kbps or
Mbps.

To configure the module to transmit a constant load of traffic

1 If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

2 Select the Setup soft key, and then select the Traffic tab.
3 InLoad Type, select Constant.

4 In Load Unit, select one of the following:

— Percent. If you select Percent, in Load %, enter the duty cycle as a
percentage.

— Bit Rate. If you select Bit Rate, in Load (Mbps) or Load (kbps) enter
the bit rate in Mbps or kbps.

5 If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The module is configured to transmit a constant rate of traffic.
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With a bursty load, the module transmits frames at 100% bandwidth for a
specific time interval, followed by no frame transmissions during the specified
gap interval. See Figure 15.

Gap between bursts

100%

Bandwidth

Time ——»

Figure 15 Bursty traffic

When you configure bursty traffic, if you are running a standard Ethernet appli-
cation, you can specify the burst load as a percentage of the duty cycle, or by
specifying the burst and gap intervals in units of time, bytes and Information
Rate (IR). If you specify the burst load as a percentage of the duty cycle, and
then specify the number of frames per burst, the module automatically calcu-
lates the burst gap.

NOTE:

If you configure a bursty load of traffic with a low percentage of the line rate
(duty cycle) and a large number of frames per bust, it may appear that traffic
transmission has stopped periodically. This is because the calculated inter-
val (gap) between bursts will be longer. A higher percentage of the line rate
and a lower number of frames per burst results in a shorter interval (gap).

To configure the module to transmit bursts of traffic

1 If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

2 Select the Setup soft key, and then select the Traffic tab.
3 InLoad Type, select Burst.

4 In Load Unit, select one of the following:
— Bytes and Information Rate. Proceed to step 5.
— Burst Time and Information Rate. Proceed to step 5.
— Bytes and Gap Time. Proceed to step 5.
— Burst Time and Gap Time. Proceed to step 5.
— Frames and Duty Cycle. Proceed to step 6.

5 If you selected any of the combinations of Time, Rates and Byte, the
following parameters may need to be set:

NOTE

Values may be automatically normalized (rounded to nearest appropriate
values) from values entered.

a Information Rate. Enter the average throughput rate in Mbps up to the
maximum rate of the interface (layer 2 only).
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Burst KBytes. Enter the number of Kbytes of data desired to be trans-
mitted in each burst of traffic.

Burst Time. Enter the amount of time that each burst of traffic should
be transmitted (will round to the nearest frame transmit time).

Time Unit. Select unit for time entry - sec, msec, usec or nsec.

Gap/Idle Time. Enter the amount of time between each burst. The
valid range for this setting adjusts depending on the Burst Time that is
entered, to ensure that the duty cycle is at least 1% in 0.001% intervals
(will round to the nearest 0.001%).

The following parameters may be displayed as a result of the above
selections-

Bit Rate (calculated). Bits/Time Unit from Burst average throughput
rate (will round kb down to the nearest frame size).

Actual KBytes (calculated). Actual value of bytes/burst. Values above
the line rate can not be entered.

If you selected Frames and Duty Cycle as the load unit, set the following:

a

Duty Cycle (%). Enter the percentage of the line rate (the duty cycle)
during which traffic will be transmitted in the burst, from 0.001 - 100%.

Frames/Burst Time. Select a predefined value, or User-Defined, for
the number of frames that are to be included in each burst.

User Burst Size. If User-Defined is specified for Frames/Burst, define
the User Burst size, 1- 65535 frames.

Specify the burst type for the traffic:

Fixed. Sends a fixed number of bursts and then stops. If you select
Fixed, enter the number of bursts.

Continuous. Sends bursts continuously.

If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

Bandwidth

The module is configured to transmit bursts of traffic.

With a ramped load, the module automatically increases the load by a
percentage of bandwidth (specified as the load step) at a particular time
interval (specified as the time step). The process is repeated, allowing you to
easily verify the maximum throughput of a link. See Figure 16.

Time step

T N P
|- Loadstep

Time —»

Figure 16 Ramped traffic
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You can also specify criteria to tell the module to stop ramping if an error (or
errors) occurs in a load step.

NOTE:

When configuring a ramped load of traffic for a particular stream (when run-
ning a multiple streams application), the triggers for stopping the ramp are
not available.

To configure the module to transmit a ramped load of traffic

1

If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

Select the Setup soft key, and then select the Traffic tab.
In Load Type, select Ramp, and then specify the following settings:
a Time Step (sec). Enter the time step in seconds.

b Load Step (%). Enter the load step as a percentage of the total band-
width.

Optional. If you want to stop the ramp from incrementing when certain
errors occur, under Stop Load Increments, specify the following:

— Errored Frames. If you want to stop incrementing the load if FCS
errored frames are detected, select Yes, and then enter the number of
errored frames that must be detected to stop the ramp.

— Dropped Frames. If you want to stop incrementing the load if dropped
frames are detected, select Yes, and then enter the number of dropped
frames that must be detected to stop the ramp.

NOTE:

Acterna frames carry a sequence number which the unit uses to determine
whether frames were dropped; therefore, you must configure your unit to
transmit an Acterna payload, turn payload analysis on, and loop the far-end
device back to the traffic originating unit.

5

— Pause Frames. If you want to stop incrementing the load if pause
frames are detected, select Yes, and then enter the number of pause
frames that must be detected to stop the ramp.

If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The module is configured to transmit ramped traffic.

With a flooded load, the module transmits traffic at 100% of the interface rate.

NOTE:

True 100% traffic transmission may overrun certain network elements if the
elements can not support the load. If you are certain the elements can sup-
port a 100% load, configure a flooded load of traffic; otherwise, configure a
constant load of traffic at 100% (see “Transmitting a constant load” on

page 60).
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Transmitting and analyzing
layer 2 traffic

To configure the module to transmit a flooded load of traffic

1 If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 and layer 3 applications.
Table 15 on page 148 lists layer 4 applications.

2 Select the Setup soft key, and then select the Traffic tab.
3 InLoad Type, select Flood.

4 If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The module is configured to transmit a flooded load of traffic.

Before you transmit layer 2 traffic, you must specify:

— Interface settings (see “Specifying interface settings” on page 42).

— Frame characteristics for the transmitted traffic (see “Specifying Ethernet
frame settings” on page 45).

— Frame characteristics used to filter received traffic (see “Specifying
Ethernet filter settings” on page 51).

— Traffic load settings (see “Specifying traffic load settings” on page 60).

After you specify the layer 2 settings, you are ready to transmit and analyze the
layer 2 traffic.

NOTE: Layer 2 BERT testing

Layer 2 BERT patterns carried in a BERT payload are not compatible with
BERT patterns carried in an ATP payload. When testing using two instru-
ments, be certain to configure both using the same payload type and BERT
pattern.

To transmit and analyze layer 2 traffic

1 If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 2 applications.

2 Select the Setup soft key, and then select the Interface tab to specify
settings that control the Ethernet interface (see “Specifying interface
settings” on page 42).

3 Select the Ethernet tab to specify settings that define the frame character-
istics of the transmitted traffic (see “Specifying Ethernet frame settings” on
page 45).

4 Select the Ethernet Filter tab to specify settings that filter the received
traffic based on specified frame characteristics (see “Specifying Ethernet
filter settings” on page 51).

5 Select the Traffic tab to specify the type of load the unit will transmit (see
“Specifying traffic load settings” on page 60).

Press Results to return to the Main screen.
Connect the module to the circuit.

If you are testing an optical interface, select the Laser button.

© 00 N O

Select Start Traffic to transmit traffic over the circuit.
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10 Verify that the green Signal Present, Sync Acquired, and Link Active LEDs
are illuminated.

11 At a minimum, observe the summary, link statistics and counts, filter statis-
tics and counts, error statistics, and layer 2 BERT statistics results.

You have analyzed layer 2 traffic.

Using the instrument, you can stress the jitter and noise characteristics of

1 Gigabit components and systems by transmitting continuous random test
patterns (CRPAT), continuous jitter test patterns (CJPAT), and the compliant
supply noise pattern (CSPAT). These patterns are always transmitted automat-
ically when you turn the laser on.

NOTE:

You must run pattern tests using an end-to-end configuration at all times.
These patterns are designed to test physical layer networks. By definition,
these framed patterns populate the Ethernet header with invalid address
information; therefore, these frames will not traverse a layer 2, switched net-
work.

For the same reason, if the pattern frames are transmitted to a far-end
Transport Module that is looped-up, the far-end Transport Module tries to
swap the source address and destination address for the pattern frames. As
a result, the patterns received by the near-end Transport Module are modi-
fied, and the results are not valid.

To transmit a pattern

1 If you haven't already done so, use the Test Menu to select the
Layer 2 Patterns test application for the 1GigE Optical interface.

2 Select the Setup soft key. The Setup tab appears.

3 Select a pattern:

To... Select...

Emulate a worst case scenario for deterministic jitter CRPAT
by transmitting frames with a broad spectral content.

Stress the timing margins in the received eye by CJIPAT
exposing the data sampling circuits to large system-
atic phase jumps.

Emulate a worst case scenario for power supply noise CSPAT
within network transceivers.

Press Results to return to the Main screen.

Connect the module to the circuit.

Verify that the green SIGNAL LED is illuminated.

4
5

6 If you are testing an optical interface, select the Laser button.
7

8 Select Start Pattern to transmit the pattern over the circuit.

9

At a minimum, observe the summary and pattern statistic test results.

You have transmitted layer 2 patterns.
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Monitoring layer 2 traffic

Transmitting and analyzing
ayer 2 MPLS-TP, T-MPLS or
MPLS traffic

About MPLS-TP

Use the layer 2 traffic monitor application whenever you want to analyze the
received signal. You can also pass the signal bit-for-bit through to the unit's
transmitter if you select Connect Rx to Tx. When you configure your test, you
can specify settings that indicate the expected received payload and determine
which frames will pass through the receive filter and be counted in the test
result categories for filtered layer 2 traffic. The settings may also impact other
results.

NOTE:

You must turn the laser on using the associated button to pass the signal
through the unit’s transmitter.

To monitor layer 2 traffic

1 Use the Test Menu to do one of the following:

— Select the layer 2 monitor test application for the interface you are
testing (refer to Table 6 on page 25 through Table 7 on page 25 for a
list of applications).

2 Select the Setup soft key, and then select the Ethernet Filter tab. Do one
of the following:

— If you are running a standard Ethernet test application, specify the filter
settings for the traffic you want to monitor (see “Specifying Ethernet
filter settings” on page 51).

— If you are monitoring VPLS encapsulated traffic, specify the VPLS filter
settings (see “Filtering traffic using VPLS criteria” on page 56).

Press Results to return to the Main screen.
Connect the module to the circuit.

If you are testing an optical interface, select the Laser button.

o 001 B~ W

Verify that the green Signal Present, Sync Acquired, and Link Active LEDs
are illuminated.

~

Select Connect Rx to Tx (for line loopbacks).

8 At a minimum, observe the summary, link statistics and counts, filter statis-
tics and counts, error statistics, and layer 2 BERT statistics results.

Layer 2 traffic is monitored.

You can use the instrument to send and receive MPLS OAM messages or
generate Ethernet traffic on a specific pseudo-wire inside a specific tunnel and
analyze any MPLS-TP (ITU-T G.8113.1), T-MPLS (ITU-T G.8114),or MPLS
(ITU Y.1711) traffic present on the Ethernet link.

The differences between MPLS, T-MPLS OAM and MPLS-TP OAM are:

— MPLS and T-MPLS OAM uses the reserved Label 14 as the identifier and
MPLS-TP uses the label 13 together with Associated Channel Header
(ACH).

— T-MPLS and MPLS-TP can use Loop-Back Message and Loop-Back
Reply (LEBM/LBR) while MPLS must use Continuity Verification (CV).
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However, MPLS, T-MPLS and MPLS-TP OAMs all support multiple layers:
section layer, tunnel/trunk layer or label switched path (LSP), and pseudo wire
(PW) layer or virtual circuit (VC).

MPLS-TP is a connection oriented packet-switched transport technology. The
main features of MPLS-TP are:

— Connection oriented

— Subset of MPLS (without IP functionality)

— Packet-based service support via point-to-point connection
— No dynamic control protocol

— Simplified data plane and forwarding

— End-to-end OAM

— Protection switching

MPLS-TP provides transport service using pseudo wire emulation edge-to-
edge (PWE3) technology.

Figure 17 summarizes the evolution of MPLS-TP from MPLS via T-MPLS.
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Figure 17 MPLS-TP evolution

You can use the instrument to send and receive MPLS-TP OAM messages or
generate Ethernet traffic on a specific pseudo-wire inside a specific tunnel and
analyze any MPLS-TP traffic present on the Ethernet link.

To transmit and analyze L2 MPLS-TP traffic

1 If you haven't already done so, use the Test Menu to select the L2 MPLS-
TP application for the interface you are testing. Refer to Table 8 on
page 25 for a list of applications.

2 Select the Setup soft key, and then select the Ethernet tab.

3 Specify the Service Provider Frame settings:
Encapsulation - None or VLAN
Frame Type - DIX or 802.3

Control Word - specify (ON/OFF) whether an optional control word
(fixed to all zeroes) is inserted before the payload.
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For more information on the settings, see “Specifying Ethernet frame
settings” on page 45

4 If VLAN was the encapsulation method selected, select the VLAN field on
the image of the outgoing frame at the bottom of the page. Define the
VLANID and the User Pri(ority).

NOTE: Only one VLAN is supported.
5 Select the OAM tab, and then do the following:

a In the options list on the left side of the tab, select Common Header
and then specify the settings:

Setting Description

Type Specifies the type of OAM transport service to be used:
MPLS-TP, T-MPLS or MPLS.

Layer Specifies the layer that OAM is operating on: PW, LSP, or
Section.

PW is only available if the Control Word field is set to ON
on the Ethernet setup tab.

Label Indicates the OAM encoding type, in label 13 (GAL) or
label 14 (OAL).

ACH Channel Specifies the channel type field in the associated channel

Type header (ACH).

Only appears if the Label Type is label 13.

Traffic Class Specifies the traffic class field in the generic associated
channel label (GAL).
Only appears if the Label Type is label 13 and if using the
Section or LSP layer.

TTL Specifies the time to live (TTL) field.
If the Label Type is label 13, this only appears if using
Section or LSP layer. For label 14, it is always available.
Per the y.17tom specification, this setting is applicable
when LBM/LBR is enabled. If LBM/LBR is not enabled,
this field is fixed to 1, even if set to something else.

b In the options list on the left side of the tab, select CCM (except when
Y.1711(MPLS) was selected for type) and then specify the settings:

Setting Description

Continuity Checking Specifies whether to transmit/receive CCM
messages.

LOC threshold Specifies the number of messages required to

reach the LOC threshold.

CCM Rate Specifies the rate at which CCM frames are
transmitted and the rate at which they are
expected to be received.

MEG End Point ID Specifies the local and peer MEG End Point ID.

Maintenance Domain Level Specifies the Maintenance Domain Level.

Specify Domain ID Indicates whether the Domain ID needs to be
specified.as part of the Maintenance Associa-
tion ID.

Maintenance Association ID  Specifies the Maintenance Association.
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¢ Inthe options list on the left side of the tab, select AIS (except when
Y.1711(MPLS) was selected for type), and then specify the settings:

Setting Description

AIS State Specifies whether to enable AIS.

Maintenance Domain Level Specifies the Maintenance Domain Level.

AIS Rate Specifies the rate at which AIS indications are
sent. It is fixed to 1 second if the Label type is
Label 14 (OAL).

d Inthe options list on the left side of the tab, select LBM/LBR (except
when Y.1711(MPLS) was selected for type) and then specify the

settings.
Setting Description
LBM/LBR (ping) Specifies whether to transmit/receive LBM/LBR
messages.
Maintenance Domain Level Specifies the Maintenance Domain Level.
MEG End Point ID Specifies the local and peer MEG End Point ID.

Maintenance Association ID  Specifies the Maintenance Association.

e Inthe options list on the left side of the tab, if the Common Header type
is set to Y.1711(MPLS), select CV/FFD to turn on and set the Connec-
tivity Verification and Fast Forward Detection settings.

Setting Description

CV/FFD Specifies whether the Connectivity Verification
is activated

Type Specifies the type of Connectivity Verification

to be employed: CV or FFD

LSP TTSI
LSR ID (IPv6)  Specifies the sixteen-bit source ID of the LSR
(IPv6 only) for the LSP Trail Source Termina-
tion Identifier
LSP ID (Tunnel ID)  Specifies the sixteen-bit source ID of the tunnel
containing the LSP Trail Source Termination
Identifier data.

Expected LSP TTSI Same as above, for received signal

Frequency Specifies the transmission frequency of the
FFD packet (FFD only).

f Inthe options list on the left side of the tab, if the Common Header type
is set to Y.1711(MPLS), select BDI and /or FDI to turn on and set the
Backward Defect Indication and/or Forward Defect Indication settings.
The settings are identical for either BDI or FDI.

Setting Description

BDI Specifies whether the Backward Defect Indica-
tion is activated
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Setting Description

LSP TTSI
LSR ID (IPv6)  Specifies the sixteen-bit source ID of the LSR
(IPv6 only) for the LSP Trail Source Termina-
tion Identifier
LSP ID (Tunnel ID)  Specifies the sixteen-bit source ID of the tunnel
containing the LSP Trail Source Termination
Identifier data.

Defect Type Specifies the type of defect indicated by the
BDI or FDI.
Defect Location Specifies the 16-bit autonomous system num-

ber for the defect location.

Press Results to return to the Main screen.
Connect the module to the circuit.

6
7
8 If you are testing an optical interface, select the Laser button.
9

Verify that the green Signal Present and Link Active LEDs are illuminated.

10 Select Start Traffic to transmit traffic over the circuit.

11 Use the OAM action buttons to manually insert an AIS, RDI, or LBM (AIS
when AIS is enabled, RDI when CCM is enabled, or LBM when LBM is
enabled).

12 Observe the Ethernet Service OAM results.
You have analyzed MPLS-TP traffic.

If capturing and analyzing MPLS-TP data using Wireshark, please note the
following:

— If the transmitting unit’s destination MAC address contains a 6 in the first
four bits, Wireshark will interpret this as the fixed version field at the start
of an IPv6 packet and decode it as such.

— Wireshark does not support decoding of T-MPLS OAM PDUs and will
decode OAM PDUs according to ITU-T Y.1711 when it encounters
label 13 (OAL), which will show erroneous fields.

Using J-Proof to verify layer 2 You can use the instrument to verify that an Ethernet circuit can support a
transparency variety of control protocols (such as CDP, VTP, STP, and RSTP), irrespective
of the underlying transport method.

It is not possible to run OWD at the same time as a J-Proof test.
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If the Test Mode is set to J-Proof for your application, you must actively
transmit the test frames by pressing the Start Frame Sequence action button.
Your unit will not automatically transmit test frames in this mode, even if auto-
matic traffic generation is enabled.

NOTE:

Legacy JDSU test instruments identify the J-Proof applications as Layer 2
or L2 Transparency tests throughout their user interfaces. They are compat-
ible with the J-Proof applications.

When a JDSU Ethernet test instrument sends a standard loopup message, the
receiving test instrument only loops back unicast test frames that satisfy its
filter criteria. Pause frames, control frames, and broadcast or multicast frames
are not looped back.

When you verify layer 2 transparency, you need the receiving test instrument
to loopback all test frames, including control frames and frames carrying a
broadcast or multicast address. To do so, you must place the traffic originating
instrument into J-Proof (transparency) mode, and then specify the settings for
the outgoing loop-up frame. When the receiving instrument receives the trans-
parent loop-up frame, it is automatically placed into transparent loopback
mode, and it returns all received test frames. You do not need to specify filter
settings on the receiving instrument.

When initiating a transparent loopback from the traffic originating instrument,
you can send the loop-up frame to a specific test instrument (by specifying the
appropriate unicast destination address), or you can send a broadcast loopup
frame to loop-up the first test instrument that replies within the broadcast
boundary.

When the test is completed, the far end instrument is automatically taken out
of loop up mode.

Before verifying layer 2 transparency, you must place the traffic originating
instrument into J-Proof mode, specify the settings for the outgoing loop-up
frame, and configure the outgoing control frames.

To configure the traffic originating instrument

1 If you haven't already done so, use the Test Menu to select the
Layer 2 Traffic test application for the interface you are testing. Refer to
Table 6 on page 25 for a list of layer 2 applications.

2 Select the Setup soft key, and then select the Interface tab to specify
settings that control the Ethernet interface (see “Specifying interface
settings” on page 42).

3 Select the Ethernet tab, and then do the following:
a In Test Mode, select J-Proof.

b Specify the remaining settings that define the characteristics of the
transmitted loopback frame (see “Specifying Ethernet frame settings”
on page 45). If you are looping up a specific test instrument, be certain
to specify a unicast destination address for the frame.
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Bear in mind that the encapsulation settings for outgoing control frames
(as opposed to the loop-up frame) are specified on the J-Proof tab for each
type of control frame.

Select the J-Proof tab. By default, a single test frame appears in the frame
list. You can specify a name for the frame, the control protocol format,
encapsulation settings, the number of frame of this type to transmit (the
count), the frame rate, and the timeout period.

To modify the settings for the transmitted frame:

a If you want to name the frame, select the Test Frame setting to launch
a keypad, and then type a name using up to twenty characters. Select
OK to close the keypad.

b In Protocol, select the control protocol format for the frame.

¢ InEncap., select None, VLAN, or Q-in-Q. If you select VLAN or
Q-in-Q, be certain to do the following:

VLAN. Select the VLAN field on the image of the outgoing frame at the
bottom of the tab, and then specify the VLAN ID and User Priority for
the frame. If you want the PBit to increment for each transmitted frame,
select PBit Increment. For details on VLAN settings, refer to “Config-
uring VLAN tagged traffic” on page 50.

Q-in-Q. Select the SVLAN field on the image of the outgoing frame at
the bottom of the tab, and then specify the service provider's SVLAN ID,
SVLAN User Priority, DEI Bit, and SVLAN TPID for the frame. If you
want the PBit to increment for each transmitted frame, select PBit Incre-
ment.

Select the CVLAN field, and then specify the customer VLAN ID and
User Priority for the frame. If you want the PBit to increment for each
transmitted frame, select PBit Increment. For details on Q-in-Q
settings, refer to “Configuring Q-in-Q traffic” on page 50.

d In Count, specify the number of frames you want to transmit.

e In Rate (fr/sec), enter the rate at which you want to transmit the
frames.

f In Timeout (msec), enter the number of milliseconds the instrument
will wait to receive the looped back frame before stopping transmission
of frames.

If you want to transmit control frames for different protocols, do the
following for each protocol:

a Select the Add Frame soft key.

b Specify the settings listed in step 4 for each type of frame, or use the
Quick Config soft key populate the frame list with all types of control
frames, or frame types for a particular protocol family. You can also
assign common encapsulation settings to all of the frame types that
appear in the list using the Quick Config soft key (see “Using Quick
Config to configure test frames” on page 73).

6 Press Results to return to the Main screen.

The traffic originating instrument is configured for a layer 2 transparency test.
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You can quickly populate the Frames List with frame types for all available
protocols, or a particular family of protocols. When you do so, all current frame
settings will be overwritten, and the frame types generated by the instrument
will all share the same encapsulation settings.

After populating the list using the Quick Config soft key, you can then optionally
edit the settings for the generated frame types. For example, you can assign
different VLAN priorities to the frame types.

To quickly generate and configure test frames

1

If you haven't already done so, use the Test Menu to select the
Layer 2 Traffic test application for the interface you are testing. Refer to
Table 6 on page 25 for a list of layer 2 applications.

Select the Setup soft key, and then select the Interface tab to specify
settings that control the Ethernet interface (see “Specifying interface
settings” on page 42).

Select the Ethernet tab, and then do the following:
a In Test Mode, select J-Proof.

b Specify the settings for the outgoing loop-up frame (see step 3 on
page 71 of “Configuring the traffic originating instrument”).

Select the J-Proof tab, and then select the Quick Config soft key.
The Quick Config dialog box appears.

Specify the following settings:

Setting Value

Intensity Select one of the following:
— Full. Select full to transmit 100 frames per protocol.

— Quick. Select Quick to transmit 10 frames per pro-
tocol.

Family Select one of the following:

— All. Select All to transmit frames for every sup-
ported protocol.

— Spanning Tree. Select Spanning to transmit STP,
RSTP, and MSTP frames.

— Cisco. Select Cisco to transmit CDP, VTP, PagP,
UDLD, DTP, PVST-PVST+, ISL, and STP-ULFAST
frames.

— |EEE. Select |IEEE to transmit GMRP, GVRP,
LACP, VLAN-BRDGSTP, and 802.1d frames.

Encapsulation Select one of the following, and then specify the asso-
ciated VLAN and, if applicable, SVLAN settings:

— None. Select None if you do not want to transmit
encapsulated frames.

— VLAN. Select VLAN to transmit VLAN-tagged
frames, then specify the associated settings. For
details, refer to step c on page 72.

—  Q-in-Q. Select Q-in-Q to transmit Q-in-Q encapsu-
lated frames, and then specify the associated cus-
tomer and service provider settings. For details,
refer to step c on page 72.
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Starting the frame sequence

Observing transparency results

6 Select OK to store the settings and populate the Frames List.

7 Optional. If you would like to change settings for one or more of the frame
types, do so.

The frame types are generated.

After you configure the traffic originating instrument, verify that the Encapsula-
tion setting for the Ethernet filter is set to Don’t Care. This ensures that traffic
will be looped back.

After you configure the traffic originating instrument, and check the far end
instrument’s filter settings, you can initiate the transparent loopback.

To initiate the transparent loopback
1 If you are verifying transparency on an optical circuit, turn the Laser ON.

2 Onthe Main screen, select the Actions action panel, then select Loop
Up. The instrument sends the loop-up frame.

When the receiving instrument is placed in J-Proof transparent loopback
mode, a message appears stating that the remote transparent loop up was
successful. You are ready to transmit the test frames.

After turning the laser ON (if you are testing on an optical circuit), and placing
the second test instrument into transparent loopback mode, you can transmit
the test frames. The frames are transmitted sequentially in the sequence used
on the Frames List.

To transmit test frames

— On the Main screen, if you haven't already done so, select the Actions
action panel, then select Start Frame Sequence. The instrument trans-
mits the frames sequentially as they appear in the Frames List.

The test frames are transmitted.

After transmitting and looping back test frames, you can observe results asso-
ciated with transparency testing in the J-Proof category.

To observe transparency results

— On the Main screen, set the result group to Ethernet, and the result cate-
gory to J-Proof. Counts of transmitted and received frames, and the pass/
fail status appears for each protocol.

Transparency results are displayed. For detailed result descriptions, refer to “J-
Proof (transparency) results” on page 356.

NOTE:

When your instrument is in Transparent test mode, Payload Analysis is
automatically turned OFF. If you return to Traffic mode, Payload Analysis is
turned back ON.
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Layer 3 testing

Specifying the data mode and
link initialization settings

Using the instrument, you can transmit, monitor, and analyze layer 3 IPv4 or
IPv6 traffic. Step-by-step instructions are provided in this section for the
following:

— “Specifying the data mode and link initialization settings” on page 75
— “Configuring MPLS traffic” on page 77

— “Specifying transmitted IPv4 packet settings” on page 80

— “Specifying IPv4 filter settings” on page 82

— “Specifying transmitted IPv6 packet settings” on page 83

— “Specifying IPv6 filter settings” on page 85

— “Transmitting and analyzing IP traffic” on page 86

— “Ping testing” on page 87

— “Running Traceroute” on page 89

— “Monitoring IP traffic” on page 90

NOTE: IPv4 applications

You must select an IPv4 application if you intend to do the following:
— Establish PPPOE sessions

— Transmit and analyze MPLS encapsulated traffic on electrical or optical
circuits.

NOTE: IPv6 applications

You can only run a single IPv6 application at a time. You can run other appli-
cations from other test ports (for example, a layer 2 Ethernet or layer 3 IPv4
application) while running one IPv6 application.

Before transmitting layer 3 traffic, you must specify whether you are transmit-
ting IPOE or PPPoE traffic (if you are testing on an electrical, 1 GigE optical, or
100 Mbps optical circuit), and provide the appropriate link initialization settings.

To specify the data mode and initialization settings

1 If you haven't already done so, use the Test Menu to select the test appli-
cation for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for a list of layer 3 applications. Table 15 on
page 148 lists layer 4 applications.

2 Select the Setup soft key, and then select the Ethernet tab.
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In Encapsulation, select one of the following:

— None. If you do not want to encapsulate transmitted traffic, select
None.

— VLAN. If you want to transmit VLAN tagged frames, select VLAN, and
then refer to “Configuring VLAN tagged traffic” on page 50.

— Q-in-Q. If you want to transmit VLAN stacked (Q-in-Q) frames, select
Q-in-Q, and then refer to “Configuring Q-in-Q traffic” on page 50.

— MPLS. If you are testing on an MPLS network, and you want to
transmit traffic with a MPLS header, select MPLS, and then refer to
“Configuring MPLS traffic” on page 77.

NOTE: If you selected a Terminate application, and you want to filter
received traffic using MPLS criteria, you must select MPLS encapsula-
tion for transmitted traffic.

In Data Mode, specify IPOE or PPoE.

If you want the unit to issue an ARP request to determine the destination
MAC address of the instrument’s link partner, in ARP mode, select
Enabled; otherwise, select Disabled, and then be certain to manually
specify the destination MAC address, (see “Specifying Ethernet frame
settings” on page 45).

If you enabled ARP, and you only want to respond to ARP requests from
devices on the same VLAN specified for transmitted traffic, select
Match VLAN ID(s).

NOTE: If you need your unit to respond to ARP requests from other
devices (for example, a second test instrument on the circuit), be certain to
enable ARP.

In Frame Type, specify DIX or 802.3.

In Length Type, indicate whether you want to specify the length as a frame
size or as a packet length.

— Frame Size. If you select Frame Size, select a pre-defined size, or
select User Defined or Jumbo, and then specify the size. The calcu-
lated packet length (in bytes) appears to the right of the field.

— Packet Length. If you select Packet Length, select a pre-defined
length, or select User Defined, Jumbo or EMIX and then specify the
length. The calculated frame size (in bytes) appears to the right of the
field.

If you selected Random or EMIX, use the Configure button to specify
user-defined random frame sizes, including Jumbo, or select Reset to
transmit frames of randomly generated sizes based on the seven RFC
2544 frame length recommendations. EMIX also adds the EMIX Cycle
Length field that controls how many frame entries are sent, in order,
before cycling back to the first frame entry and repeating. To define the
number of frame entries, enter a number between 1 and 8.

If you want to specify a source address for the traffic, select SA, and then

specify the following:

— Source MAC Address. Select Factory Default or User Defined.

— User MAC Address. If you specified User Defined, enter the source
MAC address using a 6 byte hexadecimal format.

Select the Filter tab, and then specify the Ethernet filter settings for the
destination type, source type, and encapsulation.
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To configure MPLS traffic
1 After selecting MPLS as your encapsulation, do the following:
a In EtherType, select MPLS Unicast or MPLS Multicast.

b Under Configure outgoing frames, select MPLS1 Label, and then
specify the label the network will use to route the traffic, the Priority,
and the TTL value.

NOTE: MPLS settings are only available when configuring layer 3 test
applications.

2 Optional. If you want to configure a second MPLS label for your traffic, in
MPLS Label #, select 2, and then repeat step 1 for the second label.

NOTE: When a unit is in LLB mode, it always uses the labels specified for
the transmitted traffic; therefore:

— If your near-end module is in LLB mode and is configured to transmit
traffic with a second MPLS label, but the module's link partner is config-
ured to transmit traffic with a single label, the out of sequence and lost
frames counts reported by the module's link partner may increment if
the incoming frame rate is too high.

— If your near-end module is in LLB mode, and is configured to transmit
traffic with a single MPLS label, but the module's link partner is config-
ured to transmit traffic with more than one label, the near-end module’s
receive bandwidth utilization will exceed its transmit bandwidth utiliza-
tion.

3 Based on your settings, the unit automatically calculates and displays the
frame size in the Calc. Frame Size field. Return to step 8 on page 48 of
“Specifying Ethernet frame settings” for details on specifying the remaining
settings.

MPLS settings are specified.

In addition to the settings you specify to establish an Ethernet link, when estab-
lishing a PPPoE session (available for compatible IPv4 Terminate applications
only), you also specify settings that allow you to log in to the PPPoE peer. The
settings indicate whether you want your unit to emulate a PPPoE client or
server, and provide the user name, password, and other information required
to establish the session.

To specify the PPPoE settings and establish a connection

1 If you haven't already done so, use the Test Menu to select an IPv4 test
application in Terminate mode for the €10/100/1000 electrical interface.

2 Select the Setup soft key, and then select the Ethernet tab. Verify that the
Data Mode is set to PPPOE.
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3 Go to the PPP setup tab, then specify the following settings. The Provider
Name, Password, and Service Name you specify for the instrument must
match those of its PPPoOE peer:

Settings Parameters

PPP Mode — Client. In most instances, the instrument should
emulate a PPPoOE client. If you select Client
mode, you do not need to specify the Local IP,
Subnet Mask, or Remote IP settings on the IP
setup tab because they will be provided by a
PPPOE server.

— Server. Select Server mode if the unit must
operate as a PPPoE server. For example, if the
unit is positioned before a BBRAR (Broadband
Remote Access Router), it must function as a
server. If you select Server mode, you must
specify the Local IP, Subnet Mask, or Remote
IP settings on the IP setup tab.

User Name Enter a valid user name for the ISP (Internet Ser-
vice Provider).

Password Enter the password for the user name that you
specified. Remember passwords are often case-
sensitive.

Service Provider If the ISP requires the provider’'s domain name be

included with the User Name (for example, joe-
smith@provider.net), select this setting, and then
specify the provider name. An at sign (@) and the
provider name will automatically be appended to
the User Name that you specified, and will be car-
ried in the packet.

Service Name Select this setting if you want to specify a service
name. If you specify a service name, your unit will
only attempt to establish a PPPoE session with the
service you specify. The default service name is
“JDSU”.
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4 Do one of the following:

— If the instrument is emulating a PPPoE client, proceed to step 5. The
unit will use a static IP address.

— If the instrument is emulating a PPPoE server, go to the IP setup tab,
and then specify the following settings:

Settings Parameters

Local IP Enter the source IP address for traffic gener-
ated by your unit. This address is used as the
remote |IP address for the PPPOE client.

Subnet Mask Enter the subnet mask.

Remote IP Enter remote IP address for the instrument
server. This address is used as the local
(source) IP address on the client side of the
connection.

mmy NOTE:

The instrument’s PPPoE server is a demo server and does not support full
server functionality.

5 If you need to specify other settings for the test, do so; otherwise, return to
the Main screen and do the following:

a Press the PPPoE Client Log-On or PPPoE Server Log-On Action
key.
The unit discovers the MAC address of the PPPoE peer, and then uses

the MAC address in combination with a session ID to uniquely identify
the session.

b Observe the messages and events associated with the PPPoE login
process. For a list of potential messages, see “PPPOE messages” on
page 80.

The PPPoE session is established. The instrument will continuously send PPP
echoes and replies to keep the session established.

Ethernet, IP, TCP/UDP, Fibre Chan., VoIP, and Video Testing Manual 79



Chapter 4 Ethernet and IP Testing
Layer 3 testing

PPPOE messages

Table 13 PPPoOE messages

The following messages may appear in the during the PPPoE login process.

Message

Typically Indicates:

Resolution

PPP Authentication Failed

The user name, password, or pro-
vider name you specified were not
accepted by the PPPoE server.

— Itis possible that the user name and pass-
word you specified were not recognized by
the PPPOE server. Verify that you specified
the correct name and password.

— If the PPPOE server requires a provider
name, verify that the name you specified
when you configured the PPP settings is
correct.

— Itis possible that the PPPoE server does
not require a provider name; if so, specify-
ing one in the PPP settings results in a
failed authentication. Set the Provider
Name setting to No, and then try to estab-
lish the session again.

— Try to establish a new session with the
server.

PPPoOE Timeout

The instrument is not physically
connected to a PPPoOE server, or it
is configured to use a service that is
not supported by the server.

— Verify that the instrument is physically con-
nected to the server.

— Verify that the service name you specified
is correct, or, if a service name is not
required by the server, set the Service
Name setting to No.

— Try to establish a new session with the
server.

Data Layer Stopped

The physical Ethernet link to the
instrument is lost.

Reconnect the physical Ethernet link. The
instrument will attempt to reconnect to the
server.

PPP LCP Failed

PPP IPCP Failed

PPPoOE Failed

There is a problem with the server.

Try to establish a new session with the server.

PPP Up Failed

The PPPoE server dropped a suc-
cessful PPPOE session.

Try to establish a new session with the server.

Internal Error - Restart PPPoE

The instrument experienced an
internal error.

Try to establish a new session with the server.

Terminating a PPPoE session

Specifying transmitted 1Pv4
packet settings

80

After testing is complete, you must manually terminate the PPPOE session.

To terminate a PPPoE session

— Press the PPPoE Client Log-Off or PPPoE Server Log-Off Action key.

Before you transmit layer 3 IPv4 traffic, you can specify the IP characteristics
of the traffic, such as the destination IP address, the type of payload, and the

type of service.
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To specify transmitted IPv4 packet settings

1 If you haven't already done so, use the Test Menu to select the layer 3 or
layer 4 IPv4 test application for the interface you are testing. Refer to
Table 6 on page 25 through Table 7 on page 25 for a list of layer 3 applica-
tions. Table 15 on page 148 lists layer 4 applications.

2 Select the Setup soft key, and then select the IP tab.

3 In Length Type, indicate whether you want to specify the length as a frame
size or as a packet length.

— Frame Size. If you select Frame Size, you must specify the size on the
Ethernet tab, then return to the IP tab to specify the remaining settings.

— Packet Length. If you select Packet Length, select a pre-defined
length, or select User Defined or Jumbo and then specify the length.
The calculated frame size (in bytes) appears to the right of the field.

If you selected Random or EMIX, use the Configure button to specify
user-defined random frame sizes, including Jumbo, or select Reset to
transmit frames of randomly generated sizes based on the seven RFC
2544 frame length recommendations. EMIX also adds the EMIX Cycle
Length field that controls how many frame entries are sent, in order,
before cycling back to the first frame entry and repeating. To define the
number of frame entries, enter a number between 1 and 8.

Configure Bandom

Frame Size (Bytes)

|72 z]
[128 =]
|256 z]
[512 z]
(1024 =]

[1280 z]

[1528 ]

Figure 18 Configure Random Frame Size

4 On the illustration of the IP packet, select the TOS/DSCP field, and then
do the following to indicate how the network should prioritize the packet
during transmission:

— In Type, select TOS or DSCP.

— Specify the TOS or DSCP value. DSCP values are shown as code
points with their decimal values in () following. For example: EF(46).

5 Select the TTL field, and then specify maximum number of hops to travel
before the packet is dropped.

6 Select the Source/Destination Address field, and then specify the
Source IP Type, Source IP, Default Gateway, Subnet Mask and Destina-
tion IP.
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7

To verify the validity of the Destination IP entered, select the Ping button. If
a connection to the specified IP address is possible, a green check mark
will display after the Destination IP field. If no connection is possible a red
“X" will appear. This ping result will also appear on the ping button on the
Results page.

NOTE:
For optical applications the Laser must be ON to ping the destination IP.

8

Select the Data field, and then do the following:

— If you want to transmit packets with a time stamp and sequence
number, select Acterna.

Indicate whether you want the payload to carry a BERT pattern, or a Fill-
Byte pattern, then specify the pattern.

NOTE:

In 40Gig and 100Gig Traffic applications, you can also select either Version
2 or Version 3 Acterna Payload (ATP). To successfully use the Version 3
payload, the remote equipment must be capable of receiving Version 3 pay-
loads. Verify compatibility before selecting Version 3 payloads.

9

— If you are measuring round trip delay on a 10 Gigabit circuit, in RTD
Setup, indicate whether you want to measure delay with a high degree
of precision, or a low degree of precision. In most instances, you should
select High Precision - Low Delay.

NOTE: You must select an Acterna payload to measure round trip delay
and count lost packets.

— If you want to populate the payload by repeating a specific pattern of
bytes, select Fill Byte, type the byte value using a 1 byte hexadecimal
format, and then specify the Protocol.

If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The transmitted IPv4 packet settings are specified.

Before transmitting layer 3 IPv4 traffic, you can optionally specify settings that
indicate the expected received payload and determine which packets will pass
through the receive filter and be counted in the test result categories for filtered
IP traffic. The settings may also impact other results.

To specify received IPv4 packet settings

1

If you haven't already done so, use the Test Menu to select the IPv4 test
application for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for lists of layer 3 applications. Table 15 on
page 148 lists layer 4 applications.

Select the Setup soft key, and then select the Filters tab.

In the panel on the left side of the tab, select Basic, then set the Filter
Mode to Detailed.

Specify the Ethernet filter settings (see “Specifying Ethernet filter settings”
on page 51.

To specify layer 3 filter settings, in the panel on the left side of the tab,
select IP.
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Set the IP Filter to Enable., then do the following:

a If you are running an application in Monitor mode, in IP Version, select
IPv4.

b In Address Filter, select one of the following:

Single Direction. To pass through the filter, traffic must satisfy the
source and destination address criteria you specified for the filter to be
reflected in the L3 Filter Counts and L3 Filter Stats result categories.

Either Direction. The filter will not care which direction the traffic is
coming from; therefore, the source address carried in the filtered traffic
can be the source address of the near-end unit or port, or the source
address of the far end unit or port. Traffic from either source will be
reflected in the L3 Filter Counts and L3 Filter Stats result categories.

¢ On the illustration of the IP packet, select the TOS/DSCP, Protocol,
Source IP, or Destination IP field, and then enter the filter criteria. This
is the criteria that must be carried in the analyzed (filtered) traffic. For
descriptions of each of these settings, see “Specifying transmitted IPv4
packet settings” on page 80.

If you want the module to monitor and analyze live Ethernet traffic, in the
panel on the left side of the tab, select Rx Payload, then turn Payload
Analysis Off. The instrument will suppress lost frames (LF) in their associ-
ated result counts and as triggers for LEDs.

If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The filter settings for IPv4 packets are specified.

Before you transmit layer 3 IPv6 traffic, you can specify the IP characteristics
of the traffic, such as the source type and default gateway.

To specify transmitted IPv6 packet settings

1

If you haven't already done so, use the Test Menu to select the layer 3 or
layer 4 1Pv6 test application for the interface you are testing. Refer to
Table 6 on page 25 through Table 7 on page 25 for a list of layer 3 applica-
tions. Table 15 on page 148 lists layer 4 applications.

Select the Setup soft key, and then select the IP tab.

In Length Type, indicate whether you want to specify the length as a frame
size or as a packet length.

— Frame Size. If you select Frame Size, you must specify the size on the
Ethernet tab, then return to the IP tab to specify the remaining settings.

— Packet Length. If you select Packet Length, select a pre-defined
length, or select User Defined, Jumbo, or Random and then specify the
length. The calculated frame size (in bytes) appears to the right of the
field.

If you selected Random or EMIX, use the Configure button to specify
user-defined random frame sizes, including Jumbo, or select Reset to
transmit frames of randomly generated sizes based on the seven RFC
2544 frame length recommendations. EMIX also adds the EMIX Cycle
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Length field that controls how many frame entries are sent, in order,
before cycling back to the first frame entry and repeating. To define the
number of frame entries, enter a number between 1 and 8.

Caonfigure Random

Frame Size [Bytes)
|72 z]

[128 ]

|256 ]

[512 z]
(1024 =]
[1280 z]
[1526 z]

Figure 19 Configure Random Frame Size

4 On the illustration of the IP packet, select the Traffic Class field, and then
specify a number representing the traffic class using a hexadecimal format
ranging from 0x0 to OXFF.

5 Select the Flow Label field. If you are certain the routers on the circuit
support flow labels for traffic prioritization, specify the flow label using a
hexidecimal format ranging from 0x0 to OxFFFFF; otherwise, use the
default (0x0).

6 Select the Next Header field, then specify the code representing the type
of data carried in the next header in the packet using a hexidecimal format
ranging from 0x0 to OxFF.

7 Select the Hop Limit field, then specify the time after which a packet can
be deleted by any device on a circuit as a number of hops. The default
Hop Limit setting is 64 hops.

8 Select the Source Address field, then select one of the following:

— Stateful. Select Stateful if you want to obtain the required global,
default gateway, and DNS server addresses from a DHCPV6 server.

— Stateless. Select Stateless if you know that routers on the network
allow stateless configuration. When you use Stateless configuration,
the instrument generates a tentative link-local address, and then
performs Duplicate Address Detection to verify that the address isn’t
already used. If DAD is successful, the instrument then obtains a
subnet prefix from the router to build the required global address.

— Manual. Select Manual if you want to specify the source link-local
address, global address, subnet prefix length, and default gateway.

9 Select the Destination Address field, and then specify the destination
address for the traffic.

10 Select the Data field, and then select do the following:

— If you want to transmit packets with a time stamp and sequence
number, select Acterna.
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Indicate whether you want the payload to carry a BERT pattern, or a Fill-
Byte pattern, then specify the pattern.

— If you are measuring round trip delay on a 10 Gigabit circuit, in RTD

Setup, indicate whether you want to measure delay with a high degree
of precision, or a low degree of precision. In most instances, you
should select High Precision - Low Delay.

NOTE: You must select an Acterna payload to measure round trip delay
and count lost packets.

— If you want to populate the payload by repeating a specific pattern of

bytes, select Fill Byte, type the byte value using a 1 byte hexadecimal
format, and then specify the Protocol.

11 If you need to specify other settings for the test, select the appropriate tab;

otherwise, press Results to return to the Main screen.

The transmitted IPv6 packet settings are specified.

Before transmitting layer 3 IPv6 traffic, you can optionally specify settings that
indicate the expected received payload and determine which packets will pass
through the receive filter and be counted in the test result categories for filtered
IPv6 traffic. The settings may also impact other results.

To specify received IPv6 packet settings

1

If you haven't already done so, use the Test Menu to select the IPv6 test
application for the interface you are testing. Refer to Table 6 on page 25
through Table 7 on page 25 for lists of layer 3 applications. Table 15 on
page 148 lists layer 4 applications.

Select the Setup soft key, and then select the Filters tab.

In the panel on the left side of the tab, select Basic, then set the Filter
Mode to Detailed.

Specify the Ethernet filter settings (see “Specifying Ethernet filter settings”
on page 51.

To specify layer 3 filter settings, in the panel on the left side of the tab,
select IP.

Set the IP Filter to Enable, then do the following:

a If you are running an application in Monitor mode, in IP Version, select
IPv6.

b In Address Filter, select one of the following:

Single Direction. To pass through the filter, traffic must satisfy the
source and destination address criteria you specified for the filter to be
reflected in the L3 Filter Counts and L3 Filter Stats result categories.

Either Direction. The filter will not care which direction the traffic is
coming from; therefore, the source address carried in the filtered traffic
can be the source address of the near-end unit or port, or the source
address of the far end unit or port. Traffic from either source will be
reflected in the L3 Filter Counts and L3 Filter Stats result categories.

¢ On the illustration of the IP packet, select the Traffic Class, Next
Header, Source Address, or Destination Address field, and then
enter the filter criteria. This is the criteria that must be carried in the
analyzed (filtered) traffic. For descriptions of each of these settings, see
“Specifying transmitted IPv6 packet settings” on page 83
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traffic

7 If you want the module to monitor and analyze live Ethernet traffic, in the
panel on the left side of the tab, select Rx Payload, then turn Payload
Analysis Off. The instrument will suppress lost frames (LF) in their associ-
ated result counts and as triggers for LEDs.

8 If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The filter settings for IPv6 packets are specified.

Before you transmit layer 3 IP traffic, you must specify:

— Interface settings (see “Specifying interface settings” on page 42).

— IP characteristics of the transmitted traffic (see “Specifying transmitted
IPv4 packet settings” on page 80).

— IP characteristics used to filter received traffic (see “Specifying IPv4 filter
settings” on page 82).

— Traffic load settings (see “Specifying traffic load settings” on page 60).

After you configure the layer 3 IP settings, and you either manually specify the

destination device’s MAC address, or the unit determines the address using
ARP, you are ready to transmit traffic over the link.

To transmit and analyze IP traffic

1 Use the Test Menu to select the layer 3 IP traffic terminate test application
for the interface you are testing (refer to Table 6 on page 25 through
Table 7 on page 25 for a list of applications).

2 Select the Setup soft key, and then select the Interface tab to specify
settings that control the Ethernet interface (see “Specifying interface
settings” on page 42).

3 Specify settings that define the Ethernet frame and the IP packet charac-
teristics of the transmitted traffic (see “Specifying transmitted IPv4 packet
settings” on page 80).

4 Selectthe Setup soft key, and then select the Ethernet filter tab to specify
the Ethernet filter settings (see “Specifying Ethernet filter settings” on
page 51.

5 Select the IP Filter tab to specify settings that filter the received traffic
based on specified packet characteristics (see “Specifying IPv4 filter
settings” on page 82).

6 Select the Traffic tab to specify the type of load the unit will transmit (see
“Specifying traffic load settings” on page 60).

7 Press Results to return to the Main screen.
8 Connect the module to the circuit.
9 If you are testing an optical interface, select the Laser button.

10 Select Start Traffic (for constant, bursty, or flood loads) or Start Ramp (for
ramped loads) to transmit traffic over the circuit.

11 Verify that the green Signal Present, Sync Acquired, Link Active, and IP
Packet Detect LEDs are illuminated.
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12 At a minimum, observe the summary, layer 2 and 3 link counts and statis-
tics, layer 2 and 3 filter counts and statistics, layer 3 configuration status,
and error statistics.

You have analyzed IP traffic.

Using the instrument, you can verify connectivity with another layer 3 or IP
device by sending ping request packets to the device. The device then
responds to the ping request with a ping reply (if the device is responsive), or
with another message indicating the reason no ping reply was sent.

Ping testing tells you if the destination device is reachable, how long it took the
ping packet to travel to the destination device and back to the
Transport Module, and if ping packets were dropped or lost along the way.

NOTE:

Ping application testing differs from ping testing during setup in that the ping
applications are not able to respond to mismatched frames. Ping testing
during setup is a simple IP address connectability verification.

Before you transmit ping request packets, you must specify:

— Interface settings (see “Specifying interface settings” on page 42).

— Ethernet Frame settings (see “Specifying Ethernet frame settings” on
page 45. Bear in mind that Jumbo packets are only supported for DIX
traffic (the 802.3 specification does not support jumbo packets).

Jumbo frames are also not supported when the instrument is configure to
transmit fast ping packets.

— |IP settings (see “Specifying IP settings for Ping and Traceroute testing” on
page 87).

After you specify the ping settings, you are ready to transmit ping request
packets.

NOTE:

If you are transmitting ping packets larger than 2000 bytes to an MTS 8000
Transport Module, the Transport Module will not respond. This is not an
issue when testing using two MSAMSs, or one MSAM and an FST-2802.

Before you transmit ping request packets or run the Traceroute application,
you can specify settings indicating the source of the IP address (static, or
assigned by a DHCP server), and the destination type (IP address or host
name), and attributes of the ping request packets (type, size, type of service,
and time to live). ARP is always enabled when running Ping and Traceroute
applications.

To specify IP settings

1 If you haven't already done so, use the Test Menu to select the Ping appli-
cation for the interface you are testing (refer to Table 6 on page 25 through
Table 7 on page 25 for a list of applications).

2 Select the Setup soft key, select the Ethernet tab, and then specify the
Ethernet frame settings (see “Specifying Ethernet frame settings” on
page 45). Be certain to set the data mode (IPoE or PPPOE).
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3 Select the IP tab.

4 In Source Type, select one of the following:

— Static IP. To manually assign an IP address as the source address for
the traffic, select Static IP, and then type the address, subnet mask,
and default gateway in the corresponding fields.

— DHCP. To allow a DHCP server to assign an IP address, subnet mask,
and default gateway, select DHCP.

5 In Destination Type, select IP Address or Host Name, and then type the
destination IP address or the host name for the ping.

6 If you selected the Ping application, under Ping, specify the following
settings:

a In Ping Type, indicate whether you want to transmit a Single ping
packet, Multiple ping packets, a Continuous stream of ping packets,
or a Fast stream of ping packets. If you specify Multiple, enter the
number of packets to transmit.

NOTE: The instrument sends multiple and continuous pings at a rate of
1 ping per second.

It sends fast pings at a rate of once every 100 ms; assuming a response
is received within 100 ms. If the unit doesn’t receive a reply within 100
ms, it will wait up to one additional second for a reply. If a reply is
received, it will then send another ping packet. Therefore, this setting
may result in very fast ping transmissions, or slower transmissions,
depending on the responsiveness of the network.

b In Packet Size (Bytes), enter the size of the ping request packet or
packets.

¢ InTOS Type, specify Type of Service or DSCP, and then enter the
type of service code (see “Specifying transmitted IPv4 packet settings”
on page 80).

d In Time To Live, specify the number of hops the packet can travel
before being dropped.

NOTE: The default TTL for ping packets is 64.

7 If you selected the Traceroute application, under Traceroute, specify the
following settings:

a InTOS Type, specify Type of Service or DSCP, and then enter the
type of service code *(see “Specifying transmitted IPv4 packet settings”
on page 80).

b In Max Num. Hops (TTL), enter the number of hops or TTL after which
the TTL value stops increasing.

¢ In Response Time (s), enter the number of seconds the module will
wait for a response from a hop.

8 If you need to specify other settings for the test, select the appropriate tab;
otherwise, press Results to return to the Main screen.

The IP settings for ping testing are specified.

After you specify interface, frame, and IP settings, you can transmit ping
request packets to verify connectivity.
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To transmit ping packets
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Use the Test Menu to select the layer 3 Ping test application for the inter-
face you are testing (refer to Table 6 on page 25 through Table 7 on
page 25 for a list of applications).

Select the Setup soft key, and then select the Interface tab to specify
settings that control the Ethernet interface (see “Specifying interface
settings” on page 42).

Select the Ethernet Frame tab to specify settings that define the frame
characteristics of the transmitted traffic, and then select the IP tab to
specify settings that characterize the ping packets (see “Specifying IP
settings for Ping and Traceroute testing” on page 87).

Press Results to return to the Main screen.
Connect the module to the circuit.
If you are testing an optical interface, select the Laser button.

Verify that the green Signal Present, Sync Acquired, and Link Active LEDs
are illuminated.

On the Main screen, select the Ping button to transmit the packet or
packets.

At a minimum, observe the ping and IP configuration status test results.

You have transmitted ping request packets.

Before you run the traceroute application to determine where problems in the
network are occurring, you specify the interface settings, frame characteristics
of the traffic, and settings that control the traceroute application, such as the
source and destination IP addresses, maximum number of hops, and the
response time.

To run traceroute

1
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Use the Test Menu to select the Traceroute application for the interface
you are testing (refer to Table 6 on page 25 through Table 7 on page 25
for a list of applications).

Select the Setup soft key, and then select the Interface tab to specify
settings that control the Ethernet interface (see “Specifying interface
settings” on page 42).

Select the Setup soft key, select the Ethernet tab, and then specify the
Ethernet frame settings (see “Specifying Ethernet frame settings” on
page 45). Be certain to set the data mode (IPoE or PPPoE).

Select the IP tab, and then specify the IP settings for the traceroute (see
“Specifying IP settings for Ping and Traceroute tes